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1. Executive Summary 

A workshop focusing on fusing orthogonal technologies for detecting 
explosives for aviation applications was held at Northeastern University in 
Boston on May 3-4, 2011. This workshop was the fifth in a series dealing 
with algorithm development for security applications.  The pattern with the 
series has been to deal broadly with a new topic in the odd-numbered 
workshops in order to scope out the topic. The even-number workshops are 
then used to address a focused application related to the topic. The present 
workshop followed this pattern by broadly addressing the topic of fusion, 
which is also known as sensor fusion or data fusion. 

The topic of fusion was chosen for the workshop in order to support the 
Department of Homeland Security’s (DHS1) objective of improving the 
performance of existing technologies, where performance is defined as 
increased probability of detection, decreased probability of false alarms, 
lower threat mass and increased number of types of explosives. There is 
evidence that existing technologies will eventually be unable to satisfy DHS’s 
requirements for improved performance unless they are fused with other 
technologies.  

Much of the discussion at the workshop dealt with defining the terms fusing, 
orthogonal and technology. Multiple definitions exist for each of the terms.  
Additional discussions dealt with improved performance of new and 
emerging technologies when deployed as stand-alone systems and when 
fused. The discussion of improved performance was primarily addressed 
how to increase the probability of detection and reduce the probability of 
false alarms. Additional discussions dealt with operational issues such of 
cost of ownership, concept of operations and risk-based screening. 

The key findings and recommendations from the workshop are as follows. 

Finding: DHS is not well educated in fusion and its terminology. 

Recommendation: DHS should define terms used by fusion experts in R&D 
and other fields. 

Finding: DHS has experience with fusing systems and some of these have 
failed. 

1 A table of acronyms used in this report can be found in Section 14. 
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Recommendation: Need to learn why these systems failed. 

Recommendation: Need to focus on a particular problem and try to solve it 
to set precedence. 

Recommendation:  Need to establish performance metrics to be able to 
judge effectiveness of individual sensor systems and compare improvements 
due to fusing two or more systems. 

Recommendation: Address how technologies are designed and chosen so 
that, when fused, the resulting fused system has better performance than 
existing technologies. 

Finding: Risk-based fusion was discussed, but was not part of the workshop. 

Recommendation: This topic needs to be a focus and discussed.  
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2. Disclaimers 

This document was prepared as an account of work sponsored by an agency 
of the United States government. Neither the United States government nor 
Northeastern University nor any of their employees makes any warranty, 
expressed or implied, or assumes any legal liability or responsibility for the 
accuracy, completeness, or usefulness of any information, apparatus, 
product, or process disclosed, or represents that its use would not infringe 
privately owned rights. Reference herein to any specific commercial 
product, process or service by trade name, trademark, manufacturer, or 
otherwise does not necessarily constitute or imply its endorsement, 
recommendation or favoring by the United States government or 
Northeastern University. The views and opinions of authors expressed 
herein do not necessarily state or reflect those of the United States 
government or Northeastern University, and shall not be used for 
advertising or product endorsement purposes. 

This document summarizes a workshop at which a number of people 
participated and some made presentations. The views in this summary are 
those of the organizing committee and do not necessarily reflect the views of 
all the participants. All errors and omissions are the sole responsibility of 
the organizing committee. 

This material is based upon work supported by the U.S. Department of 
Homeland Security under Award Number 2008-ST-061-ED0001. The views 
and conclusions contained in this document are those of the authors and 
should not be interpreted as necessarily representing the official policies, 
either expressed or implied, of the U.S. Department of Homeland Security. 
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3. Introduction 

The Explosive Division (EXD) of US Department of Homeland Security (DHS) 
Science & Technology Directorate (S&T), in coordination with the 
Transportation Security Administration (TSA), has identified requirements 
for future explosive detection scanners that include a larger number of 
threat categories, lower false alarm rates and lower total operating costs.  
One tactic that DHS is pursuing is to create an environment in which the 
capabilities and capacities of the established vendors can be augmented by 
third-party algorithm development.  A third-party developer in this context 
refers to academia, National Labs and companies other than the incumbent 
vendors.  DHS is particularly interested in adopting the model that has been 
used very successfully by the medical imaging industry, in which university 
researchers and small commercial companies develop algorithms2 that are 
eventually deployed in commercial medical imaging equipment.   

One tactic that DHS is using to stimulate academic and industrial third-party 
algorithm development is to sponsor workshops addressing the research 
opportunities that may enable the development of next-generation 
algorithms for homeland security applications.  The series of workshops are 
entitled “Workshops for Algorithm Development for Security Applications 
(ADSA).” An overview of the first four ADSA workshops can be found in 
Section 9.  The workshops were convened by Professor Michael B. Silevitch 
(NEU) as part of the DHS Center of Excellence (COE) for Awareness and 
Localization of Explosives-Related Threats (ALERT3).  

The fifth workshop in the ADSA series was held on May 3-4, 2011, at NEU.  
The workshop focused on fusing technologies for aviation security 
applications. This focus was chosen for the following reasons, which were 
articulated by the participants at the first four ADSA workshops: 

• A single technology may not exist to meet all the DHS’s future detection 
requirements 

• There are hardware, algorithmic and operational issues when 
technologies are fused 

The technologies that were discussed as candidates for fusion to existing 
technologies are as follows: 

2 When we speak of an algorithm, we are talking about the mathematical steps. The 
actual implementation is the software usually in a general purpose computer. 
3 ALERT in this work plan refers to the COE at NEU.  
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• X-ray diffraction (XRD), along with diffraction enhanced and index of 
refraction imaging 

• Quadrupole resonance (QR) 
• Raman scattering spectroscopy 
• Explosive trace detection (ETD) and sampling schemes 
• Terahertz (THZ) imaging and spectroscopy  

The emphasis was on fusing technologies to CT-based explosive detection 
systems (EDS). However, fusing to other modalities such as AIT was also 
covered. 

The hardware, algorithmic and operational issues related to fusing 
technologies that were addressed are: 

• Fusing images and automated threat detection (ATR) results 
• Prospective operation of modalities 
• Communication of control information, images and ATR results  
• DHS testing of fused systems 
• Concept of operations for fused systems 
• Interfaces and standards 

The workshop was led by Professor Silevitch, Dr. Harry Martz (Lawrence 
Livermore National Laboratory) and Dr. Carl Crawford (Csuptwo).  

The purpose of this document is to report the findings and 
recommendations from the workshop. The findings and recommendations 
include a list of open questions and challenges that must be explored, 
dissected, defined, understood and reduced to practice. A key finding of the 
workshop is that a systems approach must be brought to bear on future 
designs of fused systems. 

We conclude this section with a quotation, from one of workshop 
participants, which summarizes the workshop. 

“I believe that most people came away with a sense that fusion is 
much more difficult to do than one's initial perceptions.” 
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4. Findings and Recommendations4 

 Semantics 4.1

Findings 

The words fusion, orthogonal and technologies, sensor and data, were not 
well defined for those working on fusion for DHS. This led to confusion 
about the objectives of the workshop. 

Presently deployed equipment consists of sources and detectors of energy, 
reconstruction algorithms5, ATR and workstations. It was unclear if 
combining a detector employing a given reconstruction algorithm with a 
second reconstruction algorithm should be considered to be fusion. 

Recommendations 

1. The following points should apply to the term “technology”. 

a. A technology is any source of data that is used to support a 
detection decision  

b. Technologies include imaging devices such as CT, 
transmission x-ray, millimeter-wave (MMW) and x-ray back-
scatter (XBS). 

c. Technologies include non-imaging devices such as explosive 
trace detection (ETD) and QR. 

d. Technologies include devices that assist the operation of 
another technology. For example, a device that lists the types 
of clothing worn by a passenger may be useful for an 
advanced imaging device (AIT) device. 

e. Technologies include devices that assess risk such as video 
analytics and passenger selectee systems. 

4 The following points should be considered when reading this section. This section 
was created by reviewing the minutes, questionnaires, presentations and other 
notes. The editors are not in complete agreement on all the points. Some of the 
points may be conjecture instead of fact. 

5 Reconstruction may consist of only data processing for some technologies such as ETD. 
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f. Technologies include humans (transportation security 
officers, TSO) such as ones used to assess risk and perform 
on-screen resolution (OSR). 

g. A technology that automates OSR (i.e., replaces a TSO) is a 
technology. 

h. The definition of technology includes, if applicable, a source, 
detector and reconstruction algorithm.  

i. ATR and workstations should be included as technologies.  
Technologies include the following types: 

i. Existing, emerging or future devices 
ii. Devices that can pass acceptance testing on their own 

iii. Devices that have to be fused with other devices in 
order to pass acceptance tests 

2. The following point should apply to the term “sensor”. 
a. A sensor is a type of technology. 

3. The following points should apply to the term “data”. 
a. Data are the results that are produced by a technology. 
b. Data includes, but not limited to, the following: 

i. Images 
ii. Spectra 

iii. Analog and binary ATR results 
iv. Features 
v. Human observations 

vi. Level of risk 
vii. Statistical distribution information 

viii. Results from intelligence operations 
4. The following points should apply to the term “orthogonal”. 

a. The term orthogonal means that entirely different aspects of 
a given threat are considered when two or more technologies 
are fused, such as CT and ETD. However, one has to avoid the 
situation when the different aspects of a threat are 
correlated. However, when two or more orthogonal 
technologies are fused, performance is improved. 

b. Orthogonal cannot mean that the same information is re-
used to add certainty to a decision. 
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c. Orthogonal technologies may be devices that are operated 
differently based on information supplied to them as changes 
in operating parameters or prtocols. The following are 
examples of this statement. 

i. X-ray devices operating at different kVs.  
ii. Imaging devices operating at different resolutions or 

signal to noise ratios. 
iii. Protocols set to detect certain types of explosives or 

certain configurations of explosives. 
iv. Protocols set based on risk. 

5. The following points should apply to the term “fusion”. 
a. Fusion means that multiple technologies are deployed to 

meet detection requirements. The types of deployment are 
described in the following points. 

b. Fused technologies can be fused just through co-location, 
which is also denoted layering. This means that no physical 
or electrical connections exist between the technologies with 
the exception of perhaps a human reviewing the decisions 
from each device. This situation means that the technologies 
are considered to be stand-alone devices. This definition for 
fusion is usually excluded when other people define the term. 
However, the definition is useful when one considers that a 
human can fuse the results of the co-located technologies. 

c. The data created by multiple technologies can be combined, 
for example in a workstation, to create a decision about the 
presence of an explosive. 

d. The output of one technology can be used to control the 
operation of another technology. 

e. New reconstruction algorithms should not be considered to 
be fusion. This topic is discussed by other programs that 
were initiated at the previous ADSA workshops.  

f. Fusion accommodates the following situations. 
i. A potential threat may be evaluated in series or in 

parallel. Logic is applied to determine how threats 
are evaluated by other technologies. 
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ii. Divested objects may be sent to different 
technologies, as in the case of the check-point today. 

iii. Different technologies detect different explosives or 
configurations of explosives. 

g. A fused system is also a technology. 
h. There has to be a limit or boundary for the size of scope of a 

fused system. It would be difficult to discuss fusion if the 
complete airport is considered to be one fused system. 

 Need for Fusion 4.2

Findings 

DHS has future needs for improved detection of explosives. This 
improvement is defined as decreased probability of false alarm (PFA), 
increased number of types of explosives and decreased minimum threat 
mass.  As the number of threats increases and the minimum mass decreases, 
the area under the receiver operator curve (ROC) cannot increase.  In 
particular, it may be difficult to achieve the required levels for PFA. Although 
new emerging technologies may eventually meet future detection 
requirements, currently fielded and proposed technologies are insufficient. 
Hence there is a need for another method to meet detection requirements. 
Fusion of existing technologies and emerging technologies is seen as a way 
to meet future detection requirements.  

Fusion is already used today. Examples include multiple stand-alone devices 
at the check-point, and secondary inspection with ETD and manual 
inspection. 

Recommendations  
1. Fusion should be considered as an option to meet future detection 

requirements. 
2. All of the existing technologies (e.g., CT, ETD, TRX, XRD, QR, MMW, 

AIT, etc.) may be fused. 
3. Emerging technologies include: ion trap mobility spectrometry 

(ITMS), quantum cascade laser (QCL), mass spectrometry, THZ, 
spectral CT, k-edge imaging and differential phase contrast x-ray CT. 

4. Fusion can be applied for check-baggage inspection, at the check-
point, for cargo inspection, for stand-off detection and for other 
applications. 
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 Prospective Design 4.3

Findings 

It is also known that some technologies, when fused, do not lead to 
improved detection performance. In fact, there is evidence that degraded 
performance may be obtained. It is not well-established why prior attempts 
at fusion (e.g., CT-XRD) failed.  

Presently deployed equipment may not be amenable for fusion for the 
following reasons: 

1. Some technologies are inherently stand-alone and need to be 
enhanced to be connected to a network. 

2. There is no standard deployed format or network protocols for: 
a. Sharing data created by a technology. 
b. Controlling the operation or protocol of a technology. 

3. There is no common language (ontology) for DHS applications to 
combine the results of multiple technologies. 

4. In current systems, the results of ATR are binary when reported 
outside of a technology.  

5. Also in current systems, features used by ATR are not available for 
fusion when reported outside of a technology. 

The strengths and weaknesses of existing technologies are generally not 
available to third-party researchers because of the following reasons: 

1. Information is classified. 
2. Information is proprietary to the equipment vendors.  
3. Information is proprietary to government testing agencies such as 

the TSL. 
4. The information was not adequately collected. 

Recommendations 
1. Common data formats and networking protocols should be 

developed and required on all equipment in order to share data. The 
existing standards initiative, DICOS, should be supported, because it 
meets these requirements and also has the backing of vendors. 

2. Common protocols should be developed to control the operation or 
protocol of equipment. 
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3. Common language should be developed describe the results of 
technologies so that they can be fused. This common language has 
been denoted as an ontology. 

4. ATRs should be modified as follows: 
a. An analog decision (versus the binary red/green light 

decision that is mandated by the TSA for technologies that 
use ATR) should be reported. The decision may be per 
explosive category or configuration. 

b. Measurements of features should be reported by 
technologies along with ATR results. The ontology described 
above should be designed to accommodate these 
measurements. 

5. Hold classified sessions with stakeholders to achieve the following 
goals: 

a. Discuss the strengths and weaknesses of existing and 
emerging technologies. 

b. Discuss how requirements for new technologies can be put 
into the public domain and also respect the rights of the 
equipment vendors. This will allow the participation of third 
parties who do not have security clearances.  

c. Separate meetings may be required with the following 
groups. 

i. Vendors 
ii. DHS, TSA 

iii. Third parties 
d. Review previous attempts to fuse systems to detect 

explosives. 
6. Software should be created to simulate the features generated by 

existing and future equipment. The software could obviate the issues 
with proprietary and classified information. 

 Operational 4.4

Findings 

The present DHS and TSA procedures for funding, testing, deploying, 
operating and maintaining systems are geared towards non-fused systems. 
However, if multiple stand-alone systems are considered to be fused, then an 
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exception to the procurement strategy for the technology deployed at the 
check-point, such as TRX, shoe screeners, AIT, liquid-bottle scanners, and 
Behavioral Detection Officers (BDO) must be considered. 

People in the Department of Defense (DoD) space are experienced in the 
design and deployment of fused systems. 

Recommendations 
1. DHS and TSA funding should be provided for developing the 

following technologies. 
a. Technologies that provide features that are not currently 

available, assuming  that the new features will lead to better 
performance. The new technologies are not required to pass 
acceptance tests as stand-alone systems. 

b. Simulators of technologies. 
c. Languages for sharing ATR results and features. Feature 

extraction algorithms for a given technology, versus 
complete ATRs. 

d. Acceptance criteria for technologies that could be fused 
versus criteria for technologies that can pass acceptance 
tests as stand-alone systems.  

2. Testing, such as EDS certification testing, should be modified so that 
systems can be tested individually, even if they cannot pass the 
acceptance tests as a stand-alone system. A method should be 
developed to fuse the results of these tests with technologies that do 
not pass the acceptance tests so that the performance of a fused 
system could be assessed for compliance with the test for a complete 
system.  

3. Put in processes to procure, deploy, operate and maintain fused 
systems. 

4. Emphasize paper studies showing that technologies, if deployed, 
would lead to better detection performance. Do not fund projects 
where systems are fused and then tested without a priori evidence 
that increased performance would be obtained.  

5. The following additional requirements should be studied in the 
context of fusion. 

a. Concept of operations 
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b. Cost 
c. Footprint/size constraints 
d. Operator training 
e. Throughput 

6. Investigate the role that TSA’s common communication protocol 
(Security Technology Integrated Program, STIP) has for fusion. 

7. Involve the national laboratories to help set requirements and to 
review technologies. 

8. Convene a joint task force (JTF) to study fusion. Members of the JTF 
should be from the incumbent vendors, academia, DHS, TSA, 
National Labs and small businesses. 

9. Draw upon the experiences with fused systems in DoD applications 
by doing the following. 

a. Reading the DoD literature 
b. Contacting people working on fusion for DoD. 

 Workshop Logistics 4.5

Findings 

The present workshop was a good attempt to discuss fusion. As with other 
odd-numbered ADSA workshops, the discussion of the topic was at a high 
level. The strengths and weaknesses of most of the technologies were not 
disclosed. 

The discussion of risk-based-screening was considered to be out of scope for 
the workshop. However, some discussions still took place about this topic 
and more discussions are required at future workshops. 

A large body of literature on fusion exists on other fields, such as for DoD 
applications. The National Academy of Sciences (NAS) wrote an excellent 
report on fusion as applied to aviation security. 

Recommendations 
1. The next workshop, ADSA06, should address the following topics: 

a. Focus on one application, such as AIT including XBS and 
MMW. 

b. Address the system engineering aspects of fusion including 
providing evidence that technologies when fused will lead to 
improved detection performance. 
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c. Discuss risk based screening 
d. Discuss what went right and wrong with previous fusion 

attempts in aviation security, medical imaging and defense 
(DoD), and non-destructive examination (NDE). 

e. Presenters should have minimal bias. People from the 
national labs are good candidates. 

f. Review the findings and recommendations from this 
workshop. 

g. Improve the meeting format to facilitate more discussion. 
h. Review the literature on fusion, especially the NAS report. 
i. Ask participants to research topics before the workshop. 
j. Review presentations in advance of the workshop to assure 

that are consistent with the objectives of the workshop. 
2. Conduct a tutorial at which technologies can be explained in detail. 

a. The tutorial may be conducted over the internet to reduce 
expenses 

b. The overview presentation (see Section 16) given by Tim 
White, PNNL, could be used as the basis of the tutorial.  

3. Conduct a classified meeting to discuss what can be disseminated 
into the public domain. 
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7. Appendix: Notes 

This section contains miscellaneous notes about the workshop itself and the 
final report. 

1. This report will be distributed as a hardcopy, via the Internet and a CD, 
subject to approval from DHS. 

2. The timing in the agenda was only loosely followed because of the 
amount of discussion that took place during the presentations and to 
allow for additional times for participants to network. 

3. Some of the questionnaires were transcribed from handwritten versions. 
Errors in these questionnaires are due to the editors of this report and 
not due to the authors of the questionnaires. 

4. Some of the presenters edited (mainly redacted information) after the 
workshop. 
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8. Appendix: Agenda 
 

May 3, 2011 

240 Egan Research Center (Raytheon Room) 

Time Topic Speaker Affiliation 

8:00 AM Registration/Continental 
breakfast   

9:00 AM Call to order Carl Crawford Csuptwo 
9:05 AM Welcoming remarks   

    ALERT Michael 
Silevitch 

Northeastern University / 
ALERT 

 
   Department of Homeland 
Security Doug Bauer Dept of Homeland Security 

    Logistics Mariah 
Nobrega 

Northeastern University / 
ALERT 

9:20 AM Background and Context   
   DHS perspective Eric Houser Dept of Homeland Security 

 
  Introduction and workshop 
objectives Carl Crawford Csuptwo 

   Explosives review John Reynolds Lawrence Livermore Nat’l 
Lab 

 
  Existing technology overview - 
strengths and weaknesses Harry Martz Lawrence Livermore Nat’l 

Lab 
10:55 AM Break   
11:15 AM Orthogonal Technologies (I) David Atkinson 

(moderator) Pacific Northwest Nat’l Lab  

    X-ray diffraction (XRD) Geoffrey 
Harding Morpho Detection 

    Quadrupole resonance (QR) Alejandro 
Bussandri Morpho Detection 

    Explosive trace detection (ETD) Dennis Barket FLIR 
12:30 PM Lunch   
1:20 PM Orthogonal Technologies (II) David Atkinson 

(moderator) Pacific Northwest Nat’l Lab  

    Explosive trace detection (ETD) Herschel Rabitz Princeton 

 
   Terahertz imaging and 
spectroscopy (THZ) Peter Siegel California Institute of 

Technology 

 
   Differential phase contrast x-
ray CT 

Guang-Hong  
Chen 

University of Wisconsin, 
Madison 
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2:35 PM Fusion in medical imaging   

 
  Image fusion for improved 
diagnostics 

Robert 
Nishikawa University of Chicago 

 
  Image fusion for improved 
diagnostics Homer Pien Massachusetts General 

Hospital 

   Classifier fusion  Meindert 
Niemeijer University of Iowa 

   Operator/classifier fusion Jeremy Wolfe Harvard Medical School 
4:15 PM Break   
4:35 PM National Academy of Sciences 

study on fusion Donald Brown University of Virginia 

4:55 PM Reception sponsored by 
Csuptwo (440 Egan)   

5:55 PM Dinner and speakers   

   AIT ground truth project Homer Pien  Massachusetts General 
Hospital 

   CT iterative reconstruction   Charles 
Bouman Purdue University 

 
  Emerging explosive detection 
technologies  George Zarur DHS/TSA (retired) 

7:55 PM End Day 1    
    
May 4, 2011 

240 Egan Research Center (Raytheon Room) 

7:30 AM Continental breakfast   
8:00 AM Day 2 objectives Carl Crawford Csuptwo 
8:05 AM  Raman Spectroscopy Tim Johnson Pacific Northwest Nat’l Lab  
8:30 AM Mathematics of fusing systems   

 
 Ontology for connecting 
classifiers Sondre Skatter Morpho Detection 

  Mathematics Nat Beagley,  
Ken Jarman Pacific Northwest Nat’l Lab  

 
 Feature identification from 
compressive measurement Larry Carin Duke 

 
 Reject rate analysis of cascaded 
systems David Perticone L-3 Communications 

9:55 AM Break   
10:15 AM Enabling technologies   

   Integrated check point Ritesh Patel  SPAWAR Systems Center 
Pacific  
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   DICOS 
Doug Bauer,  
Suriyun 
Whitehead 

Dept of Homeland Security 

 
  Certification and qualification 
testing Carl Crawford Csuptwo 

11:25 AM Third party industry experiences Harry Martz Lawrence Livermore Nat’l 
Lab 

   Telesecurity Sciences Doug Boyd Telesecurity Sciences 

   Optosecurity Luc Perron Optosecurity 

   Photon counting and CZT Derek Bale Endicott Interconnect 
12:40 PM Lunch   
1:40 PM Synthesis   

 
  Review, next steps and 
discussion Harry Martz Lawrence Livermore Nat’l 

Lab 

   Around the room All participants  
2:50 PM Closing remarks   

 
  Department of Homeland 
Security Doug Bauer Dept of Homeland Security 

   ALERT Michael 
Silevitch Northeastern University 

3:00 PM Adjourn Carl Crawford Csuptwo 
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9. Appendix: Previous Workshops 

 ADSA 01 9.1

The first ADSA workshop, ADSA01, took place on April 23-24, 2009. The 
focus of the workshop was the development of new algorithms for detecting 
explosives at an integrated checkpoint. Industry/practioner, government 
and national lab participants were: Analogic, GE Security, Guardian 
Technologies, American Science and Engineering, L-3 Communications, 
Rapiscan, Reveal Imaging, Siemens Corporate Research, Smiths Detection, 
Department of Homeland Security, Lawrence Berkeley National Laboratory, 
Lawrence Livermore National Laboratory, Pacific Northwest National 
Laboratory and the Transportation Security Administration. 

The report can be accessed at: 
https://myfiles.neu.edu/m.nobrega/Strategic_Studies_Reports/ADSA01_fin
al_report.pdf 

 ADSA 02 9.2

The second ADSA workshop, ADSA02, was held on October 7-8, 2009. 
Industry/practitioner, government and national lab participants were: 
Optosecurity, Reveal Imaging, Telesecurity Sciences, L-3 Communications, 
Optosecurity, Surescan, Analogic, GE Security, Mercury Computers, Guardian 
Technologies, Siemens Corporate Research. Department of Homeland 
Security, Lawrence Livermore National Laboratory, Massachusetts General 
Hospital, Transportation Safety Administration and Pacific Northwest 
National Laboratory. 

The report can be accessed at: 
https://myfiles.neu.edu/m.nobrega/Strategic_Studies_Reports/ADSA02_fin
al_report.pdf 

 ADSA 03 9.3

This is a workshop on advanced algorithm development for Advanced 
Imaging Technology (AIT), the DHS standard name for Whole Body Imaging 
(WBI) Technology. The primary objective of the workshop is to find ways to 
involve third parties in the development of both near-term and 
revolutionary improvements to existing AIT equipment. Algorithms 
developed by the third parties would be designed to augment the 
capabilities and capacities of the existing vendors of AIT equipment. 
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The report can be accessed at: 
https://myfiles.neu.edu/m.nobrega/Strategic_Studies_Reports/ADSA03_fin
al_report.pdf 

 ADSA 04 9.4

A fourth ADSA workshop was held at NU on October 5-6, 2010, under the 
direction of Professor Michael Silevitch, Harry Martz (LLNL) and Carl 
Crawford (DHS S&T). The purpose of the fourth workshop was to discuss 
how third parties could participate in the development of reconstruction 
algorithms for explosive detection equipment based on CT scanning. 

The report can be accessed at: 
https://myfiles.neu.edu/m.nobrega/Strategic_Studies_Reports/ADSA04_fin
al_report.pdf 
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Greger Andersson 
Smiths Detection 

David Atkinson 
Pacific Northwest National Laboratory 

David Atkinson is a senior research scientist at the Pacific Northwest 
National Laboratory and  provides overall leadership for PNNL’s capabilities 
explosives detection. He also has related roles in serving as a subject matter 
expert in advising government clients and end users, influencing national 
priorities, and multi-disciplinary program building. Dr. Atkinson holds a 
Ph.D. in analytical chemistry from Washington State University, where he 
designed advanced chemical detection systems.  He has worked in trace 
chemical detector development and deployment in the DOE National 
Laboratory complex over the last 19 years, with a specific emphasis on 
explosives detection. He has participated in all aspects of R&D on explosives 
detection, from performing fundamental research (and publishing the 
results), to doing testing/evaluation, to deploying equipment in the field and 
training end users. Dr. Atkinson has spent much of his career working to 
enhance explosives detection, and this application dominates his 
presentations at international meetings. He has done many years of work for 
the Federal Aviation Administration (FAA) and the Department of Homeland 
Security (DHS) on applying detection instrumentation to aviation security 
(airport explosives detection), and is funded by DHS to provide technical 
guidance on explosive detection equipment.  

Kumar Babu 
Attending in personal capacity 

Mr. Babu has held many senior and key positions including those of 
Principal Systems Engineer at both Rapiscan and Analogic Corporation, 
Director of Engineering at L-3 Communications – Security and Detection 
Systems and that of Senior Member Technical Staff, in the Advanced 
Technology division of Texas Instruments Defense Systems (now Raytheon). 
In all he has, over twenty five years of experience in project and department 
management, systems design, hardware and software engineering and 
algorithm development.  He has a Master’s degree in Electrical Engineering 
from the Polytechnic Institute of Brooklyn, and a Bachelor’s degree in 
Electrical Engineering from Bangalore University.   

Claus Bahlmann 
Siemens Corporate Research 
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Claus Bahlmann is a project manager at Siemens Corporate Research (SCR) 
in Princeton, NJ USA. His research interests include pattern recognition, 
computer vision, and machine learning. He has applied these techniques in 
various application domains, including real-time and forensic image and 
video analysis for safety and security, as well as medical. Before joining SCR 
in 2004, he was a research associate for the University of Freiburg, Germany. 
While at the University, he received his doctoral degree with the highest of 
honors for work conducted in discovering new types of generative and 
discriminative classification of online handwriting recognition. In 2002, his 
work “On-line Handwriting Recognition with Support Vector Machines - A 
Kernel Approach” was awarded Best Paper at the IWFHR 2002 conference. 
In 2005, his Ph.D. thesis “Advanced Sequence Classification Techniques 
Applied to Online Handwriting Recognition” earned the Wolfgang-Gentner-
Nachwuchsförderpreis award from the University of Freiburg. Dr. Bahlmann 
received a Bachelor and Masters of Sciences in computer science from the 
University of Bielefeld, Germany. 

Derek Bale 
Endicott Interconnect 

Dennis Barket 
FLIR Systems 

Dr. Barket co-founded Griffin Analytical in November of 2001 with 
aspirations to bring lab-quality analysis to field applications. He has led the 
analytical instrumentation company from its inception through its merger 
into ICx Technologies, Inc. and subsequent acquisition of ICx by FLIR 
Systems.  Since its beginning in 2001, Griffin has been awarded numerous 
contracts from the United States Department of Defense and other Federal 
agencies.  In 2006, Griffin achieved national recognition by winning the 
TIBBETTS Award for excellence in Small Business and Innovation Research 
(SBIR). Griffin is currently focused on delivering monitoring and chemical 
detection equipment to the Department of Defense and Department of 
Homeland Security with an emphasis on fieldable mass spectrometry.  Dr. 
Barket obtained his Ph.D. in Analytical Chemistry from Purdue University 
where his graduate work was funded by a NASA Graduate Research 
Fellowship Award. His Ph.D. research in the area of applied mass 
spectrometry focused on environmental chemistry. Dr. Barket earned his 
undergraduate degree at Indiana University with a double major in Biology 
and Chemistry.  

Michael Barrientos 
Department of Homeland Security 
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Michael Barrientos has been with the Transportation Security Laboratory 
since 1995 as an engineer.   Initially Mr. Barrientos was assigned to work 
with the Test and Evaluation Group and was involved with such projects as 
the certification of the first Explosives Detection System for Checked 
Baggage.  While working he received his Master of Science from Embry-
Riddle Aeronautical University (where he received his bachelors degree in 
aircraft engineering in Human Factors), then was reassigned to work with 
Human Factors Branch where he played a key role in the development of 
Threat Image Projection Technology and research on Advanced Display 
Systems.  Mr. Barrientos is now working for Ted Grant under the Personnel 
Inspection Branch as the Program Manager for the Integrated Checkpoint 
Program Manager and oversees projects for checkpoint as well as Human 
Factors while pursuing his doctoral degree in Systems Engineering at 
Stevens Institute of Technology. 

Douglas C. Bauer 
Department of Homeland Security 

Dr. Douglas Bauer is the Explosives Division Program Executive for Basic 
Research with management responsibility for multiple programs in basic 
and applied research, homemade explosives (HME) characterization, 
detection and damage assessment, development of the next generation EDS 
x-ray technologies, and counter IED basic research in prevention, detection, 
response and mitigation.  Dr. Bauer also has management responsibility for 
two new university-based Centers of Excellence addressing explosive 
threats in transportation through fundamental research.  Dr. Bauer holds 
engineering degrees from Cornell and Carnegie Mellon Universities (where 
he received his PhD), a law degree from Georgetown University Law Center, 
and a theology degree from Virginia Theological Seminary.  He served in the 
U.S. Navy as a line officer aboard surface ships, including service in DESERT 
STORM, and is now retired as a naval Captain. 

William Baukus 
Consultant 

Nathaniel Beagley 
Pacific Northwest National Laboratory 

Nathaniel Beagley is in the Computational Mathematics group at Pacific 
Northwest National Laboratory. He has a background in applied 
mathematics and many years of experience working in decision theory, 
machine learning, and algorithm development for the analysis of large data 
sets. Particular research interests include improving operational decisions 
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through better interpretation of sensor data (“sensor to decisions”) and how 
to improve sensor efficiency and accuracy through intelligent data capture, 
data organization, and analysis algorithms. He has applied his work to a 
wide variety of application areas including explosives detection, bio-
pathogen detection, and satellite remote sensing data. 

John Beaty 
Northeastern University 

Mr. John Beaty is the Industrial Liaison and Director of Technology 
Development for Awareness and Localization of Explosives Related Threats 
(ALERT).  He is also the Director of Technology Development for the 
Bernard M. Gordon Center for Subsurface Sensing and Imaging Systems. Mr. 
Beaty has extensive experience managing research and development for the 
scientific instrument, semiconductor, and government contract industries. 
John spent 30 years with three companies, Thermo Electron Corporation, 
Schlumberger Test and Transactions, and FEI Company developing a wide 
variety of instruments and tools, using diverse technologies. In most 
instances, John procured development resources from a variety of sources: 
government, industry, industry consortia, and venture capital. 

Richard Bijjani 
Reveal Imaging Technologies 

Dr. Richard Bijjani, Chief Technology Officer at Reveal, has been in the 
security business for over 12 years. In 1990 he managed R&D during the 
development of a dynamic signature verification product at Kumahira Inc. In 
1994 Dr. Bijjani joined InVision Technologies as head of the Algorithm and 
Machine Vision group. He oversaw the algorithm development effort that led 
to the successful certification by the FAA of multiple EDS systems. Dr. Bijjani 
joined Vivid Technologies in 1997 where he led the design and development 
of the additional EDS systems. Dr. Bijjani has a Ph.D. in Electrical 
Engineering from Rensselaer Polytechnic Institute.  
Carl Bosch 
Surescan 

Mr. Carl Bosch is the Director of Systems Engineering for the x1000 
technology.  He provides leadership for all system design, application and 
algorithms for explosive detection.  He has 30 years experience leading the 
product development activities for complex systems in aerospace and 
medical device industry.  Mr. Bosch earned his B.S. in Electrical Engineering 
at Lehigh University in 1977 and his M.S. in Systems Engineering at the 
University of Pennsylvania in 1980. Prior to joining SureScan, Mr. Bosch led 
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multi-disciplinary product development teams in the design of 
intraoperative surgical gamma detection probes and pulse wave Doppler 
ultrasound blood flow measurement devices as the Vice President, R&D, for 
Neoprobe Corporation.  Prior to joining Neoprobe, Mr. Bosch led the product 
development activities for the Nuclear Medicine and Positron Emission 
Tomography (PET) diagnostic imaging modalities for GE Medical Systems.  
Prior to his experience in the medical device industry, Mr. Bosch held a 
series of technical and managerial positions with responsibility for the 
design of attitude control, command and data systems for spacecraft and 
related ground systems with various divisions of GE Aerospace.   

Charles Bouman 
Purdue University 

Dr. Charles A. Bouman is the Michael J. and Katherine R. Birck Professor of 
Electrical and Computer Engineering at Purdue University where he also 
holds a courtesy appointment in the School of Biomedical Engineering and 
serves has a co-director of Purdue’s Magnetic Resonance Imaging Facility. 
He received his B.S.E.E. degree from the University of Pennsylvania, M.S. 
degree from the University of California at Berkeley, and Ph.D. from 
Princeton University in 1989. Professor Bouman's research focuses on 
inverse problems, stochastic modeling, and their application in a wide 
variety of imaging problems including tomographic reconstruction and 
image processing and rendering. Prof. Bouman is the Editor-in-Chief of the 
IEEE Transactions on Image Processing and a member of the IEEE Signal 
Processing Society’s Board of Governors.  He also is a Fellow of the IEEE, 
AIMBE, IS&T, and SPIE and has served Vice President of Publications for the 
IS&T Society. 

Douglas Boyd 
Telesecurity Sciences 

Dr. Douglas Boyd has contributed to the fields of imaging technology, 
accelerator and beam physics, superconducting systems, nuclear physics, 
and medical physics.   Following his graduate studies in nuclear physics at 
Rutgers, Dr. Boyd continued his research at Bell Labs under a post-doctoral 
fellowship program.  He then moved to Stanford University and was the 
project leader for the world’s first pion radiotherapy facility.  As part of this 
program he was one of the early developers of fan-beam, Xenon-detector CT 
scanners.   In 1976 Dr. Boyd joined the faculty in at UCSF with the intent to 
establish a laboratory to develop the next generation of no-motion CT 
scanners, with emphasis on cardiac imaging.  This led to the foundation of 
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Prior of Imatron, Inc., which since 1982 became the leader in development 
of electron beam Cardiac CT Scanners (EBCT).  

Dr. Boyd’s team also pioneered in a number of related imaging 
developments, including the research leading to the first successful 
explosive detection scanners for airports, for which he was awarded the 
prestigious Safe Skies award in 1992. Prior to TSS, Dr. Boyd served as a 
founding director of InVision Technologies, Inc, a company that since 1990 
pioneered in the development of modern CT explosive detection systems 
that are installed at most major airports in the world today.  In 2006, 
realizing that EDS technology had not yet reached its full potential, Dr. Boyd 
established TeleSecurity Sciences with the objective to automate the threat 
resolution process. 

David Brady 
Duke University 

David Brady is the Michael Fitzpatrick Professor of Photonics at Duke 
University and principal investigator for the Duke Imaging and Spectroscopy 
Program. Brady has developed numerous computational and compressive 
imaging systems, including coded aperture snapshot spectral imagers, 
reference structure tomography, compressive holography and multiscale 
optical systems. Brady is a fellow of IEEE, SPIE and OSA. 

Donald Brown 
University of Virginia 

Donald Brown is William Stansfield Calcott Professor of Engineering and 
Applied Science and Director of the Applied Predictive Technology 
Laboratory at the University of Virginia. He is a fellow of IEEE and recipient 
of the IEEE Joseph Wohl Career Achievement Award for his work in systems 
engineering and data fusion. He is also the recipient of the IEEE Norbert 
Wiener Award for Outstanding Research in the areas of systems engineering, 
data fusion, and information analysis. He received the IEEE Intelligence and 
Security Informatics Award for outstanding research achievements 
information for security, law enforcement, and intelligence. The Governor of 
Virginia presented him with the Governor’s Technology Award for his 
achievements in providing the technology to enable rapid crime analysis by 
local law enforcement agencies. Dr. Brown is the inventor of the Staff Toolkit 
for Rapid Incident Prediction (STRIPE). This system has been deployed in 
both Iraq and Afghanistan to aid the U.S. and coalition partners in predicting 
and understanding the patterns of insurgent attacks. The system is now a 
key element of the Distributed Common Ground Station – Army (DCGS-A).   
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Emel Bulat 
Northeastern University 

Emel Bulat is the Corporate and Government Partnership Liaison for ALERT, 
the DHS COE for Explosives Detection, Mitigation and Response, at 
Northeastern University, as well as the Center for Subsurface Sensing and 
Imaging Systems (CenSSIS, a National Science Foundation Engineering 
Research Center), and the Puerto Rico Testsite for Exploring Contamination 
Threats (PROTECT, a National Institute of Environmental Health Sciences 
P42 Program).  Ms. Bulat previously worked in the defense, 
telecommunications and semiconductor industries where she received 
numerous awards including the IR100 Award.  She has served on several 
NSF and DARPA panels and was an invited guest lecturer for the United 
Nations. She holds a BS and MS in Chemistry as well as an MBA, has 10 US 
patents, and has co-authored 15 technical and 2 business peer-reviewed 
journal papers. 

John Bush 
Battelle 

John Bush is a Senior Research Engineer at Battelle.  He is the senior systems 
engineer – and technical leader for Battelle’s Manhattan II Algorithm 
Standards initiative.  This work has directly contributed to the present 
NEMA DICOS standards work.  Current DHS S&T Tasking is to develop DICOS 
Testing Tools to evaluate the recently published DICOS Standard and assess 
OEM systems for DICOS compliancy.  The initial tools, associated usage 
methodology and technical manuals were completed 31 January 2011.  
Currently, two modalities with applications and one work-station 
application are presently incorporated within the DICOS Data Standard.  
These are X-ray CT for Checked Baggage (encompassing scanning, 
autonomous image analysis, and partial OSARP analysis), DX for Carry-on 
Bags (encompassing scanning, Phantom Threat Insertion or TIP, and TSO 
analysis), and Work Station Threat Detection Reporting.  John has supported 
a large number of DHS / TSA / TSL related projects since returning to 
Battelle in 2004.  The project work has centered on air cargo, checked 
baggage, check point and aircraft hardening.  Numerous economic 
assessments were completed.  He was the technical lead on a project titled, 
Containerized Research Platform – that directly contributed to the present 
MH2 work.  He has earned BS Aerospace Engineering, MS Mechanical 
Engineering, and MS Operations Management degrees; and is a registered 
professional engineering within the State of Ohio. 
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Alejandro Bussandri 
Morpho Detection 

Alejandro was born and raised in Cordoba, Argentina. He received his Ph.D. 
in physics at FaMAF, the mathematics, physics and astronomy division of the 
Universidad Nacional de Cordoba. His doctoral studies focused on the use of 
Nuclear Quadrupole Resonance (NQR) to probe structural and dynamical 
disorder in molecular alloys. After graduating in 1999, he joined the group of 
Prof. Hans van Willigen at UMASS Boston to work on NMR/EPR 
methodology in photo stimulated electron transfer process. Alejandro joined 
Quantum Magnetics in 2002 as a Research Scientist working on the 
development of novel magnetic resonance (MR) applications. He has worked 
on a number of projects designed to demonstrate the applicability of MR 
techniques to process control, nondestructive evaluation (NDE), and 
security applications. He led the NQR sensor characterization in the Navy-
funded Advanced Mine Detector (AMD) and ShoeScanner. Alejandro is 
currently the PI for the development of a handheld NQR wand for detection 
and identification of plastic explosives and metal threats concealed on a 
person’s body & under clothing. 

Larry Carin 
Duke University 

Gunnar Carlsson 
Ayasdi, Inc. 

David Castañón 
Boston University  

Prof. David Castañón received his B.S. degree in Electrical Engineering from 
Tulane University in 1971, and his Ph.D. degree in Applied Mathematics 
from the Massachusetts Institute of Technology in 1976.   From 1976 to 
1981, he was a research associate with the Laboratory for Information and 
Decision Systems at the Massachusetts Institute of Technology in 
Cambridge, MA. From 1982-1990, he was Chief Scientist at Alphatech, Inc. in 
Burlington, MA.  He joined the  Department of Electrical and Computer 
Engineering at Boston University, Boston, MA in 1990, where is currently 
professor and served as department Chair in 2007.  Prof. Castañón is 
Associate Director of the National Science Foundation Center for Subsurface 
Sensing and Imaging, co-Director of Boston University's Center for 
Information and Systems Engineering and a member of the Air Force's 
Scientific Advisory Board.  He is also a member of the IEEE Control System 
Society's Board of Governors, and has served as President of the IEEE 
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Control Systems in 2008.  His research interests include stochastic control, 
optimization, detection and inverse problems with applications to defense, 
medical diagnosis and homeland security. 

Guang-Hong Chen 
University of Wisconsin – Madison 

Charles Choi 
General Dynamics AIS 

Dr. Charles Choi is a Lead Systems Engineer at General Dynamics Advanced 
Information Systems (GDAIS).  He has served as a lead engineer on several 
programs developing advanced sensor systems from defense to homeland 
security to medical imaging, ranging from R&D to prototype development to 
fielded operational systems.  Dr. Choi's specific expertise is in system 
engineering and signal and image processing for multiple sensor systems.  
He has led several projects for the U.S. Navy, Defense Threat Reduction 
Agency and serves as the GDAIS representative on the NEMA Digital Imaging 
and Communications in Security (DICOS) standards committee.  Dr. Choi is 
also supporting multiple business development initiatives and projects 
including undersea technologies and homeland security.  He has a BSE from 
Duke University and MS, MSE and PhD from the University of Michigan. 

Carl Crawford 
Csuptwo, LLC 

Dr. Carl Crawford is president of Csuptwo, LLC, a technology development 
and consulting company in the fields of medical imaging and Homeland 
Security. He has been a technical innovator in the fields of medical and 
industrial imaging for more than 25 years.  Dr. Crawford was the Technical 
Vice President of Corporate Imaging Systems at Analogic Corporation, 
Peabody, Massachusetts, where he led the application of signal and image 
processing techniques for medical and security scanners.  He developed the 
reconstruction and explosive detection algorithms for the Examiner 6000, a 
computerized tomographic (CT) scanner deployed in airports worldwide.  
He was also employed at General Electric Medical Systems, Milwaukee, 
Wisconsin, where he invented the enabling technology for helical (spiral) 
scanning for medical CT scanners, and at Elscint, where he developed 
technology for cardiac CT scanners. He also has developed technology for 
magnetic resonance imaging (MRI), single photon emission tomography 
(SPECT), positron emission tomography (PET), ultrasound imaging (U/S), 
and dual energy imaging and automated threat detection algorithms based 
on computer aided detection (CAD). Dr. Crawford has a doctorate in 
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electrical engineering from Purdue University, is a Fellow of the Institute of 
Electrical and Electronics Engineers (IEEE) and an associate editor of IEEE 
Transactions on Medical Imaging. 

Christopher Crowley 
Morpho Detection 

Dr. Christopher W. Crowley is currently a Principal Scientist with Morpho 
Detection Inc., at the Magnetics Center of Excellence in San Diego, CA.  Dr. 
Crowley obtained a Ph.D. in Electrical Engineering in 1988 from McGill 
University.  He has over 20 years of experience in the fields of nuclear 
magnetic resonance, nuclear quadrupole resonance and advanced magnetic 
sensing.  He has worked in the fields of both medical imaging systems and 
security systems.  Dr. Crowley’s current research interests include the 
development of advanced security technologies for screening personnel.   

Synho Do 
Massachusetts General Hospital 

Ruth Doherty 
Department of Homeland Security 

Bryan Donaldson 
Intelliscience 

Alicia Elsetinow 
TSA 

Xin Feng 
Marquette University 

Dr. Xin Feng is an Associate Professor in the Department of Electrical and 
Computer Engineering at Marquette University in Milwaukee, Wisconsin.  He 
obtained his D.Sc. Degree in Systems Science and Mathematics from 
Washington University - St. Louis.  Dr. Feng has more than twenty years of 
research experience in the areas of Pattern Recognition, Machine Learning, 
Data Mining, Algorithms Development, and Optimization.  He has directed 
20+ Ph.D. students and 50+ M.S. students, and has published 100+ referred 
articles and obtained more than one million dollars in research funding from 
NSF, NASA and other federal agencies. He also has collaborated extensively 
in the industrial setting with several industrial patents in the areas of 
intelligent control and automation, engine temperature control, signal and 
image processing.  Dr. Feng is a senior member of IEEE, past Chairman of 
IEEE Computer Society-Milwaukee Chapter, and has organized several IEEE 
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conferences and symposiums in data mining, machine learning, intelligent 
control systems, and artificial neural networks. 

Eric Galler 
Global Security 

Tom Gamble 
Surescan 

Dr. Gamble received his B.S. from the University of Michigan, Ann Arbor, in 
1968 and his Ph.D. from the University of California, Berkeley, in 1978, both 
in Physics.  Dr. Gamble is the primary inventor of the x1000 technology. He 
spent over 20 years at ENSCO corporation before joining SureScan in 2007, 
where he is currently Chief Scientist.  Dr. Gamble has 35 years experience in 
physics research, signal processing, system design, and algorithm 
development in a wide range of applications.  These include 
superconducting magnetometer design, exploration geophysics, 
communication and radar Elint, physiologic and hemokinetic monitoring, 
site security, acoustic and seismic target identification, non-parametric 
pattern recognition, X-ray tomography and machine vision. He holds several 
patents and has numerous publications, including one selected as the best in 
Geophysics in 1980. 

Yakup Genc 
Siemens Corporate Research 

Yakup Genc is a Senior Program Manager with the Imaging and Visualization 
Department at Siemens Corporate Research in Princeton, USA. His 
responsibilities include developing technology and research strategy in the 
areas of 3D vision and augmented reality, acquiring and executing projects 
and supervising staff. He currently leads a team of five research scientists 
and engineers in the areas of model-based computer vision, augmented 
reality, object detection and tracking, object recognition, and computer 
graphics and visualization with a particular interest in transferring the 
theoretical advancements into industrial and security applications. Dr. Genc 
received his PhD in Computer Science from the University of Illinois at 
Urbana-Champaign. Right after graduation, he joined Siemens Corporate 
Research as a research scientist in September 1999. Besides developing real-
world computer vision systems for industrial applications, he has been 
actively involved in academic research and participated in the program 
committees of various conferences and workshops (e.g., CVPR, ECCV, ICCV, 
ISMAR, etc.), reviewing papers for journals (e.g., IEEE PAMI, IJCV, etc.) and 
by publishing in conferences, workshops and journals. Dr. Genc has more 
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than 25 peer-reviewed papers in computer vision and related fields. He also 
has 7 US and international patents awarded. Dr. Genc is a member of IEEE 
Computer Society.  

Steve Godbout 
Optosecurity 

Mr. Godbout is the Director of Technology Engineering at Optosecurity. He is 
responsible for Optosecurity’s algorithm development and scientific 
research team. Following Optosecurity’s CTO lead, his role is also to lay out 
the architectural road map to Optosecurity’s scientific innovations.After 
completing his Ph. D in Astrophysics, Mr. Godbout was awarded a 
government grant for Industrial Post-Doctoral research. With this grant in 
hand, he joined the ranks of the world’s leader in white light 3D digitizing 
hardware, InSpeck. Inc. As a scientific developer for InSpeck, he acquired 
enviable experience in 3D acquisition, modeling and editing. This experience 
carried over to a short period as a game developer at Ubisoft in Québec City 

Mr. Godbout joined the ranks of Optosecurity’s software team in January 
2007 as a scientific developer and soon moved to the Liquids Detection R&D 
team where his experience in physics played a pivotal role over the different 
incarnations of Optosecurity’s liquid detection software. Mr. Godbout’s work 
and passion for scientific challenges helped him quickly climb the ranks at 
Optoscecurity as he was promoted in 2009 to Senior Technology Architect 
and then to head the entire team as Director of Technology Engineering.  

Jens Gregor 
University of Tennessee 

Dr. Jens Gregor received a PhD in Electrical Engineering from Aalborg 
University, Denmark in 1991. He then joined the Department of Computer 
Science at the University of Tennessee, Knoxville. Following a recent merger, 
he currently holds the rank of Professor in the Department of Electrical 
Engineering and Computer Science. His research spans the fields of pattern 
recognition, image reconstruction and large scale computing. This work has 
been published in a combined total of more than 65 book-chapters, journal 
articles and conference papers. He has developed and implemented 
statistical and algebraic imaging algorithms for medical and preclinical 
applications as well as waste management and non-destructive testing 
applications. Over the years, he has served as a consultant to local industry 
and Oak Ridge National Laboratory. 
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Geoffrey Harding 
Morpho Detection 

Bernard Harris 
Raytheon 

Mr. Harris has over forty years of experience in radiation physics related 
activities. He has been with Raytheon for over fourteen years and is 
currently engaged in programs that evaluate the potential capabilities of 
various candidate spectroscopic methods for cargo container inspection 
based on gamma ray, x-ray and neutron interactions with container 
enclosed contraband.  This includes seeking concealed explosives, narcotics 
and nuclear materials.   Prior to joining Raytheon he was employed as a 
research physicist at the Harvard –Smithsonian Center for Astrophysics, 
Charles Stark Draper Laboratories, Cabot Corporation, and American Science 
and Engineering Inc. His areas of expertise include radiation transport 
modeling and devising unique nuclear instrumentation for non-destructive 
quantitative spectroscopic analysis. 

Dan Harrison 
General Electric Global Research Center 

Martin Hartick 
Smiths Heimann 

Martin Hartick studied Physics at Technical University Darmstadt (core 
area: Nuclear Solid State Physics). After having completed his PhD thesis in 
1993 he joined Heimann Systems GmbH in 1994 and was responsible for the 
development of an automated luggage scanner for the detection of 
explosives in check in luggage using diffraction technology. In 2001 he took 
over the position of managing the group of Physics Technologies within the 
R&D department at Heimann Systems GmbH. He is responsible for the 
evaluation of new technologies which might be useful for the detection of 
threats.  He has been the project leader for different R&D projects for the 
detection of threats in luggage and body scanners using X-ray and mm-wave 
technology. In 2002 Heimann Systems was bought by Smiths Detection and 
became Smiths Heimann.  

Timothy Harvey 
Department of Homeland Security (Support Contractor) 

Tim is a Booz Allen Hamilton consultant providing support for the 
Explosives Division (EXD) of the DHS Science and Technology Directorate.  
He provides emerging technology strategy planning along with 
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programmatic and systems engineering support across EXD programs.  Prior 
to Booz Allen, Mr. Harvey was the principal co-founder of two high-
technology startup companies; one DARPA funded and one venture capital 
funded.  In previous work at Raytheon/E-Systems, Mr. Harvey was 
responsible for reconnaissance, intercept system development that 
employed sophisticated, multi-aperture signal processing for signal 
intercept in a cluttered environment.  Tim has developed over 15 products 
with expertise ranging from R-F/analog subsystems, software radios, digital 
signal processing, holographic data storage, protein genetic engineering, 
enterprise data storage and LAN/WAN network systems.  Tim received his 
B.S. & M.S. EE from Virginia Tech. 

Bert Hesselink 
Stanford University 

Eric Houser 
Department of Homeland Security 

Dr. Eric Houser is the Acting Director of the Explosives Division of the 
Department of Homeland Security, Science and Technology Directorate.  He 
holds a Ph.D. in Inorganic Chemistry from the University of Illinois.  He 
joined the DHS, Transportation Security Laboratory in 2005 and transferred 
to DHS, S&T, Explosives Division in 2008.   Previous to joining DHS he was a 
research staff member at the Naval Research Laboratory in the field of 
advanced materials and chemical sensors.  His research interests include the 
development of trace and bulk detection systems, advanced imaging 
technology, novel sensing approaches and materials science. 

Alex Hudson 
Rapiscan Systems 

Currently VP of Global Engineering for Rapiscan Systems Inc. Previously 
Technical Project Manager on the RTT project for Rapiscan Laboratories Inc. 
Prior to Rapiscan, Dr. Hudson worked as an R&D Manager in Advanced 
Development at Varian Inc. Before this he worked as the Supervisor of the 
Advanced Systems Design Group with Quantum Magnetics (a subsidiary of 
InVision Technologies, now a part of GE Security).  Dr. Hudson has nine 
years of high tech product development experience, with 5 in the field of 
aviation security, developing technologies and sensors for various 
applications based on quadrupole resonance (QR), magnetic resonance 
(MR), computed tomography (CT) and data fusion.  At Varian, Inc. his role 
was to lead a research group, developing cutting-edge cryogenic RF antenna 
products and to manage a portfolio of R&D projects created to deliver 
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competitive new magnetic resonance spectroscopy systems.  While at 
Quantum Magnetics, Dr. Hudson was Principle Investigator of a multi-
million dollar Quadrupole Resonance (QR) explosive detection grant funded 
by the Transportation Security Laboratory. As part of this work, he 
developed a safe test material for QR explosive detection machines, in 
collaboration with LLNL, which is now commercially available from XM 
Products.  Dr. Hudson holds a BS in Physics from Bristol University, UK and a 
PhD from Nottingham University, UK in Magnetic Resonance Imaging. 

Ken Jarman 
Pacific Northwest National Laboratory 

Alexis Johnson 
Ayasdi, Inc. 

Tim Johnson 
Pacific Northwest National Laboratory 

W. Clem Karl 
Boston University  

William Clem Karl received the Ph.D. degree in Electrical Engineering and 
Computer Science in 1991 from the Massachusetts Institute of Technology, 
Cambridge, where he also received the S.M., E.E., and S.B. degrees.  He held 
the position of Staff Research Scientist with the Brown-Harvard-M.I.T. 
Center for Intelligent Control Systems and the M.I.T. Laboratory for 
Information and Decision Systems from 1992 to 1994. He joined the faculty 
of Boston University in 1995, where he is currently Professor of Electrical 
and Computer Engineering and Biomedical Engineering.  He has served as an 
Associate Editor of the IEEE Transactions on Image Processing as well as in 
various organizational capacities, including session organizer and chair for 
the Asilomar Conference on Signals, Systems and Computers special session 
on Inverse Problems in Imaging, session organizer and chair for the 
Conference in Information Sciences and Systems special session on Medical 
Imaging, and as part of the organizing committee for the First SIAM 
Conference on the Life Sciences. He is currently the general chair of the 2009 
IEEE International Symposium on Biomedical Imaging. He is a member of 
the IEEE Image, Video, and Multidimensional Signal Processing and 
Biomedical Image and Signal Processing Technical Committees, or which he 
is the vice-chair. Dr. Karl's research interests are in the areas statistical 
signal and image processing, estimation, detection, and medical signal and 
image processing. 
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Kevin Kelly 
Rice University 

Don Kim 
TSA 

Ronald Krauss 
Department of Homeland Security 

Dr. Krauss has been working at the W.J. Hughes Technical Center in Atlantic 
City, NJ for 19 years as a staff scientist in the Transportation Security 
Laboratory (TSL), in the area of physics-based methods for explosives and 
weapons detection. He is currently a Technology Lead for Bulk 
Explosives/Weapons Detection Research and Development.  The laboratory 
was first created under the Federal Aviation Administration, then 
transitioned to the Transportation Security Administration, and now reports 
to the DHS Science and Technology Directorate. In addition to contributing 
subject matter expertise to various R&D projects and product testing, Dr. 
Krauss manages the bulk detection and simulant laboratories at the TSL.  
Originally from Long Island, NY, Dr. Krauss received a B.S. in Physics from 
Rensselaer Polytechnic Institute in 1983, and a Ph.D. in Experimental 
Nuclear Physics from Texas A&M University in 1991. His doctoral research 
was performed at the Alternating Gradient Synchrotron at Brookhaven 
National Laboratory from 1987-1991. Working with the Medium Energy 
Physics group on K+ meson total cross section measurements in order to 
probe the effects of the nuclear environment on nucleon structure, Dr. 
Krauss concentrated on data collection and analysis.  

Justin Lee 
Massachusetts Institute of Technology 

David Lieblich 
Analogic Corporation 

Mike Litchfield 
Reveal Imaging Technology 

Mike Litchfield is Chief Scientist at Reveal Imaging Technologies.  He is 
responsible for guiding the development and implementation of novel X-ray 
CT imaging instruments that have enabled successful applications of 
advanced, TSL Certified, Automated Explosive Detection algorithms running 
on relatively low cost, low maintenance, reduced size Explosive Detection 
Systems deployed extensively throughout the USA and worldwide.  Mr. 
Litchfield received his BSEE / MSEE from Worcester Polytechnic Institute 
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and has 27 years of experience researching, developing and engineering 
scientific instruments for the Semiconductor Fabrication, Medical Imaging 
and Automated Explosives Detection Industries.  Instruments developed 
range from purely scientific endeavors such as the control and drive 
electronics for a Front End Oscillator of a 64 Beam Fusion Laser Device and a 
Terawatt Table-top Pulsed Laser X-ray Lithography System to more 
practical commercial applications such as a low cost, hand-held, medical 
Ultra-sound 3D Imaging system and precision analog and high speed digital 
Automated Test Equipment. 

David Martinez 
Clickview 

Dr. Martinez is the CEO and Founder of CLICKVIEW Corporation, a pioneer 
in the commercial development of Structured Reporting products for 
Clinical Radiology.  Using industry standard HL7 and DICOM interface 
protocols, CLICKVIEW Structured Reports capture and integrate biometric 
data from imaging modalities, RIS, HIS, and  PACs systems to automate and 
streamline the production of Radiologist’s interpretive reports. The imaging 
data, patient demographics and Radiologist’s interpretations are structured 
in a template system to produce clinical reports which include pre-
formatted text, and may include tables, computations, charts, drawings and 
images.  

 

Harry Martz, Jr. 
Lawrence Livermore National Laboratory 

Dr. Harry E. Martz, Jr. is the Director for the Center for Nondestructive 
Characterization (CNDC) and lead of the Measurement Technologies focus 
area in the Science and Technology Department at the Lawrence Livermore 
National Laboratory (LLNL). He is responsible for leading the research and 
development efforts of different nondestructive measurement science and 
technology methods including but not limited to X- and gamma-ray digital 
radiography and computed tomography (CT), visual and infrared imaging, 
ultrasonics, micropower impulse radar imaging, and signal and image 
processing. This research and development includes the design and 
construction of instruments, and preprocessing, image reconstruction, 
analysis and visualization algorithms. Harry received a B.S. degree in 
chemistry from Siena College, Loudonville, NY, in 1979. In 1983, he received 
a masters degree and in 1986 a Ph.D. degree both in nuclear/inorganic 
chemistry and physics from Florida State University, Tallahassee, FL. After 

Algorithm Development 
for Security Applications May 2011 Workshop

50



receiving his Ph.D. in 1986, he became a full-time employee at LLNL. From 
1986 to 1988 he was engaged in X-ray and proton radiography and CT 
techniques for material characterization, and gamma-ray gauge studies for 
Treaty Verification applications. From 1988 to 1990 he was the computed 
tomography project leader and in 1991 he became the CT project manager 
in the NDE Section. In 1994 Harry became the NDE Thrust Area/Research 
Leader and became the Director of the Center for Nondestructive 
Characterization in 1999. In 2006 he became the lead of the Measurement 
Technologies focus area. Dr. Martz received a 2000 R&D 100 award in the 
area of Waste Inspection Tomography using Nondestructive Assay. He 
received the LLNL 1998 Director’s Performance Award for Active and 
Passive Computed Tomography. He was given the Federal Laboratory 
Consortium for Technology Transfer 1990 Award of Merit. Dr. Martz is a 
member of Alpha Chi Sigma and Sigma Pi Sigma—the National Physics 
Honor Society. 

Angela Matos 
Department of Homeland Security 

Eric Miller 
Tufts University 

Eric L. Miller received the S.B. in 1990, the S.M. in 1992, and the Ph.D. degree 
in 1994 all in Electrical Engineering and Computer Science at the 
Massachusetts Institute of Technology, Cambridge, MA. He is currently a 
professor in the Department of Electrical and Computer Engineering at Tufts 
University and hold an adjunct position as Professor of Computer Science at 
Tufts.  Dr. Miller's research interests include physics-based tomographic 
image formation and object characterization, inverse problems in general 
and inverse scattering in particular, regularization, statistical signal and 
imaging processing, and computational physical modeling.  This work has 
been carried out in the context of applications including medical imaging, 
nondestructive evaluation, environmental monitoring and remediation, 
landmine and unexploded ordnance remediation, and automatic target 
detection and classification.  Dr. Miller is a member of Tau Beta Pi, Phi Beta 
Kappa and Eta Kappa Nu. He received the CAREER Award from the National 
Science Foundation in 1996 and the Outstanding Research Award from the 
College of Engineering at Northeastern University in 2002.  He is currently 
serving as an Associate editor for the IEEE Transactions on Geoscience and 
Remote Sensing and was in the same position at the IEEE Transactions on 
Image Processing from 1998-2002.  Dr. Miller was the co-general chair of the 
2008 IEEE International Geoscience and Remote Sensing Symposium held in 
Boston, MA. 
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Rick Moore 
Massachusetts General Hospital 

Rick Moore, joined Massachusetts General Hospital (MGH) in 1974, initially 
working on radiopharmaceutical development, including the positron 
imaging of 18-F-FDG. In 1982 he embarked on developing radiology 
workstations for the hospital.  Starting in 1984, he created patient-outcome 
tracking systems to measure clinical performance and then took on the 
leadership of the Breast Imaging Research laboratory at MGH with Dr. 
Daniel Kopans. Over the period of 21 years, they built a robust research 
program, co-developing many imaging and non-imaging diagnostic and 
screening systems including Digital Breast Tomosynthesis (3D 
mammography), clinical Patient Reporting Systems, the Ambulatory Cardiac 
Function monitor, the Ambulatory Renal Monitor, ultra-performing, GPU-
based MLEM parallel reconstructors and the design and clinical evaluation 
cycles for other instruments.  Rick collaborates on design, development and 
analysis of devices and methods that employ biomarkers and morphology to 
detect, characterize and predict disease. He consults on data acquisition, 
database management, transmission presentation and interpretation of 
medical content. This includes managing collaboration sites, project 
coordination, technologist and physician training and supervision. Rick has 
co-authored more than 42 peer-reviewed papers, co-holds 8 patents, and 
lives with parrots. 

Meindert Neimeijer 
University of Iowa 

Meindert Niemeijer, PhD. currently works as a research scientist at the 
University of Iowa where he is responsible for parts of the University of 
Iowa image analysis of the eye research program. He obtained his PhD 
degree in 2006 from Utrecht University in the Netherlands. He has been 
actively involved in the retinal image analysis field for the last 9 years. His 
main research interests are in retinal imaging and image analysis, applied 
pattern recognition, information fusion and the application of imaging 
combined with datamining on large image databases. He has developed an 
automated screening system for diabetic retinopathy and tested this system 
on more than 35,000 patient exams. He recently accepted a position at IDx 
LLC, a start-up company developing a commercial version of an automated 
screening system for eye diseases.  

Robert Nishikawa 
University of Chicago 

Algorithm Development 
for Security Applications May 2011 Workshop

52



Robert M. Nishikawa received his B.Sc. in physics in 1981 and his M.Sc. and 
Ph.D. in Medical Biophysics in 1984 and 1990, respectively, all from the 
University of Toronto. He is currently an Associate Professor in the 
Department of Radiology and the Committee on Medical Physics at the 
University of Chicago. He is director of the Carl J. Vyborny Translational 
Laboratory for Breast Imaging Research. He is also a fellow of the American 
Association of Physicists in Medicine (AAPM). Robert M. Nishikawa’s 
principal areas of research have three intertwining themes. The first is the 
development of computer-aided diagnosis (CAD) techniques for x-ray 
imaging of the breast, in particular for digital breast tomosynthesis, full-field 
digital mammography (FFDM), and breast CT. The second is the image 
quality assessment and evaluation of imaging technologies, specifically, the 
clinical effectiveness of CAD. The evaluations include Monte Carlo modeling 
of using computer-aided detection in screening mammography, observer 
studies to understand how effectively radiologists can use computers as aids 
when interpreting mammograms, and clinical studies to directly measure 
the effectiveness of CAD. The third is the investigation of the performance of 
new breast x-ray imaging systems. These studies include the evaluation of 
new clinical systems, such as phase contrast mammography, advanced 
computed radiography detectors, and the optimization of digital breast 
tomosynthesis. 

Se Baek Oh 
Massachusetts Institute of Technology 

Se Baek Oh received the B.S. and M.S. degrees in mechanical engineering 
from the Korea Advanced Institute of Science and Technology (KAIST) 
Daejeon, Korea, in 1999 and 2001, respectively, and the Ph. D. degree in 
mechanical engineering from the Massachusetts Institute of Technology 
(MIT), Cambridge, MA, in 2009.  He is currently Postdoctoral Associate of 
Mechanical Engineering at MIT and working on optical information 
processing and diffractive optics engineering for multidimensional imaging 
and light synthesis.  Current research interests include shift variant optics, 
partially coherent imaging, phase retrieval with partially coherent light, 
multiplexed microscopy via volume holograms, Wigner analysis and phase 
space optics, depth variant PSF design, and wave-effect rendering for 
computer graphics. 

Boris Oreper 
L-3 Communications 

Jody O’Sullivan 
Washington University 
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Xiaochuan Pan 
University of Chicago 

Dr. Xiaochuan Pan is a Professor with tenure in the Department of 
Radiology, Department of Radiation and Cellular Oncology, the College, the 
Committee on Medical Physics, and the Cancer Research Center at The 
University of Chicago. His research interest centers on imaging science and 
its biomedical applications. Dr. Pan has authored and co-authored more than 
300 journal and proceeding papers and is a Fellow of AIMBE, IEEE, OSA, and 
SPIE. He has served, and is serving, as a charter member of study sections 
and/or grant reviewer for NIH, NSF, National Science Foundation of China, 
Natural Sciences and Engineering Research Council of Canada, and other 
funding agencies and foundations. He is an Associate Editor for a number of 
journals in the field, including IEEE Transaction on Medical Imaging, IEEE 
Transactions on Biomedical Engineering, Medical Physics, and Journal of 
Cardiovascular CT. Dr. Pan has served, and is serving, as a conference-
program chair, theme chair, session chair, and technical or scientific 
committee member for international conferences, including conferences of 
IEEE Biomedical Engineering, IEEE Medical Imaging, Radiological Society of 
North America (RSNA), and American Association of Physicists in Medicine 
(AAPM). 

Laura Parker 
Department of Homeland Security 

Laura Parker is in the Explosives Division of the Science and Technology 
Directorate at the Department of Homeland Security (DHS).  She works on 
the Basic Research Program within the Explosives Division to identify 
critical and enabling science and technology (S&T) to improve S&T customer 
capabilities to prevent, detect, respond, and mitigate explosives threats.  She 
is also working with the DHS-sponsored university-based Center of 
Excellence that addresses explosive threats through fundamental research 
that is co-lead by Northeastern University and University of Rhode 
Island.Prior to her present position at DHS, Dr. Parker worked as a 
contractor providing technical and programmatic support of chemical and 
biological defense and explosives programs for various Department of 
Defense (DoD) offices.  Dr. Parker has also worked in several DoD 
laboratories in the field of energetic materials.  She obtained her Ph.D. from 
the Pennsylvania State University in chemistry. 

Ritesh Patel 
SPAWAR/Navy 
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Garth Patterson 
FLIR 

Doug Pearl 
Insight Consulting 

Doug Pearl has extensive experience in the biomedical industry and in the 
commercial applications of medical diagnostics.  He has written on the 
problem of False Positives in the screening of low risk (low prevalence) 
populations.  He has provided strategy and marketing advice to a variety of 
biomedical clients, including Fortune 500, public biotechnology and 
development stage start-up companies.  He has extensive experience 
working with clinicians, scientists and customers to determine key drivers 
of success in the marketplace, and parallel experience working with senior 
management, marketing, and R&D to transform this information into 
relevant actions.  Prior to launching Insight Consulting, Doug Pearl was Vice 
President, Business Development for Matritech, Inc., a public biotechnology 
company in Cambridge, MA.  Prior to Matritech, he was a consultant at Bain 
& Company in Boston.  Mr. Pearl has a Masters in Management from the Yale 
School of Management and an undergraduate degree, summa cum laude,  
from Princeton.  He has also worked as a Research Associate at the Harvard 
School of Public Health. 

Luc Perron 
Optosecurity 

Mr. Perron is the Vice-President of Product Management at Optosecurity He 
is a directly responsible for Optosecurity’s product roadmap and leads 
several of the Company’s new technology deployments and field trials. He is 
also responsible for Quality Assurance and Field Support. Mr. Perron started 
his career as an Aerospace Engineer in the Canadian Armed Forces and 
retired with the rank of Major after 20 years of service. During his military 
career, he occupied several management positions related to the field of 
software engineering or imaging, including the direction of a Digital Image 
Processing laboratory for the Military Intelligence in Ottawa and the 
direction of the Canadian Forces Imaging Test and Evaluation Laboratory 
also in Ottawa. In his last military assignment, he was responsible for all 
software development on board the CP-140 Aurora Maritime Patrol and 
anti-submarine aircraft. He later became an associate director for DMR 
Consulting, a Division of Fujitsu, where he lead several high profile IT 
projects in content management such as the backlog conversion operation 
for the Quebec Land Titles project. He was often called upon to contribute as 
an imaging expert in projects outside of Canada for other Fujitsu consulting 
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offices around the world. He was awarded the title of Master of Information 
Technology by the Association for Information and Image Management 
(AIIM) in 1999. 

David Perticone 
L-3 Communications 

Dr. David  Perticone holds the position of  Engineering Fellow at L-3 
Communications Security and Detection systems in Woburn, MA. He is an 
internationally recognized expert in the field of contraband detection, and in 
seventeen years of experience has developed automated detection 
algorithms or detection systems for five different classes of materials. His 
work on dual-energy x-ray systems set the industry performance standard 
for the platform, and led to some of the world’s most widely deployed 
screening solutions. Since 2004 he has been Principal Investigator or Chief 
Scientist on three state-of-the-art, first of kind, detection systems utilizing 
MeV scale neutrons and photons. Two of these systems were jointly 
developed with the Massachusetts Institute of Technology, where he has 
been a research affiliate since 2005.  His initial career was in elementary 
particle physics, where he worked for Stanford University (SLAC), Cornell 
University, and the University of Minnesota. These efforts led to over 140 
published articles. Despite spending significant efforts on algorithm 
development, machine learning, and computer modeling, he thinks of 
himself as an applied physicist. His degrees are all in physics, with a B.S. 
from Rensselaer Polytechnic Institute and an M.S and Ph.D. from Cornell 
University. 

Jon Petruccelli 
Massachusetts Institute of Technology 

Homer Pien 
Massachusetts General Hospital 

Homer Pien, Ph. D., is Director of the Laboratory for Medical Imaging and 
Computations in the Department of Radiology, Massachusetts General 
Hospital, and Assistant Professor, Harvard Medical School. 

Herschel Rabitz 
Princeton University 

Visvanathan Ramesh 
Siemens Corporate Research 
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Dr. Visvanathan Ramesh heads the Real-time Vision and Modeling 
Department at Siemens Corporate Research Inc. in Princeton, NJ, where he is 
responsible for directing research & development in industrial vision, 
wireless and signal processing and multimedia systems with applications in 
security, safety and automation. In this capacity, he supervises a global and 
international team with an average of 35 people located in Princeton, 
Munich and Bangalore. His team has developed and deployed high-
performance real-world products and solutions for video surveillance, vision 
based driver assistance systems, and 3D vision systems for automation and 
control.  He has numerous publications spanning over 17 years which have 
focused on statistical modeling for computer vision with emphasis on 
systematic engineering and performance characterization of vision systems. 
His other research interests include artificial intelligence, biomedical 
engineering, and intelligent systems. Dr. Ramesh has served on numerous 
conference and workshop organization committees. Dr. Ramesh, who 
earned his Ph.D. in Electrical Engineering from the University of Washington 
where he defended his dissertation on "Performance Characterization of 
Image Understanding Algorithms" in December 1994. He also was a co-
author of an award winning paper on real-time tracking at the IEEE 
Computer Vision and Pattern Recognition Conference, 2000. 

Carey Rappaport 
Northeastern University 

Carey is Deputy Director for Awareness and Localization of Explosives 
Related Threats (ALERT).  He is also Associate Director of the Bernard M. 
Gordon Center for Subsurface Sensing and Imaging Systems. He has been a 
professor at Northeastern University since 1987. He received dual SBs, SM, 
and Eng from MIT in 1982 and the Ph.D. from MIT in 1987.   Professor 
Rappaport was the Principal Investigator of a $5M ARO-sponsored 
Multidisciplinary University Research Initiative in humanitarian demining, 
the lead researcher supporting Alion Science and Technology, Inc’s. $130M 
Omnibus Task Order with US Army Night Vision and the Electronic Sensors 
Directorate, as well as the Principal Investigator for a $4.9M Dept. of 
Homeland Security Advanced Spectrographic Radiation Portal Monitor for 
special radioactive materials. 

Erick Rekstad 
Department of Homeland Security 

Erick Rekstad received his Bachelors Degree in Computer Engineering from 
Virginia Polytechnic Institute (Virginia Tech).  He was an Examiner for the 
United State Patent and Trademark Office for over 5 years in the area of 
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video based security and video compression algorithms.  This included 
algorithms in the field of behavior recognition, object tracking and improved 
video compression algorithms.  Currently, he is the lead Engineer on the 
Advanced Imaging Technology (AIT) and Advanced Technology (AT) 
programs for TSA’s Office of Security Technology (OST).  This includes the 
development of performance requirements and interpretation of those 
requirements in order to support the qualification and potential deployment 
of equipment.  He also develops engineering documents to support the 
acquisition process (Concept of Operations, Operational Requirement 
Documents, and Procurement Specifications). 

John Reynolds 
Lawrence Livermore National Laboratory 

Martin Richard 
Consultant 

Mr. Martin Richard is a mathematical-physicist from University of Montreal 
Canada and Ecole Polytechnique of Montreal. Mr. Richard has instructed in 
postgraduate curriculum as well as working in many R&D efforts across the 
world over the past 20 years.  Specialist of machine learning, computer 
simulation and imagery, he has been intensively involved in governments, 
military, private and public organizations. Mr.Richard is currently doing 
international consulting as a defense scientist and security expert. 

Markus Schiefele 
American Science and Engineering, Inc 

Dr. Schifele received his Masters (equivalent) in Physics, PhD in Physics and 
Bachelor (equivalent) in Mathematics from the University of Ulm, Germany.  
He moved to the US in 2005, and his area of expertise is algorithm 
development, especially image processing, and software engineering. 

Jon Schoonover 
Los Alamos National Laboratory 

Jean-Pierre Schott 
Lawrence Livermore National Laboratory 

Dr. Jean-Pierre Schott is the Senior R&D Technical Consultant and lead 
architect for medical devices, special effects and security industries at 
Lawrence Livermore National Laboratory.  Dr. Schott has over 20 years of 
experience in bombs and weapons detection, medical devices, computer 
vision, computer graphics, digital imaging and signal processing.  As Senior 

Algorithm Development 
for Security Applications May 2011 Workshop

58



Director of imaging technology at Analogic, Dr. Schott managed CT 
reconstruction, image quality, explosive and weapons detection algorithm 
and software groups.  He prepared and presented reconstruction, image 
quality and detection designs for the PDR and the CDR phases of three lines 
of security scanners (checked and checkpoint luggage.) Previously, Dr Schott 
was Director of Advanced Development at Medispectra, managing directors, 
managers, engineers, scientists and consultants of the algorithm, image 
processing, database and software groups. He also architected the overall 
classification and image processing algorithms and led the cross-functional 
team, including external counsel, which produced 9 patent applications 
covering the intellectual property of the key technology.  Dr. Schott has also 
served as Director of Engineering at Synapix, managing the entire 
engineering department, including 2D and 3D graphics groups, QA, 
documentation, UI and computational geometry.  

Anthony Serino 
Raytheon 

Robert Sheftel 
Department of Homeland Security 

Emil Sidky 
University of Chicago 

Dr. Emil Sidky received his undergraduate degrees in Physics, Mathematics 
and Astronomy-Physics from the University of Wisconsin - Madison in 1987. 
He then earned his Ph.D. in Physics at the University of Chicago in 1993. 
From Fall 1993 to Spring 2001, Dr. Sidky has taken post-doctoral positions 
at the University of Copenhagen, Denmark, University of Bielefeld, Germany, 
and Kansas State University, producing over 20 publications in the area of 
atomic physics.  Nine years ago, Dr. Sidky returned to the University of 
Chicago as a NIH post-doctoral fellow in the Department of Radiology and 
has published over 25 articles in the field of medical imaging. 

Peter Siegel 
California Institute of Technology 

Peter H. Siegel received his BA in Astronomy from Colgate University in 
1976, an MS in Physics and a PhD in Electrical Engineering from Columbia 
University, in 1978 and 1983 respectively. He served as an NRC Fellow at 
the Goddard Institute for Space Studies in NY and then as a staff member in 
the Electronics Development Lab at the National Radio Astronomy 
Observatory, Charlottesville, VA. He moved to the Jet Propulsion Laboratory, 
Pasadena, CA to work on submillimeter wave sensors for NASA space 
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astrophysics and Earth remote sensing applications in 1987. At JPL Dr. 
Siegel has been involved in four space flight missions and more than 75 
research and development programs. He founded and has led for more than 
20 years a large technical team of 20+ members, SWAT - Submillimeter 
Wave Advanced Technology, focused on NASA applications of terahertz 
technology. In 2001 Dr. Siegel joined the staff at the California Institute of 
Technology, where he holds appointments as Member of Professional staff 
in Biology and Faculty Associate in Electrical Engineering. At Caltech he has 
been expanding terahertz applications into biology and medicine. Dr. Siegel 
is an active member of the IEEE THz community and has served as vice-chair 
and chair of MTT-4, THz Technology, as an IEEE distinguished lecturer and 
continuing member of the speaker’s bureau, as organizer and chair of seven 
special THz sessions at sequential IMS meetings, as a long term member of 
the TPC and special guest editor for MTT and JIMT. He is also chair of the 
International Organizing Committee and founding chair of the International 
Society of Infrared, Millimeter, and Terahertz Waves (IRMMW-THz), the 
oldest and largest organization devoted to THz research and applications. 
Most recently he took on the task of founding Editor-in-Chief of a new IEEE 
Journal: Transactions on Terahertz Science and Technology, whose 
Inaugural Issue is slated for September 2011. Dr. Siegel’s interests cover all 
areas of THz technology, techniques and applications. 

Michael Silevitch 
Northeastern University 

Professor Michael B. Silevitch received the BSEE, MSEE, and PhD degrees 
from Northeastern in 1965, 1966, and 1971, respectively. He joined the 
faculty of Northeastern in 1972, and was appointed to the Robert D. Black 
Endowed Chair in Engineering at Northeastern in 2003. A College of 
Engineering distinguished professor with dual appointments in Electrical 
and Computer Engineering as well as Civil and Environmental Engineering, 
Silevitch is co-director of Awareness and Localization of Explosives-Related 
Threats (ALERT), a Department of Homeland Security Center of Excellence; 
director of the Bernard M. Gordon Center for Subsurface Sensing and 
Imaging Systems (Gordon-CenSSIS), a National Science Foundation 
Engineering Research Center; and research translation leader of the Puerto 
Rico Testsite to Explore Contamination Threats (PROTECT) program, funded 
through the National Institute of Environmental Health Sciences. Previously, 
he directed the Center for Electromagnetics Research (a National Science 
Foundation Industry–University Center), the Center for the Enhancement of 
Science and Mathematics Education (CESAME), and the Gordon Engineering 
Leadership Program, a graduate program that provides an innovative model 
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for training engineering leaders.  He is an elected Fellow of the IEEE for 
leadership in advanced subsurface sensing and imaging techniques. 

Sergey Simanovsky 
Analogic Corporation 

Dr. Simanovsky is Principal Imaging Engineer leading a team of engineers 
responsible for the development of automatic explosives detection 
algorithms used on several EDS systems that have been successfully 
certified by TSA. He also worked on CT image reconstruction algorithms and 
beamline integration for a multi-slice EDS system and a single-slice low cost 
medical CT scanner. Dr. Simanovsky has a Ph.D. in Physics from Worcester 
Polytechnic Institute. 

Sondre Skatter 
Morpho Detection 

Sondre Skatter, Ph.D., Manager Systems Engineering at Morpho Detection, 
received the Diploma degree in physics from the Norwegian University of 
Science and Technology and a Ph.D. from the Norwegian University of Life 
Sciences. Sondre joined InVision in 1998 to start the adaptation of the CTX 
technology to the wood industry (WoodVision). Sondre later developed and 
tuned the data fusion system for the QRCT project, which was a TSA funded 
program to integrate CTX technology with Quadrupole Resonance explosive 
detection. After the YXLON acquisition he lead the data fusion efforts in the 
Phoenix XRD program, integrating the CTX 9000 with the YXLON 3500. He 
later took on the role as technical lead and program manager for the same 
project. 

Stephen Skrzypkowiak 
Transportation Security Administration 

Stephen Skrzypkowiak earned his PhD degree in electrical engineering from 
the University of South Florida (USF). He has also held teaching and research 
positions at USF. Steve is a consultant to the DHS, TSA and TSL and has been 
since 2002.  He currently supports these agencies in the technical review of 
various detection systems, revision of the explosive certification standard 
and the development of various detection and procurement specifications. 
He provides technical support for various TSL research projects. He is the 
TSA consultant Point of Contact to the DICOS committee in the working 
groups of Digital Radiography (DR), Computed Tomography (CT), Threat 
Detection (TD) and Technical committees. He was a DHS consultant as a 
technical support member to the IEEE P Draft Standard for Evaluating the  
Image Quality of X-ray Computed Tomography (CT) Security-Screening 
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Systems. He developed the Computed Tomography Image Quality (CTIQ) 
hardware and software to measure the image quality of Explosive Detection 
Systems for the Transportation Security Laboratory (TSL). As Director of 
Engineering, Steve led the L-3 communication team from the development of 
the 3DX6000 through TSA certification and fielding before becoming 
Director of Advance Systems Engineering. He is a Florida Professional 
Engineer and member of the IEEE, SPIE and NSPE.   

Frank Sprenger 
XinRay Systems 

Dr. Frank Sprenger is the Director of Research and Development at XinRay 
Systems. He has extensive experience in the development of X-ray 
technology for medical and security applications. Before joining Xinray 
Systems he worked as a project manager at the innovation department of 
Siemens AG Vacuum Technology Division on high power rotating envelope 
X-ray tubes and field emission electron sources. Prior to that, Dr. Sprenger 
worked at the Max-Planck-Institute for Nuclear Physics in Heidelberg, 
Germany on ultra-cold electron beams. Dr. Sprenger received his Ph.D in 
Physics from the University of Heidelberg, Germany in 2003. 

Helmut Strecker 
Morpho Detection 

Dr. Helmut Strecker, Manager Research & Development at Morpho Detection 
Germany GmbH, received a Diploma degree in physics in 1976 and a Ph.D. in 
computer science in 1990. From 1980 to 1999 he was scientist at the Philips 
Research Laboratories in Hamburg working on new x-ray analysis methods 
for industrial and security applications. He was responsible for the 
development of an automatic explosives detection system based on coherent 
x-ray scatter / X-Ray Diffraction (XRD)  at Philips starting in 1993, resulting 
in an XRD based product line at YXLON / GE Security and finally Morpho 
Detection (MDI). Morpho Detection’s XRD systems have become a standard 
for Level 3 screening at German airports and are used in a System-of-
Systems (SoS) configuration in conbination with CTX systems at Level 1 in 
other countries. He is currently responsible for the development of “next-
generation” XRD systems within MDI. He was the Principal Investigator on 
the TSA Grant Project “Improvements of Explosives Detection Based on 
Coherent X-Ray Scatter (CXRS)” performed between 1999 and 2003. He was 
also in charge of the activities, which led to the successful certifications of 
XRD systems by the US Transportation Security Administration in 2004 (XES 
3000) and ECAC in 2009 (XRD 3500, “Standard 3”). 
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Dan Strellis 
Rapiscan Systems 

Dr. Dan Strellis is the Director of R&D Technical Programs at Rapiscan 
Laboratories, the research arm of Rapiscan Systems. Rapiscan Systems is a 
major supplier of security screening systems throughout the world with 
over 70,000 units deployed. He oversees the current Government-funded 
R&D projects for the company in an effort to develop new techniques and 
capabilities for the Rapiscan Systems products. He received his B.S. and M.S. 
in Nuclear Engineering from the University of Illinois and his Ph.D. in 
Nuclear Engineering from University of California, Berkeley.  

Simon Streltsov 
LongShortWay 

Greg Struba 
Department of Homeland Security 

Gregory is a Booz Allen Hamilton consultant who provides SETA support to 
the Explosives Division of the DHS Science and Technology Directorate. 
Greg’s efforts have been focused on the Manhattan II Next Generation 
Program, the Homemade Explosives (HME) Program, and Basic Research 
Programs. Specific projects include Whole Body Imaging, Novel Threat Data 
Collection, and Safety Standardization. Greg Struba received his Bachelors 
degree in Mechanical Engineering from Rochester Institute of Technology, 
Rochester NY, and his Masters degree in Engineering and Technology 
Management from The George Washington University in Washington DC. 
Prior to joining Booz Allen Hamilton (December 2008), Greg Struba worked 
for Lockheed Martin Corporation for 5 years as a systems engineer in 
support of the Intelligence Community.   

Ashit Talukder 
California Institute of Technology  

Ling Tang 
Rapiscan Labs  

Dr. Ling Tang is a senior algorithm development manager of Rapiscan 
Laboratories, Inc. He is an experienced algorithm scientist and a software 
architect with extensive hands-on skills in object-oriented analysis, design, 
and component-based development. Dr. Tang has an excellent track record 
of project leadership and on-time milestone delivery for multiple projects in 
a wide set of application domains including X-ray Imaging Systems, 
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Explosive Detection, Pattern Recognition, and Storage Network 
Management. 

Lei Tian 
Massachusetts Institute of Technology  

Lei Tian is currently a graduate student working with 3D Optical System 
Group, in the department of Mechanical Engineering at Massachusetts 
Institute of Technology. His research is focused on digital holography 
applied to multi-phase flow visualization, non-interferometric phase 
imaging and phase space optics.  

Brian Tracey 
Tufts University 

Simon Warfield 
Children’s Hospital 

Dr. Warfield is Associate Professor of Radiology at Harvard Medical School, 
Director of Radiology Research and Director of the Computational Radiology 
Laboratory (CRL) in the Department of Radiology at Children’s Hospital. Dr. 
Warfield has served as the Principal Investigator of research grants funded 
by the National Institutes of Health and the National Science Foundation. He 
is an editor of Medical Image Analysis and an Associate Editor for IEEE 
Transactions on Medical Imaging.  Dr. Warfield founded the CRL in 2001 
with the mission of improving our understanding of the structure and 
function of the brain and other organs of the human body, in order to 
improve our capacity to diagnose and treat disease. Dr. Warfield’s research 
interests in the field of medical image computing have focused on the 
development of innovative algorithms to address the requirements of 
clinical care and translational research in medicine. This has included the 
development of novel algorithms for image segmentation and image 
registration, especially suited to quantitative assessment of early brain 
development utilizing advanced brain atlasing and pattern recognition 
approaches. The CRL develops and distributes open source software for 
pediatric image analysis. 

Jeff Waters 
U.S. Navy  

Whitney Weller 
L-3 Communications 
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Whitney Weller has studied operations and implementation of advanced 
imaging technologies with a focus on automatic target recognition.  Prior to 
joining L-3 he served as Director of Millimeter Wave Standoff Detection 
systems at QinetiQ North America.  Whit has experience with advanced 
sensor platforms, sensor fusion and sensor networks.  He has a background 
which includes work for Bell Labs on dense wave division multiplex systems. 
Whit holds a Bachelors Degree in Electrical and Computer Engineering from 
the University of Massachusetts and is a member of ANSI HSSP, NDIA and 
IEEE Sensor Society. 

Dana Wheeler 
Radio Physics Solutions 

Mr. Wheeler was previously the CTO of HXI (formerly Terabeam-HXI) mm-
wave operation since July 2002. Prior to Terabeam, he served as Chief 
Operating Officer for Harmonix Corporation. Over 30 years of experience in 
the mm-wave field with numerous technical articles published, he has 
successfully managed the commercial development and product launch of 
many mm-wave high data-rate communications systems and military 
autonomous landing systems.  Has also held senior management positions at 
Sanders, a Lockheed Martin Co. (now BAE Systems), M/A-COM and Millitech 
Corp. Holds a B.S. in Electrical Engineering Technology from University of 
Massachusetts. 

 Suriyun Whitehead 
Department of Homeland Security (Support Contractor) 

Suriyun is a Booz Allen Hamilton consultant who provides SETA support to 
the Explosives division of the DHS Science and Technology Directorate. He is 
focused on the Manhattan II Next Generation EDS, Whole Body Imaging, and 
Basic Research Programs into enabling technologies, common standards and 
detection requirements.  Suriyun received his Masters degree in Computer 
Systems Engineering from the University of Bristol, in the United Kingdom.  
Over the past 10 years, Suriyun has been involved in the design and 
development of large scale  systems of systems, advanced security and 
sensing systems, enterprise data management, data fusion, and related 
airport security programs. 

David Wiley 
Stratovan 

David Wiley earned his B.S., M.S., and Ph.D. in Computer Science at the 
University of California, Davis. For over ten years, he performed research at 
the UC Davis Institute for Data Analysis and Visualization (IDAV) holding 
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various roles from undergraduate researcher to post doctoral researcher. He 
has published over 20 peer-reviewed publications in journals, conferences 
proceedings, and books. He has over twenty years of software development 
experience and has created numerous commercial software applications. He 
formed Stratovan Corporation in 2005 as a spin-out company from IDAV to 
address the software needs of the medical imaging industry. He currently 
leads Stratovan in becoming the leading supplier of next-generation 
interactive imaging software to the medical device and diagnostics markets 
worldwide. 

Lerry Wilson 
Intelliscience 

Mario Wilson 
Department of Homeland Security 

Horst Wittmann 
Northeastern University 

Dr. Horst Wittmann is the Research Evaluation Advisory Panel Leader for 
Awareness and Localization of Explosives Related Threats (ALERT).  He is 
also Senior Research Development Officer in the Office of the Provost of 
Northeastern University. In 2001 he retired from the federal Senior 
Executive Service as Associate Director of the Sensors Directorate, Air Force 
Research Laboratory, Wright-Patterson Air Force Base, OH, and from his 
position as Lead US Representative at the NATO Research and Technology 
Board, Sensors and Electronics Technology Panel. Dr. Wittmann’s field of 
scientific specialization is solid-state physics; he received the B.S in 1959 
and the Ph.D. in 1964. He is a fellow of the IEEE and AAAS. 

Jeremy Wolfe 
Harvard Medical School 

Jeremy Wolfe graduated summa cum laude from Princeton in 1977 with a 
degree in Psychology and went on to obtain his PhD in 1981 from MIT, 
studying with Richard Held. His PhD thesis was entitled "On Binocular Single 
Vision". Wolfe remained at MIT until 1991. During that period, he published 
papers on binocular rivalry, visual aftereffects, and accommodation. In the 
late 1980s, the focus of the lab shifted to visual attention. Since that time, he 
has published numerous articles on visual search and visual attention. In 
1991, Wolfe moved to Brigham and Women's Hospital and Harvard Medical 
School where he is Professor of Ophthalmology. The lab is currently funded 
by the US National Institutes of Health and Department of Homeland 
Security. Wolfe teaches Psychology courses at MIT & Harvard. Jeremy Wolfe 
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is Past-President of the Eastern Psychological Association, President-elect of 
Division 3 of the American Psychological Association, and editor of the 
journal “Attention, Perception and Psychophysics”. He won the Baker 
Memorial Prize for teaching at MIT in 1989. He is a fellow of the AAAS, the 
American Psychological Assocation (Div. 3 & 6), the American Psychological 
Society, and a member of the Society for Experimental Psychologists. He 
lives in Newton, Mass.  

Martin Woolf 
Raytheon 

Birsen Yazici 
Rensselaer Polytechnic Institute 

Zhengrong Ying 
Zomographic LLC 

George Zarur 
Department of Homeland Security 

Otto Zhou 
University of North Carolina at Chapel Hill 
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STUDENT ATTENDEES 

Limor Eger 
Boston University 

Galia Ghazi 
Northeastern University 

Spiros Mantzavinos 
Northeastern University 

Zach Sun 
Boston University 

Luis Tirado 
Northeastern University 

Kathryn Williams 
Northeastern University 
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12. Appendix: Questionnaire 

ADSA05 attendees were asked to fill out a questionnaire providing feedback 
on the workshop.   The questions are listed below; the answers appear in the 
next section, grouped by question. 

1. Should fused systems be considered? 

2. What analytical basis or metric should be used to decide which 
technologies to fuse for what effect? 

3. What technologies could be fused and for what application? 

4. What are the technological enablers? 

5. What examples are there for fused technologies that worked and didn’t 
work? (The examples can be for aviation security and other applications 
such as Defense.) 

6. What information needs to be made available so that people can do 
research and c 

7. ompanies develop and deploy technologies? 

8. What are the boundary conditions or rules should be put in place to use 
fused systems? 

9. What changes need to be made by the TSA to allow fused systems to be 
deployed? 

10. What should the agenda be for going forward for the 
research/development requirements necessary to proceed with 
technology fusion as related to security applications? 

11. What did you like about this workshop? 

12. What would you like to see changed for future workshops? 

13. What topics would you like to see addressed in future workshops? 

14. What other comments do you have?  
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13. Appendix: Questionnaire Responses 
 

 Questionnaire A-1 13.1

1. The workshop never narrowed down what “fused” means.  Given the 
possible definitions of: 

a) Providing a means for multiple units to be combined in order to 
provide a combination of systems to screen items. 

b) Integrate different technologies into a single system to provide 
multiple means of detecting threats. 

c) Providing an improved interface for an operator in order to allow 
the operator to make a better judgment call. 

 In general yes, we need to continually strive to perform a higher level of 
detection with lower false alarm rate.  This needs to be done while 
maintaining a high throughput.  These three elements basically necessitate 
the need for equipment to work together in order to make the screening a 
more efficient process. 

We should be building to a single device that integrates multiple 
technologies.  The stepping stone to this builds the fusion: 

a) We first need the ability to interface different devices to perform 
screening in tiers (i.e. if one system alarms how we send that 
information to a second device to provide a better educated decision 
at the second level).  

b) We add logic to the process to allow a combined result based on 
input from multiple devices. 

c) Finally we build a single device using multiple technologies to take 
advantage of each technology’s pros and compensate for their 
weaknesses. 

2.  The metric should be overall Pd, Pfa, and processing time (where 
processing time includes a measure of ease of use). 

3.   We want to be able to fuse any available technology to improve 
screening.  The point is to determine the benefits and weaknesses of each 
technology and determine an optimal combination to provide a means to 
screen passengers and items efficiently and effectively.  If we can get the 
system to perform the layers of detection for us then we won’t need to rely 
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on a secondary screening process.  That is, anything that is spit out by the 
system as a threat will be at the level that requires a BAO to resolve or is 
clearly a weapon.  Examples may be:  

AIT+ETD+WTMD 

AT+ETD 

4.  DICOS should enable a foundation for some common communications 
protocol.  The key is having a standard interface means where no matter the 
technology or device it can transmit and receive relevant information to 
make a determination.  This may be difficult given that different 
technologies produce different outputs and we want to avoid just relying on 
a system’s “green” light/”red” light decision and actually make a final 
determination using more detailed information.   

5.  This goes back to what is fusion.  One could argue the ability to enable an 
operator interface with a CT and perform a high throughput is an example 
that worked.  I would say this process was only formed in an effort to 
produce a throughput that is acceptable.  Procedurally this was deemed an 
acceptable method based on risk.  What we need is a fusing of technology 
that provides an equivalent level of detection as an open bag search with the 
throughput levels near that of not performing any screening at all. 

6.  To achieve the final state, TSA would need to provide a long term plan of 
action in order to define what is needed.  In the short term, researchers and 
vendors need to fully list out the pros and cons of each technology and begin 
to determine how technologies can be combined to meet the current 
detection requirements.  This will then help to drive what information needs 
to be shared in order to fuse the technologies. 

7.  The final fused system needs to meet the Pd, Pfa, and throughput needs 
while minimizing the footprint. 

8.  The TSA needs to better define requirements that are not technology 
specific.  The general acquisition process needs to be reviewed in order to 
determine how best to promote fused systems. 

9.  As indicated above, the first step for researchers and vendors is to fully 
list out the pros and cons of all known technologies and then begin to 
determine what information could be shared in order to produce a higher 
level of detection by compensating for certain weaknesses while taking 
advantage of strengths. 
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10.  Some of the beginning steps were taken to define the pros and cons of 
technologies and the discussion on past/current attempts to integrate 
devices was interesting. 

11.  Clearly define the purpose.  It was sort of joked about in the beginning 
that we didn’t know what “fused” means.  Unfortunately, it was never 
clarified or broken out into stages.  A whole workshop could be spent on just 
this effort. 

12.  a) A technology specific workshop with the deliverable of defining the 
pros and cons of each technology and a list of possible outputs and inputs. 

b) An effort to clearly define what fused means to this effort. 

13.  Blank 
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 Questionnaire B-2 13.2

1. Yes, I believe that combining systems together will help to enhance the 
detection and reduce the Fpos. 

Fusing systems will also in many cases be instrumental to improve the 
resilience of the solution (made of many sub-systems) in the sense that the 
weakness(es) of one system may be compensated by the presence of others. 

Fusing systems successfully and efficiently will require a good level of 
knowledge of each sub-system in order to find the best to bride combination 
and possibly best permutation of them.  This will be an important technical 
task as well that should not be neglected. 

Fusing represents from my point of view a big challenge due to the fact that 
hardware manufacturers as well as software third parties (such as Guardian 
Technologies) will need to work together with more transparency, without 
jeopardizing their own market place.  So far, I unfortunately did not observe 
such transparency nor real and honest interest from the hardware makers 
to work this way.  Smaller third parties often need to reveal much more 
sensitive technological information about their product than what the 
manufacturers do.   

According to my understanding, experiences and information that came 
from TSA to me, U. S. authorities like TSA are not going to be the “technology 
integrator.” That is said, the so far lack of success between the manufacturer 
and software third party together announce the huge importance of it is 
going to become the biggest issue of “fused systems.”  Fusing systems 
limitations is not a technical one but a political/methodology one.  Political 
matters we need to live with it.  However, some level of control over this 
“fusing” project can be provided by defining and enforcing a strict 
methodology…but under whose responsibility? 

2.  I still been to refine my thoughts about it but I would say at first that each 
problem may have its own need and the best solution to solve its issues 
should be tailored to it.  Path for success can’t be drawn like that. 

I am promoting the following approach: 

By the authorities: 

Formulation of the problem 

Set the operational objectives, CONOPS, and constraints,… 
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Like someone suggested at the end of the workshop: make “workshop” with 
many parties to tackle a specific problem, draw the great lines of what the 
solution may look like. 

By the authorities: Select a JTF (Joint Task Force) made of manufacturer 
software third parties and possibly more people, put them together in a 
room, shut the door and open it when the team gets to something that can 
solve the issue from the scientific-technical point of view. 

This simple naïve approach should at least be tried before being killed…Once 
the JTF is done, authorities can decide whether to call a BAA or do anything 
else according to their own internal processes, policies, and NEED. 

I have been personally involved in such similar processes over the last 20 
years and it works well most of the time.  Those parties who are not part of 
the solution are the cause of the problem and they must be excluded the next 
time.  This way, those who are not collaborative need to think about it twice.  
This is how the Canadian, U.S. and U.K. peers agencies work together. 

3. Each system has its own strengths and weaknesses.  This depends on 
what it is needed to detect and under what circumstances (shield, clutter, 
artful concealment, type of container, type of threat, topology of threat-bag, 
and so on…). 

Like I express in the first answer, I strongly believe that this is no golden 
rule(S) to answer adequately this question here.  Each and every specific 
case should be thought of separately when it comes time to decide what is 
the BEST TO BRIDE technologies-algorithms to tackle one of the specific 
issues. 

I have one comment here and this corresponds to one of my observations: 

Multi-view systems like TRX for detection threat in carry-on luggage are 
system that would bring a marginal improvement in the Threat detection.  
However, their principal asset is to help reducing the Fpos caused by SHIELD 
alarms. 

4. I think that there is no technology enabler for the moment.  Things are 
technologically entirely realizable. 

I would phrase this question this way: What are the fusion disablers? Please 
refer to my long answer of the question number 1 above.  The most 
important disabler is the willingness of real transparence.  But this could be 
compensated to some extent by the imposition of working protocol; 
methodology if you will. 
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5. I personally made a system myself as a proof of concept that achieved a 
95+% detection of breast cancer with less than 2% Fpos.  This was a system 
that used X-ray mammograms in conjunction with physician historical notes 
(digitalized), plus the epidemiologic data (when available), blood test data, 
family history, and more.  This system worked just fine; to look back at that 
time is like science fiction to medical people.  

Another example, I made consulting for NSA a while ago with the Canadian 
liaison office of CSIS (Canadian Security and Intelligence Service) to analyze 
several sources of information (images, text, faxes, emails, quantitative, and 
qualitative data, sounds) …all this simultaneously. More than 10 PB 
(10,000TerBytes) of new data every day.  Great discoveries were made out 
of that…It worked just fine. 

Lot of DoD and DND (Department of National Defense) in Canada use this 
now, and for more than a decade already.  I am making this great fusion 
concept a real one for 15 years and more now. 

IMPORTANT: 

We talked about fusion of data.  People can often think more about fusion of 
images from many sensors.  Or better, the fusion of raw data from multiple 
sensors for imagery.  But I think we should open this just even more.  Fusion 
should encompass, by definition, all sources of data, no matter the 
modalities in place.  As an example, Customs or Border Services can share 
information with Foreign Offices with airports, airliners, security agencies, 
law enforcement entities; airport authorities are using their mm-waves at 
airport portals, in addition to their luggage scanners, their blood 
pressure/temperature sensors…and more.  A part of this is implemented in 
Mexico and Paris already.  I met STAC in Paris years ago to make such a 
system to them.  We may think about fusing all the separate assessments of 
each sub-system into one meta-model, or rather use one big meta-model 
that makes its own assessments (disregarding the sub-systems “eigen-
detection” capability first. 

6. This is the question that is forever asked.  The fact of the matter is (from 
my stand point) that some agencies such as TSA are more concerned about 
how to: 

Build a simulacrum of security for people and politicians. 

Make their lives easier to the detriment of real solutions. 

That is said, if they were interested in improving the security, they would: 
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Do something similar to what I’ve suggested in my answer #2 (ref JTF). 

Listen to those little players who want to show their innovative solutions. 

Be able to think out of the box. 

Stop waiting for the benediction of the manufacturer lobby to consider 
something. 

What information: Answer-> Tell the companies (not only the hardware 
manufacturers) what the problems are and provide images when available, 
or to facilitate their collection. 

7.  (1)Ensure the evaluation of the entire solution independent from one’s 
own interest. 

(2) Please refer to last paragraph of my answer to Question Number 1 above.  
Put in place methodology. 

(3) Set first the criterion of acceptance of the developed system.  So far, 
being on the side of the software third party, it has been a long race toward 
unceasing moving targets.  Many examples of this with TSA/TSL. 

(4) Fund the R&D to allow smaller innovative and promising parties in this.  
Financial limitations limit and exhaust smaller players. 

Authorities must put in place some boundaries to prevent big players (more 
often the hardware manufacturers) to act in such a way that during the 
fusion project the smaller party is put in an uncomfortable and dangerous 
position so the next time the small boy is no longer in the picture!  You may 
say that the big ones will be affected too if fusion fails, but my answer to this 
is that the big one is going  to be affected this time only but will survive and 
be there the next time (which will not be the case for the small companies). 

8.  I don’t know from a technical standpoint how to answer this question 
without repeating many things I’ve said before. 

9.  I believe that the use of JTF as stated in Answer 1 is fundamental.  To 
make this possible, it is required for the authorities to have a pool of 
company and resources that can be invited to participate in such 
discussions. 

The sensitivity of the topic requires cleared people, trusted companies, and 
cleared facilities.  Investigation for this purpose is required.  This is an 
important overhead job that can be undertaken immediately.  Time to clear 
an individual should not be a common reason or an excuse to exclude 
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someone or an entity from being part of the solution.  I believe that for many 
projects such as for TSA related stuff, there is no great issue to refuse 
someone from another friendly country like the UK or Canada to be cleared 
up to a TS project.  Let me tell you something real hear: There were 
Canadian people at the workshop that have NATO Cosmic (more than 3 
levels on top of TS clearance) that could go alone within the Fort Meade 
NSA’s wall, without being escorted, and that can simply not attend an 
unclassified meeting at TSA’s facilities in Atlantic City.  What if those 
individuals represent key aspects of the solution?  This is a show-stopper for 
many good value and safe people. 

10. This is a great forum to meet with people that share the same interests, 
concerns and also expertise.  It is easier to take the phone and call someone 
you already met to informally talk about something you are thinking about-
just to share ideas.  This is the type of context that allows people to realize 
they’re not alone thinking about something, because not all is said in 
literature and publications.   

Moreover, the formula of the workshop us just great to me.  Not too short or 
long; it is just long enough.  Having meals while working would increase 
efficiency and a certain dynamic that allows meeting even more people. 

11. I don’t see anything to change in this successful event. 

12.  I am very interested in data fusion and I think we should try to reserve a 
2 hour block to talk about it at least for the ADSA6 workshop.  This is an 
emerging subject; funny to say that I am making this for 15 years already…  
Discussing data fusion for a couple of hours will allow trends to be seen  and 
how this topic is maturating in peoples’ minds.  We observed this week that 
when trying to define what fusion is, there were many interpretations of it.  
This means, or at least suggests, that we revisit this issue later. 

13.  I think Michael Silevitch mentioned something interesting at the end of 
the workshop.  He suggested creating and publishing a kind of journal 
similar to what already exists in the medical domain.   

I agree; this is a very good idea and I would agree to involve myself and 
participate actively in this in the way it would be the most useful.   
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 Questionnaire C-3 13.3

1.  As long as there is no “silver bullet,” multiple modalities should be used, 
and only by fusing can they be optimally implemented. 

2.  Orthogonality is important.  The detection features of candidate 
technologies should be mapped on an objective set of sales in “feature space” 
to ensure the best coverage over possible scenarios. 

3.  - mm-wave 

-XRB 

-NQR 

-Trace detection (IR, Raman, ODD) 

4. Blank 

5.  In mine detection, electromagnetic induction and IR thermography failed 
to improve detection/false alarms over GRP alone. 

6.  Good models for physical interactions with realistic targets are the 
biggest deficiency.  Models guide reconstruction, and may provide the basis 
for “front end” fusion of multiple modalities. 

7.  Keep work fundamental, involving basic research, and avoiding 
SSI/classification as much as possible.  Avoid proprietary system 
implementation.  Define the problem statement very carefully. 

8.  Change its mindset to consider and investigate prototype rather than 
certified or production-version systems. 

9.  Step back to examine data earlier in the sensing /processing chain.  
Fusion is most effective at the raw data level. 

10. Blank 

11.  Lock the agenda better, so tight scheduling can be accomplished.  
Meeting scheduled during lunch were messed up when the lunch time 
changed. 

12.  Reconstruction/modeling 

13.  -Marketing is still too prevalent 
-Stick to technical material 
-Vet talks for new faces to ensure relevance 
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 Questionnaire D-4 13.4

1.  Yes 

2.  I think standard Pfa/Pd is good starting point-no special insights. 

3.  Still a little unclear to me.  I am interested in what can be fused with X-ray 
backscatter but it’s not totally clear what the best candidates are.  

4.  Blank 

5.  Not sure. 

6.  Images of common threats taken with multiple modalities. 

7.  -smooth ‘failure modes’> i.e. revert to individual performance if systems 
fail. 

8.  Probably change to spec. and testing 

9.  Blank 

10. 1) I’m new to area, so it gave a good overview 

 2) Met people working on X-ray backscatter who I hadn’t previously met. 

11.  I really like the suggestion of small working groups. Figuring out data 
and participation will of course be tricky 

12.  Blank 

13.  Very hopeful!  
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 Questionnaire E-5 13.5

1.  Yes.  There seems to be good evidence that fusion can improve decision 
performance-so it should be studied with a thorough systems engineering 
approach. 

2.  Metric should ultimately be cost/benefit.  A good example is the fusion of 
PET/CT that only became viable after PET alone became economically viable 
(reimbursement) that only resulted after many years of demonstrated 
benefits in the “true positive” patient population.  This is complicated for 
security since there is a much smaller (>zero) true positive patient 
population.  So the cost-benefit in security needs to be on the economic 
value of lower FAR. 

3.  XRD seems most promising for checked baggage technology for detection 
(actually clearing) potential threats.  However risk data is probably the most 
likely data to reduce alarms without high cost of implementation technology.  
Analogy in medical is patient history screening that determines whether to 
even scan a patient. 

4.  -Open data architecture for access to other feature data (esp. from risk 
models). 

-Ongoing development of orthogonal inspection technology (XRD, 
spectroscopy, etc.) 

5.  Medical has many (PET/CT, CT or MR with/without contrast) 

Israel demonstrates fusion of passenger risk assessment with baggage 
screening procedures 

6.    1) Information on the economic model for FAR reduction. 

 2) Continuous flow of stream of commerce data on false alarm features. 

 3) Framework for feature sharing of checkpoint and checked bagged 
detection systems to integrate all passenger data. 

7.  IP protection 

8.  Access to data from deployed system to build better decision algorithms 
from current and fused data sources 

9.  Develop and prioritize a data model for improving decision algorithms in 
threat detection (and FA clearing) applications.  Prioritization needs to be 
based on cost/benefit. 
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10.  Several good talks on adjacent applications and perspectives. 

11.  More input from TSA/TSL with concrete examples of ways it intends to 
help facilitate or enable change.  For fusion (for example) is risk data as an 
input “off limits?” For deployment of new technology, what is the cost model 
TSA is willing to consider? 

12.  Improved characterization in Pd and FAR.  Discussion of sample sizes for 
development certification and ongoing improvement of Pd and FAR.  Strong 
case can be obtained from medical applications where huge volume of 
patient scans is used to continually improve detection and economic 
performance (and false positive reduction). 

13.  Excellent location and support staff.  Other topic for future workshop 
could be on-screen resolution.  –esp. what can be done to evaluate and 
improve the ROC for OSR for a given system, fused systems, or system of 
systems.  
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 Questionnaire F-6 13.6

1.  Yes, at a system level discussion. 

2.  Deployed systems, advanced concepts.  Consider performance, cost, size, 
GUI. 

3.  BX, TX, THz, mmw, IR, spectroscopy, etc.  

4.  Funding, need, support requirement 

5.  Blank 

6.  Blank 

7.  Blank 

8.  Blank 

9.  Issue man small contracts, approximately $100,000, for investigation of 
fusion options. 

10.  Open, informal nature 

11.  More systems/requirements discussion. 

12.  Case studies of various technologies and how the information they 
provide could be fused. 

13.  Overall good job. 
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 Questionnaire G-7 13.7

1.  Yes.  This is a necessity and where screening will be going in the future. 

2.  Proven (not theoretical) increase in Pd or drop in Pfa.  Peer reviewed for 
efficacy. 

3.  AIT and trace for checkpoint. 

CT and diffraction or CT and trace for baggage. 

AIT and optical spectroscopy for checkpoint high energy x-ray and neutrons 
cargo. 

4. Robust algorithms with ground truth basis  

Systems engineering of integrating hardware 

5. Mm-wave and video 

Infrared imaging and video (optical imaging) 

6.  Raw image data output (unprocessed) 

7.  Completely characterized performance, including a variety of typical 
background and conditions. 

Extensive OT&E 

8. More efficient technology pilot programs. 

Clearer requirements! 

Less political processes and selection 

9. Contests (similar to Netflix challenge) 

Bakeoffs of technologies 

10.  Broad view of fusing technologies (chem/physics/algorithms) 

11.  No rock band playing outside the venue during talks 

12.  Chemical based detection (though it is not all image based) 

Data intensive computing aspects of security. 

13. Good job 
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 Questionnaire H-8 13.8

1.  Yes. 

2.  Must consider all practical and technical parameters including: cost-
speed, spatial resolution, measured features, explosive types those features 
apply to, specificity and sensitivity of those features for those explosive 
types, etc.  Operational scenario has to be considered.  Tiered inspection 
seems most practical.  X-ray CT still seems most appropriate for Level 1 
inspection.  Discussions of scenarios for checkpoints and checked baggage 
need to be separate. 

3.  X-ray, CT, and x-ray diffraction for checked bags. 

4.  Blank 

5.  Blank 

6.  All parameters discussed in Question 2 plus correlations and uncertainty 
of all features.  Optimal fusion of high-dimensional sensors will require 
collection of very large simultaneous data sets. 

7.  Any system of systems will have to be certified only as a combined 
system.  It is hard to image how that could be feasible commercially unless 
all subsystems are owned by the same company or a commercial 
collaboration. 

8.  Blank 

9.  Blank 

10.  Discussions of the state of the art for various probe technologies. 

11.  Blank 

12.  More of (10) 

13. Discussion of probability computations is largely irrelevant in the 
abstract.  For high dimensional measurements the question of independence 
is extremely complex. 
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 Questionnaire I-9 13.9

1.  Yes, but systems are like overlapping puzzle pieces, so how they are 
joined/fused depends heavily on individual characteristics. 

2.  Whether or not systems can be co-located (i.e. 3D CT data with similar 3D 
data) within those groups the physical characteristics elicited by each 
system must be considered.  Orthogonal systems produce different 
characteristic data and can potentially provide significant value when 
combined. 

3.  All available, starting with one technology, you then must supplement its 
weaknesses. 

4.  Blank 

5.  Medical at large. 3D examples include PET/CT and MRI/CT. However, 
significant value is being achieved also including patient records, such as lab 
test results, pathology reports, doctors’ notes, etc.  There are enormous 
efforts underway in medicine to “fuse” all of this information totgether to 
better treat patients.  There have been significant hurdles and there 
continue to be significant hurdles, such that this process proceeds very 
slowly. 

6.  Common data formats to begin with.  These must address calibration and 
protocol differences among manufacturers. 

7.  It is difficult to devise a “general purpose” system, or rather, ecosystem of 
security devices.  I recommend a series of “fixed” configurations of security 
devices so that algorithms can count on certain input data.  Without known 
configurations/ecosystems of security devices, an algorithm must adapt to 
what inputs it may (or may not have) i.e. different checkpoints may or may 
not have certain security devices. 

8.  Once common file formats are vetted, they should require adoption by 
vendors, possibly a requirement for certification. 

9.  Focus on interoperability, common file formats and threat descriptors.  
Then an integrating system can be constructed, sensitive to individual 
manufacturer differences, that can “fuse” or interpret the aggregate 
information. 

10.  Openness and discussions. 

11.  Blank 
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12.  Blank 

13.  Blank 
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 Questionnaire J-10 13.10

1.  Considered yes! But carefully as one takeaway from this workshop was 
that the fusion needs to happen in a smart way. A lot of thought must be 
taken into the a priori knowledge of the system’s performance.  

2.  I would say that the obvious ones should be used: performance, time for 
screening, cost footprint. 

3.  Trans. X-ray with trace               baggage screening 

Backscatter x-ray with trace                personnel screening 

X-ray, neutron, trace               cargo screening 

THz, IR         people tracking, personnel screening 

4.  -Improved x-ray detectors and electronics, smaller MS, Raman systems, 
compact neutron sources, compact x-ray sources, light-weight x-ray sources, 
faster electronics. 

5.  IR, UV, and visual imaging fusion for Defense ISR 

6.  Input from TSA and other end-users on what is doable for fusion at the 
checkpoint. 

7.  Improved performance, improved usability 

8.  Testing at TSL needs to be monitored and changed to accommodate 
multiple systems being tested together at the same time. 

9.  More input on what has worked in the fields. Examples from all possible 
overlap area would be helpful 

10.  Interactive environment of the talks 

11. Timeline should be more strictly enforced; some speakers didn’t not 
abide by rules.  Limit the offensive behavior by attendees (e.g. G. Zarur 
comments were out of line).  

Limit vendor grandstanding, marketing. 

12.  Lessons learned from vendors and third parties on what has worked and 
what has not worked. 

13.  Overall, this was a nice workshop and I hope to attend future areas. 
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 Questionnaire K-11 13.11

1.  Yes. 

2.  Study on combined performance versus isolated performance based 
on/for critical examples 

3.  CT, XRD (X-ray diffraction) for HBS-EDS (Explosive detection scanner that 
passes TSL’s CERT) 

4.  Fieldable single systems. 

5.  Initial CT-XRD work showed significant FA reduction and even detection 
improvements (but less pronounced). 

6.  Combined threat and non-threat DC’s  

7.  “Generic “data interfaces. 

8.  Blank 

9.  Follow-on workshops focusing on special areas of interest 

Definition of possible data fusion schemes 

10. Meeting experts from different areas, different technologies 

Presentations were good 

11. Preparations was very good in general, but the speakers were not all 
prepared to address “data fusion” 

12.  Blank 

13.  Blank 
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 Questionnaire L-12  13.12

1.  Absolutely, but must be done intelligently and must account for 
continually fluctuating government requirements and emerging threats. 

2.  There are conflicting requirements.  If the data (metrics) for a particular 
fusion scenario are compelling enough, then the user (TSA) may be willing 
to invest in infrastructure changes.  The bottom line is that a fusion concept 
that has critical vulnerabilities or cannot be practically implemented is 
doomed to obscurity or failure.  So metrics include Pd, Pfa, unit-cost, 
installation cost, footprint, throughput, etc. 

3.  Baggage:  X-ray imaging XRD (X-ray diffraction) 

Personnel: mmw (Millimeter wave), metal detector, X-ray backscatter and 
something that gives material identification (maybe the fusion would help 
with that).  Plus THz (Terahertz)/HIS 

Cargo: neutron imaging, photon imaging 

Trace sampling must be automated and must be application-proven 

4. CT (issues with relatively poor material identification) 

XRD  (has issues with engineering to get higher throughput, amorphous 
materials) 

NQR (has issues with sample temperature, serial pulsing for multiple 
substances, amorphous material detection, shielding, frequency shifting with 
temperature, very low signal strength) 

Millimeter wave imaging: (relatively poor image quality, no material 
identification) 

X-ray backscatter imaging: (good IQ but need 3D capability, has poor 
material identification) 

Phase contrast imaging (may be too difficult for higher energy but may be 
useful for imaging the edges in backscatter imaging) 

5. (Morpho) NQR +CT did not really work well 

(Rapiscan +QR Sciences) NQR + X-ray projection and metal shield detector-
did not work well 

(Smiths, Rapiscan) XRD+CT mysteriously did not perform well despite 
expectations 
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Neutron+photo (CSIRO) not really effective 

(L-3) XRD+CT limited application of XRD, never tested 

6.  If the community chooses a set of materials that are not explosives, not 
simulants, not related to explosives, maybe research can be done easier by 
avoiding SSI or classified work.  I would call them surrogates but some use 
that word for simulants.  This could facilitate information transfer including 
images, raw data, techniques, etc. But sharing is always going to be limited 
by the motivation of profit, patents, and prestige. 

7.  This is dependent on the application and the user.  Place emphasis on 
physical fusion, aka data integration as a prerequisite for sensor fusion on an 
information-theoretic level. 

8.  First a useful fused system needs to be demonstrated and tested.  TSA can 
only do so much.  They don’t own the real estate at airports and cost is a 
huge impediment because of the huge number of airports and cargo 
screening applications.  Also, other government agencies, such as CBP, can 
benefit from sensor fusion. 

9.  Focus, focus, focus on one or two most promising fusion opportunities.  
Get sensors optimized for fusion.  Demonstrate a working prototype that has 
been constrained by BA (e.g. footprint constraint).  If successful, proceed 
with full scale development. 

10.  Reasonable balance of subject matter.  The forum, in and of itself, is a 
good thing. 

11.  Agenda was too packed, not enough time for focused discussion and 
technical presentation.  Objectives may not have been met.   

Not enough representation of failed fusion attempts (I’m not aware of 
successful ones).  Why did they fail?  Or are they just in suspended 
animation? 

12.  -more focused meetings on limited subjects i.e. limit the scope and dig 
deeper  -palletized/containerized/sea-going cargo-huge problem. 

13.  Blank 
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 Questionnaire M-13 13.13

1.  Yes 

2.  To get better Pd/Pfa ratio. 

3.  Infrared and mmw for body scanning. 

4.  Blank 

5.  Infra-red and mmw work for body scanner. 

6.  Scanned images including raw data. 

7.  Blank 

8.  More options: 

a. Pat down 

b. Body scanner 

c. Beta-testing products 

9.  Provide more research results for discussion. 

10.  Diversity, so many vendors. 

11.  Keep this way, it is very successful. 

12.  Imaging processing technology. 

13.  Mini career fair for students looking for co-op or intern positions. 
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 Questionnaire N-14 13.14

1.  Yes. 

2. Requirement gap 

3.  Checkpoint 

4. Clear framework that protects IP 

5. QRCT 

      Worked from technical point of view  

  CTXRD 

6. Data!! 

7.  Blank 

8. Not require combination of systems to be subjected to certification 

9.  Case studies, real problems, multiple vendors 

10.  Discussions on fusion nomenclature, fusion architectures 

11.  Emphasis on risk metric 

Integration of sensors with intelligence 

12.  Blank 

13.  Blank 
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 Questionnaire O-15 13.15

1.  Yes.  Mostly orthogonal operating and overall area under the curve. 

2.  Cover the threats. 

3.  Targeted transmission x-ray, backscatter x-ray, NQR, trace. 

4.  Funding for performance. 

Funding for change in performance 

5. PET-CT works. 

Transmission X-ray and X-ray scatter spectra. 

Weight and CT 

6. Real datasets 

Mathematical phantoms 

7. Risk agnostic 

Must exceed simple “superposition” 

8.  Smart acquisition  

DICOS or “no sale” 

9.  Demonstrate performance with real prototypes, real targets, real clutter 
(challenges) 

10.  Frank give and take 

Free association 

High energy interactions 

Industry, academic, and government (multicultural) 

11. Increase the times of the schedule until 10pm. 

Breakout groups report back for whole group. 

Include TSO’s 

12.  Gloves off threat characterization 

Direct exploration of value of profiling 
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13. Carl and Michael should be rewarded. 

TSA inclusion is key (reward them). 

Add TSO’s 

Add analysts 
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 P-16 Questionnaire 13.16

1.  Yes. 

2. Start with measuring confusion matrix and/or per-subcategory 
performance.  These should be done by an independent entity. 

3.  AIT-WTMD-QR shoe scanner as a fused portal. 

4.  DICOS 

5.  Blank 

6.  Weakness areas of existing technology 

7.  Stand-alone fall-back mode 

8. Separate component testing, where none of the components pass the 
overall test. 

9.  Development funding, testing, and procurement of systems for future 
fusion. Explicit requirements for such systems. 

10.  Well organized 

11.  1) Greater consistency of presentation length-some were rushing 
through the second half of their slides. 

2) Have a classified session where more data could be presented. 

12.  Blank 

13.  Blank 

  

Algorithm Development 
for Security Applications May 2011 Workshop

95



 Questionnaire Q-17 13.17

1.  Definitely yes.  Fused system seems to be the most promising approach to 
improve the ROC curve by combing merits of multiple systems. 

2.  1) All candidate systems must be evaluated and thus ranked by which is 
the dominating device (e.g. CT scanners followed by THz…) before they are 
blindly fused.  Also the fusion of features is the most important.  The most 
effective way to provide better solutions to the grand challenges. 

3.  1) Dual-energy x-rays along with the others 

2) Classification/detection algorithms with larger set of features. 

3) State of the art algorithms such as neural nets, etc. 

4.  -Academia provides the backbone of research 

-Industry enables the application/transfers 

-The government should provide guidance and more funding!! (which is 
lacking now) 

5.  Blank 

6.  Datasets that provide added features so the new algorithms can be tested 
and compared. 

7.  The total energy of multiple sources acted on humans. 

8.  Blank 

9.  Provide funded contests on fusion algorithms. 

10.  It is by far the best ADSA workshop. 

-The presenters are the top researchers in the field. 

-More opportunities are provided by interfacing/interactions. 

-More technology content. 

11.  -Organized SIG groups in the interfacing sessions (one hour per day). 

-Communication channels be setup in a more organized way instead of 
meeting someone randomly in the table/in the hallway. The SIG group 
would be serving that purpose. 

12.  -Intelligent technologies in ATR. 
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-Survey presentations which will provide systematic information in specific 
fields. 

-Knowledge-based system? 

13.  Carl and the ALERT staff/faculty did a wonderful job! Thank you very 
much! 
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 Questionnaire R-18 13.18

1. 

Yes.  But it should be clear that fused systems don’t always improve systems.  
That became clear during the workshop. 

2. 

You need to collect data and do measurements. 

3. 

Blank. 

4. 

Blank. 

5. 

TSA/TSL should know this.  I was aware of CT/NQR and CT/XRD.  I don’t 
think these worked out well. 

6. 

Real data with clean and bomb bags. 

7. 

Blank. 

8. 

Blank. 

9. 

Make funding available to collect and develop fused systems without a 
commitment to build a deployed system subject to a spec. 

10. 

Lots of talented people and most of the talks were good. 

11. 

Should have social/networking component.  Many meetings use “open mike” 
where anyone gets one minute to address the group on any topic they like. 
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12. 

Blank 

13. 

Good job and thanks for the invite. 
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 Questionnaire S-19 13.19

1.  Yes.  Both image fusion and data fusion are essential.  A systems approach 
to fusion on multiple levels would be ideal. 

2.  1) Pd/Pfa 

2) Work flow/speed/system cost 

3.  1) XDi and CT (already in play) 

2) Vis IR imaging to complement AIT and achieve autonomous AIT 

3) Trace and AIT 

4.  Compressive sampling/linear dimensionality reduction is enabling for 
data fusion.  Image fusion is well advanced.  

Feature detection from compressed features could guide image definition 
and fusion. 

5. IR/SWIR/Vis image fusion is working in distributed area sensing  

Weapon sights, etc. 

Multimodal classifiers for landmines/UXO 

Medical diagnosis uses fused classifiers 

6.  Sufficient information is available 

7.  Systems should be interactive/tunable to enable hum/machine analysts 
to drill down in data 

8.  Blank 

9. Fusion requires collaboration across a broad community from 
math/processing to hardware.  No single institution has the full range of 
accessary skills. 

10.  Technical strength of presentations was high. 

11.  A more interactive format based on breakouts and challenges might 
produce more progress. 

12.  A workshop on technology roadmap development and transition 
strategies (also teaming and program structure) would be useful. 

13.  Blank 
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 Questionnaire T-20 13.20

1.  Yes. 

2.  Companies will only consider what is required by the government. 

3.  Blank 

4.  Government equipment 

5.  Blank 

6.  Government test plans and actionable results during testing rather than 
just pass/fail.  If one fails without feedback there is no path forward. 

7.  Blank. 

8.  It is 100% driven by their requirement. 

9. Either focus technology area so discussion is easy or don’t focus 
discussions on technologies many haven’t seen before. 

10.  Quality of attendees. 

I also enjoyed the medical perspective. 

11.  Narrow scope of technology or don’t force discussion. 

12.  Direct discussion with TSA about what they can do to make testing more 
successful. 

13.  Blank. 
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 Questionnaire U-21 13.21

1.  Yes, as there seems to be a definite statistical benefit if done correctly.  
However, if poorly implemented can lead to worse results. 

2.  Being able to quantify risk and analyze technologies for their ability to 
mitigate risk seems to be the desired approach since what’s important is the 
amount of risk, not Pd/Pf. 

3.  Technologies presented so far seems to benefit best as a system of 
systems, such as having a QR wand follow an ATI scan. 

4.  Algorithms to fuse decision boundaries such as boosting algorithms to 
fuse features to have a joint classification. 

5.  PETCT with fusing of PET with CT where CT provides the motion estimate 
to deblur the PET. 

6.  Common datasets to work with (such as the Sandia set) common 
standards to facilitate technology communication (DICOS for example).  
Some IP will need to be shared so that parties can better develop the 
bridging between technologies. 

7.  Complexity bounds-too many systems may make a system too complex 
and cause performance to suffer. 

Size/power-More systems increase size footprint and power usage. 

8.  More openness to work with multiple parties to collectively understand 
the constraints and limitations of a final fused system. 

9.  Discussions on deeper level of fusion methodology.  This one was heavily 
on a high level fusion; we could go deeper with the next one. 

10.  Broad overview of various works out there in attempting to fuse various 
types of data. 

11.  Blank 

12.  Feature level integration technique of different modalities. 

13.  Blank. 
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 Questionnaire V-22 13.22

1.  Definitely 

2.  Detection always needs to consider Pd and Pfa rates.  Best solutions 
normally involve multiple detection methods and as long as the detection 
methods are complementary (ideally orthogonal), it will always be beneficial 
to fuse the data.  However, fusion is also more costly, so it does not make 
sense to fuse unless there is a net gain in Pd or Pfa rate required. 

3.  Practically unlimited but it’s also useful to fuse technology with user 
input and database information. 

4.  -Connectivity and standard data format (ex: DICOS) 

-Data registration (common referencing) 

5.  Good: Fighter pilot Heads up Display 

Poor: Current checkpoint screening equipment with secondary screening 
station that simply repeat the image display without providing additional 
information to the TSO 

6.  Access to comprehensive set of operational data. 

7.  Need some sort of weighting factor to determine the reliability of each of 
the individual systems. 

8.  Need to provide a framework to facilitate system integration and/or data 
fusion.   

Need some clear objectives with opportunities to finance development of 
new solutions. 

9.  1) Define requirements 

2) Provide research and development opportunities. 

3) Organize laboratory and field trials 

10.  -Networking opportunities 

11.  -Need more practical examples/sample test cases and feedback from 
operations 

12.  -cargo screening 

-remote operations 
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-process automation 

13. 

Blank 
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 Questionnaire W-23 13.23

1.  Absolutely, but characterization of individual sensor systems with 
associated decision/classification algorithms, must be a prerequisite for 
fusing them.  “Coordinated” data collection (all sensors observing same 
scenarios) is crucial for understanding correlation between sensor system 
output (features, labels, etc.) 

2.  ROC curves, area under ROC curves, (although this can be misleading, e.g. 
confusion matrices). 

Pd        Sensor 1  

 

        Sensor 2 

 

 Pfa 

Look to comparison metrics used by similar applications (medical-not just 
imaging, military, etc. 

Cost should be included-or at least placeholders for cost-both cost of 
implementation and operations and costs of missed or false alarms. 

Bayes (or traditional) risk metrics. 

3. Don’t forget to include “metadata” and human “sensing” in fusion with 
instruments, where possible and useful. 

4.  DATA, intelligently collected to characterize each system individually and 
their combination simultaneously (or at least on the same set of 
objects/scenes) 

MODELING, to supplement data where unavailable (in simplest form) just 
modeling likelihoods of sensor outputs. 

DICOS and common language (ontology) to streamline real-time sharing of 
relevant information between systems components (proposed or real). 
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5.  Blank 

6.  DATA. See # 4.  Carefully designed training and test data (see medical 
examples in ANODE09 and ROC09), informed as to useful content 
requirements by algorithm developers.  Fusion and information 
sharing/accessibility approaches planned or anticipated or to be facilitated 
by TSA. 

From Vendors: Provide feature/“evidence”/score data and confidence 
where possible-e.g. during TSA certification tests. 

7. Recommend DHS develop a “fusion assessment” program for algorithm 
developers-blind tests, standard assessment training and testing data.  See 
NA-22 Sim., Algorithm and Modeling program where such assessment is just 
beginning.   

For actual implementation certification and testing, some way of verifying 
performance across range of environmental, other operational settings. 

8.  Keep going with DICOS, integrate ontology concepts put forth by S. 
Skatter (these need further development and expansion), and 
recommendations by Carl Crawford for requirements for vendors during 
certification testing.  I could repeat these here, but agree with exactly Carl’s 
recommendations so simply reference them here. 

9.  Based on current state of the art, I would focus on “hardening” DICOS 
first.  Then implement Carl’s recommendations for TSA data requirements 
on tested vendors. (If these aren’t in place, there’s no need to develop better 
fusion algorithms). Simultaneously, develop an algorithm/fusion framework 
assessment as described in #7.  Then begin funding fusion projects, required 
to discuss how they’ll eventually match up to TSA requirements and be 
subject to assessment program. 

10.  -Very nice facilitating of discussion. 

-Really appreciated not allowing instrument physics folks to spend too much 
time on just the physics. 

-Like having food at workshop (also facilitates discussion). 

-Advance reading material very helpful. 

 

 

Algorithm Development 
for Security Applications May 2011 Workshop

106



11.  Blank 

12.  Do more on fusion explicitly.  Have Don Brown get up and say again, 
“Why are we still so far from actual fusion for explosives detection?” 

13.  Blank 
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 Questionnaire X-24 13.24

1.  Yes, but that doesn’t automatically mean they should be used. 

2.  Compatibility of data descriptors and algorithms can be developed to fuse 
the data.   

Independence of measurement techniques. 

Improvement in Pd, Pfa by fusion. 

3.  Blank 

4.  Availability of datasets for validation/verification of algorithms.  Datasets 
should be based on actual threat materials or simulants that have been 
demonstrated to replicate all the relevant features of threat materials. 

5.  Don’t know 

6.  This may be difficult due to PI concerns and SSI information. 

7. There should always be a final decision by a human, not automatic 
reliance of a computer based-decision. 

Fused systems must respect privacy and intellectual property. 

8.  New acquisition needs to be linked to improved capability, not a knee-
jerk reaction to a specific incident. 

9.  1) Define what constitutes success 

2.) Analyses of alternatives for commercial off-the-shelf software and 
systems. 

3) Identify places where most benefit is possible. 

4) Solicit proposals to address these areas. 

10.  Ability to ask questions during presentations. 

Wide cross-section of talents and areas of expertise. 

Nice balance between science and technology development/maturation. 

11. More time for discussion-perhaps panels on a few select topics. 

Tell people to turn off their phones or put them on vibrate-it distracting! 

Classified session would be good. 
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How about a sort of red-teaming approach to see what might be done to 
avoid our systems? 

12.  Role of simulant selection in evaluation of algorithms. 

How to incorporate intelligence in evaluation of threat. Risk-based 
approach. 

13. Very good organization for the meeting.  Congratulations to the ALERT 
Team. 
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 Questionnaire Y-25 13.25

1. The answer to this question depends on many factors. My outlook being 
that of industry, I know how hard it can be to sell anything to 
airports/governments even for increased security let alone multiple systems 
for only one purpose. Fused systems can and should be considered as i 
believe they can help solve but the business case will be a tough one. 

2. Fused systems absolutely have to complement themselves. One system's 
shortcomings have to be addressed by the secondary or tertiary system. I 
think that a multiple system per security concern scenario will economically 
only be considered by airports and governments if they drive the false 
alarms to sub 5%. 

3. For LAGS application, any type of spectroscopy could be fused to regular 
X-Ray scanners. For explosives concealed on the body, QR technologies such 
as the wand presented in this workshop should definitely be combined to 
mm-wave AIT. Standoff THz could also be fused with the previous two. 

4. Good cooperation between makers of fused systems, be it hardware-
software or software-software. Information has to flow sufficiently so that 
strengths and shortcomings of all systems are known. NDAs can help by IP 
protection has to come down quite a bit. 

5.  Other than the research projects presented here, I know of no examples 
of fused systems  

6.  Common and freely shared dataset as seen by all different sensors 
involved. Common result sharing data structure or language. Precise 
specifications of strengths and shortcomings of all involved systems. 

7. I cannot think of anything better than the combined sum of individual 
systemic rules... 

8. Better and easier access to common data sets made between sensors. The 
TSA can be an enabler by helping to create substantial datasets but if these 
data sets are not easily available (non-classified) to vendors, third party 
companies, researchers and academia, then progress will be very slow and 
enterprises will not be made to work towards fusion. 

9. Maybe the creation of system (sensor) information exchange so that the 
research/development community can start evaluating the best candidate 
systems for fusion. Then, some common and substantial datasets needs to be 
made readily available. 
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10. Venue, quality of speakers, organization in general, food was excellent 

11.  Hotel close to venue, better hotel/further away from ambulance sirens ;) 

12.  I would like to see/learn more about Material Identification Using 
Nonionizing Radiation Sensors 

13. Thank you for the invitation. It is always a great learning experience to 
participate in these workshops. 

Data fusion being a somewhat new concept to me, armed with my still yet 
limited industry experience, I was assuming one paradigm of real world 
application of data fusion for the first full day and a half of this workshop. 
Then came Mr. Crawford's talk and that whole paradigm shifted on me. I feel 
I should comment here on my reflections about this: 

Collaborative fusion: Two or more makers (vendors, third parties) of 
security sensors/algorithms realize that their endeavors would strongly 
benefit from fusion of their data or results. From there, an honest 
collaboration must take place so that all sides of the union can benefit from 
one another's strength by having another system cover their own 
weaknesses. This scenario seems easily achieved, at least for the 
development side of the endeavor. However, when the time comes to 
commercialize a multi-sensor/algorithm system, the price and/or footprint 
and/or con ops and its effects on passenger delays will make the fused 
system a hard, if not impossible, sell. 

Imposed fusion: A national regulator imposes requirements for its dream 
system and somehow tries to find the right combination of systems to fuse 
to satisfy the stated requirements. I must admit i had not envisioned such a 
scenario and am still struggling to see how such a scenario might work. To 
start, it does not seem like vendors would be very open about sharing their 
own weaknesses. Then, I am not certain that an independent lab would be 
the most efficient at identifying what systems should be fused and what 
fusion method should be used. The only advantage I can see to this is that 
airports could potentially be forced to adopt such a system whatever the 
cost is. 

Since discussion is the goal of these workshops, why limit ourselves to a 
couple of days each time? It seems to me that good discussions could go on 
for a while if an online forum, opened only to the workshop participants 
were to be made available. Just a thought. 
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 Questionnaire Z-26 13.26

1.  Yes.  

2. For an automated system: P(d), p(FA) of individual sensors. Overlap / 
independence of the detections, false alarms. Consolidated P(D) P(FA) 
performance. For human in the loop – more varied metrics. Speed of 
resolution, staff needs, frequency of rejected bags to search, full system 
detection performance. 

3. HBS - XRD and CT, XRD and multi-view, Trace and CT, CT and level 2 
operator assist  

Checkpoint- XRD and multiview 

4. Either one company needs to have access to all of the technologies to be 
fused, or multiple vendors of the sensors have to agree to fuse them. The 
best performing data fusion will happen when the specific sensors’ data 
processing can be modified to optimize the fusion. Fusing at the data level 
output from the sensors may work for some combinations, but is unlikely to 
realize the best performing system in all cases. This is however a good 
starting point and permits the most number of teams to participate. 

5.  QR-CT – did not work very well. The CT product was already certified, so 
there was little incentive to deploy. Mis-classification in CT leads to some 
sub-optimal data combinations which reduced over-all performance. CT 
algorithm used as-is, rather than being ‘opened up’ and modified to use QR 
data. RF interference between CT and QR sensors (makes tight integration in 
same box difficult). Requirement to stop belt for QR leads to a throughput 
issue. (CONOPS for individual sensors are mismatched)  

QR-line scan – combination of QR and x-ray checkpoint sensors. Average 
success. Human in the loop, with no algorithm implemented on the line scan. 
Opportunities for further improvement by using line scan automation. 
Combination was a loose integration (in-line machines). Too large for 
regular use. Could be tightly integrated (with considerable investment – but 
the market may not support this investment) New false alarm mechanisms 
that are orthogonal in the sensors increase combined FA rate. Detection 
improved – but not across all threat types. Is the additional detection worth 
the cost/footprint etc.? 

Shoe scanner – Vapor trace, QR and metal detection. Promising data-fusion. 
The sensors complement each other by covering a broad range of threats, 
with little overlap in detection for each sensor. Makes data fusion easier – as 
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all data needs to be used. Little arbitration needed between results. Sensors 
have similar scan times and are all compatible with the same CONOPS 
(passenger stands still for 10s in machine, all sensors work during this time 
window, many in parallel making efficient use of the scan time) 

XRD-CT. Loose integration. Quite successful – although it is a very expensive 
system with low throughput from the XRD sensor. The data fusion is on the 
object level (CT finds objects of interest, XRD resolves them). However, the 
two boxes are separate, so the objects need to be re-discovered with a line 
scan sensor. Works OK. Significant improvements could be realized if the 
XRD was parellized (presentation given during symposium). This would 
enable co-location of the XRD and CT sensors, and would result in a very low 
false alarm rate setup – which could be further improved with the addition 
of dual energy to the CT sensor.  

6.  Data, sensor performance, vulnerabilities, lower-level un-processed data. 
Detection and False alarm sets. 

7. Depends on application. E.g. some want improved detection, others want 
reduced false alarm. Some applications require both. 

8.  The EDS ‘bar’ needs to become a sliding performance scale, to incentivize 
higher performance. The TSA need to put their money into the game and 
actually purchase more expensive sensor combinations – that perform 
better, based on life time costs, not upfront capital costs. 

9.  Funding at a significantly higher level. Technology demonstrators in the 
field. Consortium teams. 

10. Blank 

11.  More technology, physics of the sensors. 

12. Emerging technologies. Standoff trace, alternative bulk detection 
methods, liquid classification, bag clutter reduction methods, etc. 

13. Blank 
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 Questionnaire AA-1 13.27

1. Yes.  However, the operating elements of DHS (e.g. TSA, C&BP, and SS; 
a.k.a. the system users) must somewhat explicitly define their requirements.  
Otherwise, the fused systems topic is too broad.  From an ADSA perspective, 
direct links to algorithms should always be obvious.  Hence, the data fusion 
topic should not stray far from this. 

Fused Systems should only consciously be linked with topics like ‘Threat 
Anticipation;’ and in all cases should be consistent with prevailing and near 
prevailing legal statues. 

I see three generations of fused systems corresponding our meeting; 1. 
Present era needs, Needs five years from today, and Anticipated needs 10 
years from today.  I see open architecture interoperability as always being in 
play.  However, the fused definition evolves. 

With respect to algorithms, once the hardware / communication systems are 
installed DHS / TSA (and other DHS operational based elements) will always 
want to be able to quickly upgrade with new third party algorithms, and 
suites of algorithms.  Incidentally, TSA’s Don Kim noted TSA wants its NUI 
systems to operate multiple algorithms. The needs of today are (in my view) 
primarily NII device / system centered.   

2. Performance; starting with PD and PFA.  The said Cost and Speed 
(Throughput) are also performance factors.  We also need to remove the 
‘noise’ from the PFA declarations.  System Time-outs should not contribute 
to PFA.  That said the % of checked bags that are successfully autonomously 
cleared needs to be progressively getting higher.   

The notion of using successive autonomous algorithms should not be 
discounted.  The computing environment to facilitate adaptive inspection 
needs to exist.  I do not know if this is a “Now” or a ‘5 Year’ need. 

Bench mark evaluation contrasting fielded medical CT systems with security 
CT systems appears valid.  Yes, the application is very different.  That said, as 
George Zarur loves to roar, is the Security Application seeing the ‘best’ that 
CT has to offer?  (He thinks not; and I suspect he is correct.) 

3. X-ray anything.  To be clear, work in the other clearly established non X-
ray modalities is OK provided there is a vetted CONOPS by the user.  DHS 
S&T Secretary O’Toole clearly is communicating the need to be prudent; the 
need is now.  From George Zarur to two nationally prominent Battelle SMEs 
I KNOW, the sustained finding over the decades is to maximize X-ray in all its 
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forms; e.g. DR, Backscatter, XRD< CT, Dual Energy CT, etc.  This is not multi-
modal; but it is multi-something! 

4.  My opinion is: 

1. Focused standards, DICOS, and the other IHE embraced best practices 

2. Fast Computing 

3. Generic Workstations (DICOM Supplement 118 Compliant) 

4. Broader research bases; larger vendor base 

The above not withstanding – as they are important, the greatest 
technological enabler comes from DHS Leadership; declaration that devices, 
algorithms, workstations, reports will be DICOM / DICOS compliant.  Period.   

A technical approach needs to be grounded to something; e.g. DICOM / 
DICOS.  Given this, let the research begin, continue. 

For example:  While I understand the merit of OptoSecurity’s NII system, the 
fact their system is TIF based renders the accomplishments to a form of 
‘technical babble.’  Why is this system being installed within the TSIF?  
Showcasing a DICOS based version of this system within the TSIF would be a 
different matter. 

5. I would assert that fusion has been around for a long time (decades).  
Successive generations of system designers keep raising the ‘performance 
bar’ that defines the capability we today label as fusion.   This is costly; and 
herein is the rub.  Traditionally, DHS (and its predecessor elements) have 
not wanted to – or could not, afford to develop their own unique systems; 
their own fused products.  The words COTS adaptation has been an illusion; 
and a harmful barrier to progress. 

Historically, aerospace engineering has been the ‘Toy Department’ of 
engineering.  For much of my career, performance has trumped cost; and 
working with new and emerging technologies has always been stimulating.  
This is especially true of defense aerospace.  That said the ‘Defense 
Anything’ sector has historically been synonymous with aerospace, NASA, 
etc.  Such development has also been very expensive – even as it has been a 
cauldron for innovation.   

Good fusion is often so subtle as to be difficult to readily detect.  As one 
example, the medical infomatics presenters always cite Yahoo or Amazon.  
In these applications, the software system of systems adapts to individual 
user peculiar preferences. Another example: [I know a] Navy test pilot.  I 
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know that a navy fighter can land on a pitching deck of a carrier – at night; 
hands free.   That said pilots only utilize this feature during specified 
training.  Any ‘fire and forget’ missile. 

6. 

• User requirements (CONOPS and more) and timelines 

• Standards and preferred engineering practices 

• Market characterization 

• Economic details 

• Life Cycle information 

• A published, official – this is it, economic acquisition model consistent 
with purchasing open architecture products. 

7. 

• Design for achieving interoperability 

• Insist on canonical adherence to standards and defined engineering best 
practices. 

• Establish a common lexicon 

• Establish definition of the most used terms 

• Communicate (educate upon) the legal environment that will exist; i.e. 
are new laws required; can they be expected to occur? 

8. 

• Become a much more knowledgeable owner / operator of these systems. 

• Substantially less reliance upon purely functional sections. 

• Greater internal ‘hands-on’ expertise with the details of the systems 

• Establish the standards and engineering work practices 

• Establishment of an ongoing R&DT&E, OT&E product development 
agendas across the TRL systems life cycle. 

• Acquisition Reform; including fairness to the vending base and an 
insistence on system compliance to specified requirements. 
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9. 

• DICOS / DICOM (Supplement 118) generic workstations 

• DICOS / DICOM based workstation operating system facilitating multiple 
DICOS based algorithms 

• DICOS DICOM compliant algorithms provide ever increasing 
performance 

• Fast Computing 

• Enhanced, fieldable sensing for CBIS, Integrated Check Point and Air 
Cargo 

10. 

• Academic  

• Nice assembly of SMEs and middle management leaders. 

• Freedom to think 

11. 

• Establishment of common topics, problem statements, etc. focused upon 
a reduced to practice aspect detection algorithms.  In my mind, these 
problem statements (with accompanying data) can be previewed and 
distributed at one ADSA workshop – with the intent to present best-offered 
responses at the next workshop.  This should enhance, stimulate the 
academic content. 

• Example 1:  Evolving a Fast Computing Platform.  Again, provide all of 
the needed input data.  The challenge is to report on a 100% derived 
computing platform that can execute the provided Test Problem. 

Example 2:  Fast Computing competition.  Create a DICOS complaint CT 
dataset.  The challenge is to complete and present a DICOS compliant 
algorithm-based solution on a workstation.  Report the time. 

Example 3:  Dataset Compression / Decompression competition. 

• Training, orientation; topics might include (though attendees could be 
continuously asked for new topics): 

 DICOS, DICOS relationship to DICOM, DICOM 
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12.  I propose that the next ADSA workshop be devoted to defining, 
explaining, and better mutual understanding of the two (now) well 
established application worlds; Security Non-Intrusive Inspection (NII) and 
Medical Imaging.  These two paradigms are not close to being equal.  The 
workshop should stick to the engineering and science of sensing, algorithms, 
presentation. 

It is essential that the security researchers gain a fair understanding that 
innovation and creativity (ludicrous as it may seem to so state) are not 
restricted within the medical imaging paradigm; and it is important that 
medical researchers appreciate the technical challenges posed within the 
security application. 

GE Healthcare and Siemens, key university researchers, NEMA DICOM, key 
IHE technical co-chairs should present and be available to address Q&A. 

13. In some ways, this workshop felt somewhat off target.  Presentations and 
discussion topics should never stray too far from ‘Algorithm Detection’ for 
security applications.   

Creating advanced detection algorithms is a challenging topic; from more 
granular sensing, more reliable sensing, advanced algorithms, fast 
computing, to maximizing the human / displayed information interface (TSO 
staff are not radiologists; TSO’s typically have seconds not sizeable fractions 
of an hour). 

The most recent DHS S&T budgeting realignment speaks to a need to 
address the present era systems, laws of the land, etc.  (Within the US, we 
are not at liberty to do what other countries (apparently) can do.  ADSA is 
not a US Policy conference.  I’m sure there are other venues for making the 
case.) 

Taking Don Kim’s challenge of having NII imaging systems routinely 
operating multiple algorithms; let alone ever improving algorithms.  I see 
this statement as being the beacon of light for the ADSA case.  This is where 
we want to get to. 

Physics and math are always neat.  However, for many of the attendees, 
literacy with the physics and mathematical equations is expected.  So why 
dwell on it? Presentation of the math and science should minimize 
background and (unintended) self-aggrandizement.  That said, efficiently 
showing the science and mathematics germane to the presentation should 
be provided.  The point here is that each chart and each set of minutes 
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consumed while presenting in front of this very distinguished assembly 
should be cherished. 

Commercial plugs should be very discrete to non-existent. 

I found the OptoSecurity presentation both interesting and frustrating.  If the 
view is to support DICOS / DICOM, then why hype a TIF based solution?  
Why bring a TIF based solution to the TSIF?  A better topic would be effort 
required to bring the OptoSecurity software system to DICOS compliancy.  
That observed I did find the present capability impressive. 

Is the ADSA Workshop to be about project reviews? 
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 Questionnaire BB-2 13.28

1. YES, when multimodality is used, it will increase the specificity of the 
detection while maintain or increase the sensitivity of the detection. 

2.  For a given explosive detection, the statistical analysis should be 
rigorously conducted to guarantee the PD rate; this is the key of the security 
check. 

3.  X-ray CT should be fused with other available detection methods, but X-
ray CT must be the foundational modality, other modalities provide a fine 
tuning or complementary information. 

4.  New contrast mechanisms such as XRD or Phase contrast mechanism, 
together with novel dual energy CT image reconstruction algorithms are the 
key enabling technologies. Sooner or later, x-ray tube and detector will 
become the bottleneck for further improvement if image quality to warrant 
accurate image segmentation. Thus, more attention should be paid to new x-
ray tube technology and photon counting detectors. 

5.  Blank 

6.  Ideally, three tiers are needed to enable the Department of Homeland 
Security to obtain the most sensitive and most innovative technology for 
national security:   

Tier #1: Innovative ideas should be funded to conduct researches in 
laboratory which have great potential for national security, but not tightly 
bound to national security. In this tier, there is no need to provide them 
sensitive information at all. You just need to encourage the brightest 
researchers to create new ideas and methods.  

Tier #2: By examining the funded basic science research, DHS evaluates all 
these funded research to determine which are those new technologies 
should be further explored to translate into a working prototype system for 
national security applications. For these identified technologies, DHS can 
further provide some limited testing data sets to evaluate whether the 
identified technologies will truly work for national security purpose. If no, 
the examined research topic should be terminated.  If yes, the proper 
clearance should be sponsored for appropriate researchers to further 
conduct the investigation, perhaps, national laboratories such as Sandia will 
have to get involved in this stage. This further investigation will prepare the 
DHS to pick up the best technologies.  
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Tier #3:  After the DHS picked up the best technologies, companies can go 
ahead to negotiate license with the inventors of technologies for further 
commercialization. Bottom line, the DHS should bravely step forward to 
create a funding mechanism to encourage the researchers to create a large 
pool of potential technology candidates for DHS to pick up. The DHS should 
not wait for the vendor to come to the DHS to sale whatever they generated, 
not matter good or bad.  

7. Need to make sure 1+1 is truly larger than 2. The bottom line is that the 
positive detection rate should be improved and false positive rate should 
also be lowered to save the cost on human interventions.  

8. DICOS standardization must be forced by the DHS over the vendors to 
enable TSA has something standardized and easy to work with. 

9.  DHS should recruit a group of experts to generate DICOS standard, not to 
allow vendors to negotiate forever for a common protocol. In this aspect, 
DHS has a unique role. This is different from the DICOM used in medical 
imaging where the national enforcement does not work. 

10.  Open discussion should be encouraged and the timing management is 
great for this workshop.   

11.  Obviously, questions were often raised from a few federal employees 
who have the first hand internal data about what is going on in explosive 
detection. However, this group of question raisers was not able to raise good 
questions for new technologies presented or when slightly deeper science 
was involved. You can see this fact from the number of questions and 
relevance of question for each presentation. This is not a complaint; it is the 
nature of diversity of the educational background from the participants. It is 
also my impression that this group of people knows more chemistry than 
physics and other topics. I would encourage some good tutorial lectures 
from university professors to help a bit.   

12.  I think all important topics have been covered from the previous 
workshop. The key thing for the organizers to think about perhaps is how to 
categorize the topics into several focused task groups, such as image 
reconstruction task group, image segmentation task group, ROC and 
statistical analysis task group, DICOS task group, new technology 
development task group etc. to discuss each topic in depth. 

 

 

Algorithm Development 
for Security Applications May 2011 Workshop

121



13. Overall, I consider this workshop as an outstanding one with great 
success in time management. Personally, I found it is quite helpful for me to 
learn a great deal on explosive detection and help me think about how to 
orient my research activities from medical application toward national 
security applications.  
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 Questionnaire CC-3 13.29

Overview 

I found the workshop extremely interesting from the point of view of policy, 
strategy and technology. Unfortunately, I am not knowledgeable in the 
technologies discussed at the workshop, and thus feel I am not qualified to 
speak directly to the questions presented regarding the technical aspects 
and feasibility of integration of these technologies.  

If I may, however, I would like to contribute some observations from 
someone in the medical software industry, and ‘outside’ of the explosives 
detection industry. I do fear, however, that much of what follows is obvious, 
but none-the-less I think it might be helpful. 

Please feel free to contact me for any questions. 

The Question of Context 

My sense is that the balance of presentations was tilted toward the attractive 
attributes of a variety of detection technologies and less toward an overview 
systems approach considering scope, objectives, priorities, time lines, 
problems, deficiencies, and strategies for evaluating competing priorities 
and objectives. Indeed, while several speakers did raise these issues I did not 
get a sense which technologies were really the most relevant to the specific 
tasks and objectives of highest importance to Homeland Security and TSA. It 
may very well be that such priorities, i.e., vulnerabilities, are ‘sensitive’ and 
can only partially be known to attendees in a public venue. 

For example: To meet a specific operational objective, four priorities might 
be: 1) Integrating Detector A and Detector B to improve ROC characteristics; 
2) Optimizing decision support algorithms; 3) Networking freestanding 
detector systems on a terminal, airport, regional or national basis; 4) 
Developing a knowledge base documenting successful strategies and 
failures. Each will require substantial investment of time, funding and 
human resources. 

How do we decide how and when and in what order each priority objective 
should be developed and deployed? I suspect that such matters have been 
considered, perhaps in great specificity behind classified doors, but some 
general overview would have been helpful to help place the technologies in 
context. Alternately, it may be that such policy decisions and strategies are 
in the development stage and the workshop was meant to bring fresh ideas 
to the table.  

Algorithm Development 
for Security Applications May 2011 Workshop

123



EDIS: Déjà vu-“The EMR From 50,000 Feet”  

I think that many of the issues discussed at the conference regarding the 
synergistic use of technology, data management, and information in the 
development of a national/international Explosives Detection Information 
System (EDIS) are, at a high level, strikingly similar to those encountered in 
the evolution of Electronic Medical Record (EMR) systems.  

If I may, I would like to share some observations which may be helpful in 
developing the system under consideration.  

1. The EMR is not a single “Thing”. Rather it has evolved into a synergistic 
network array of components which communicate and interoperate over 
an underlying operating system (OS) to exchange patient information 
through the use of industry standard protocols: HL7 (for general text 
and data), and DICOM (for digital radiographic images). 

2. In my opinion, the three key functional objectives of the EMR are: 

a. Efficiently aggregate and integrate heterogeneous data from a 
vast array of sources in the medical domain such as: 

i. “Soft” information: Clinical observations, judgments, 
interpretations, consultations; 

ii. Raw, parsed and structured data: Labs, biometrics, 
medications, EKG, vital signs, etc.; 

iii. Image data: CT scans, Pet scans, Ultrasound, MRI scans, Plain 
Radiographs, Cine. 

b. Streamline the Healthcare Provider’s (Physician, Nurse, 
Assistant, Clerk, etc.) workflow by displaying and communicating 
patient care decision support data simply, efficiently and with the 
minimum of ‘noise’ (non-relevant data).  

c. Create a “Knowledge Database” by structuring the data and 
information from 2.a (above) as data elements rather than 
analog (strings) elements for ease of data mining. The vast 
majority (75-80% ?) of the data model can determined ahead of 
time to facilitate development and data mining.  

i. In conventional software development the data mining 
capability is added to the database after it is deployed. This is 
expensive and time consuming. 

ii. As I commented during one of the discussions designing the 
database with a maximum capability for data mining from 

Algorithm Development 
for Security Applications May 2011 Workshop

124



the start will greatly facilitate the extraction of useful data 
after deployment. 

3. The enabling concepts and technologies, in my opinion, of a successful 
EMR are: 

4. IT: The adoption of evolving communications protocols: HL7/DICOM 
functioning over a network infrastructure. Clearly DICOS is a major 
advance for TSA but if it is similar to DICOM it may have limited 
interoperability with non-imaging systems, i.e. it is not a system network 
OS, and has no inherent database capability beyond a basic flat file 
structure-not a 4GL database. 

5. COMPONENTS: A strategy of changing “Best of Breed” EMR components: 
CT Scanners, Lab Components, even entire specialty software packages-
Pharmacy, Surgery, Billing, etc. This means the EMR components are not 
“hardwired” (fused) but because of the standard communications 
protocols, they can be swapped (think ‘Hot Swap’ of a disk drive from a 
server) out as the technology, science, medicine, disease, and functional 
objectives evolve and escalate in complexity. From the software world, 
any ‘custom, hardwired, fused, etc.’ module is a nightmare to migrate to 
a new release of its host system. I suspect a ‘hardwired/fused’ custom 
explosives detector system would create the same type of problems as 
the overall system evolves.  

6. WORKFLOW PROCESS: Understanding, facilitating and seamlessly 
integrating the EMR into the user workflow process to maximize the 
utility of its information in the patient care setting while enhancing the 
user experience. 

i. Venture capitalists have lost hundreds of millions (billions?) of 
dollars investing in EMR companies over the past 30 years 
because the systems did not fit into the clinical workflow. For 
example Kaiser Permanente paid IBM about $450,000,000 to 
develop and EMR and after 10 years terminated the contract 
because the clinical staff found it did not fit into their workflow 
and refused to use it.  

ii. Early developers failed to understand that simply electronically 
aggregating data and information was a necessary but 
insufficient condition for successful adoption of the EMR.  

iii. The federal government is investing on the order of $40B 
dollars to fund a national EMR network, yet there is evidence 
that resistance by providers (funding aside) is in part due to the 
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perception that an EMR makes their workflow less efficient. 
That is, the EMR workflow does not fit into the user’s workflow 
to save time and effort. In fact, today, less than 10% of the 
hospitals in the country have functional EMRs that quality for 
“Meaningful Use” certification by the federal government.  

iv. Radiology is, to a large part because of DICOM, a department 
with enterprise imaging capabilities, and has evolved much 
more rapidly than other departments.  

v. From personal experience designing an EMR Radiology 
specialty application, it is a much more subtle and difficult task 
that it appears. EMR systems that have failed have often been 
focused on the engineering aspects of the project and have paid 
insufficient attention to the user interface and user experience 
to maximize utilization of the information.  

4. Software Specifications, Feature Creep, Iterative Reality Testing: A 
straight line is not always the shortest distance between two points. 

a. Specification Changes: Software engineers hate specification changes 
and will be resistant to most changes, but their expectations should 
be set at contract time that the process will by necessity be iterative.  

b. “Feature Creep” aka “The Budget Killer”. Also hated by software 
engineers, but necessary as the policy team in conjunction with the 
Project Manager learn more and more about the development tasks 
(Detailed specifications not-with-standing they are only the start). 
Feature Creep needs to be managed by balancing what is a ‘must 
have’ feature (new science, new threat, new budget, etc.) against a 
‘wish list, nice to have’ feature. Budget reserves should be set aside 
for ‘must have’ additional features. 

c. Iterative Reality Testing. This is an informal process we use in-house 
throughout the development cycle that checks to verify that the 
development is in fact tracking our reality, ground based objectives 
before we program ourselves into the wrong direction or into an 
unforeseen expensive ‘corner’ from which we have to backtrack. 
Often enough following the ‘straight line’ of the priori specifications 
may not track the functional objectives of the project as initially 
conceived and course/specifications need to be changed in 
unexpected places and directions. Budget and time flexibility should 
be built into the development program for such mid-stream 
corrections.  
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14. Appendix: Acronyms 

Term Definition 
2D Two-dimensional 
3D Three-dimensional 
AAPM American Association of Physicists in Medicine 
ADSA Algorithm Development for Security Applications (name of 

workshops at ALERT) 
ADSA01 First ADSA workshop held in April 2009 on the check-point 

application 
ADSA02 Second ADSA workshop held in October 2009 on the grand 

challenge for CT segmentation 
ADSA03 Third ADSA workshop held in April 2010 on AIT 
ADSA04 Fourth ADSA workshop held in October 2010 on advanced 

reconstruction algorithms for CT-based scanners. 
ADSA05 Fifth ADSA workshop held in May 2011 on fusing orthogonal 

technologies 
ADSA06 Sixth ADSA workshop to be held in November 2011 on the 

development of fused explosive detection equipment with 
specific application to advanced imaging technology 

AIT Advanced imaging technology. Technology for find objects of 
interest on passengers. WBI is a deprecated synonym.  

ALERT Awareness and Localization of Explosives-Related Threats,  
A Department of Homeland Security Center of Excellence at 
NEU 

ART Algebraic reconstruction technique 
ASIR Adaptive statistical image reconstruction 
ASTM American Society for Testing and Materials 
AT Advanced technology 
ATD Automated threat detection 
ATR Automated threat resolution; a synonym of ATD. 
BAA Broad agency announcement 
BDO Behavioral Detection Officer (a type of TSO) 
BHS Baggage handling system 
BIR Baggage inspection room 
BLS Bottle Liquids Scanners 
BPSS Boarding Pass Scanning Systems 
CAD Computer aided or assisted detection 
Cambria TSA procurement program for next-generation check-point 
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Term Definition 
scanners 

CAPPS Computer Assisted Passenger Prescreening System 
CAT Credential Authentication Technology 
Gordon-
CENSSIS 

Center for Subsurface Sensing and Imaging Systems, a National 
Science Foundation Engineering Research Center at NEU 

CERT Certification testing at the TSL 
CIA Central Intelligence Agency 
COE Center of excellence, a DHS designation 
CONOP Concept of operations 
COP Concept of Operation 
CPI Cast & Prosthesis Imagers 
CPU Central processing unit (a general purpose computer) 
CRT Certification readiness testing 
CS Compressed or compressive sensing 
CT Computed tomography 
DAS Data acquisition system 
DHS Department of Homeland Security 
DHS S&T DHS Science & Technology division 
DICOM Digital Imaging and Communications in Medicine; 

http://medical.nema.org 
DICOS Digital Imaging and Communications in Security. NEMA 

standard for image format for security; NEMA IIC Industrial 
Imaging and Communications Technical Committee.  

DoD Department of Defense 
DR Digital radiology 
EDS Explosive detection scanner that passes TSL’s CERT. 
ETD Explosive trace detection 
EXD Explosive detection directorate of DHS 
FA False alarm 
FAA Federal Aviation Administration 
FAT Factory acceptance testing 
FBI Federal Bureau of Intelligence 
FBP Filtered back-projection 
FDA Food and Drug Administration 
FOUO For official use only 
FOV Field of view 
GC Grand challenge 
GPU Graphical processing unit 
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Term Definition 
HME Homemade explosive 
HVPS High voltage power supply 
IED Improvised explosive device 
IEEE Institute of electrical and electronic engineers 
IGT Image guided therapy  
IHE Integrating the Healthcare Enterprise 
IMS Ion mobility spectrometry 
INL Idaho National Laboratory 
IQ Image quality 
IRT Iterative reconstruction technique 
JTF Joint task force 
LAC Linear Attenuation Coefficient 
LLNL Lawrence Livermore National Laboratory 
Manhattan 
II 

TSA procurement program for next-generation EDS. This term 
has been supplanted with the term Checked Baggage 
Inspection System (CBIS) 

MBIR Model based iterative reconstruction 
MC Monte Carlo [modeling] 
MMW Millimeter wave 
MRI Magnetic resonance imaging 
MV Multiple view 
NDA Non-disclosure agreement 
NDE Non-destructive evaluation 
NEMA  National Electrical Manufacturers Association 
NEU Northeastern University 
NII Non-invasive inspection 
NIST National Institute of Standards and Technology 
NQR Nuclear Quadrupole Resonance 
OOI Object of interest 
OSARP On screen alarm resolution protocol/process 
OSR On screen resolution 
OUO Official use only 
PD Probability of detection 
PET Positron emission tomography 
PFA Probability of false alarm 
PPV Positive predictive value 
QR Quadruple resonance 
RFI Request for information 
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Term Definition 
ROC Receiver operator characteristic  
ROI Return on investment or region of interest 
RSNA Radiology Society of North America 
SAT Site acceptance testing 
SBIR Small business innovation research  
Sensitivity Probability of true positive 
SIRT Simultaneous iterative reconstruction technique 
SOC Stream of commerce 
SOP Standard operating procedure 
Specificity 1 – probability of false positive 
SPECT Single photon emission computed tomography 
SPIE International society for optics and photonics 
SR Statistical reconstruction 
SSI Sensitive security information 
STIP Security Technology Integrated Program 
TBD To be determined 
THZ Tera-Hertz imaging 
TIP Threat image projection 
TQ Threat quantity; minimum mass required for detection. 

Value(s) is classified. 
TRX TIP-ready x-ray line scanners 
TSA Transportation Security Administration 
TSL Transportation Security Lab, Atlantic City, NJ 
TSO Transportation security officer; scanner operator 
WBI Whole body imaging; a deprecated term for AIT 
XBS X-ray back scatter 
XRD X-ray diffraction 
XDI X-ray diffraction imaging 
Z Atomic number 
Zeff Effective atomic number 

 

  

Algorithm Development 
for Security Applications May 2011 Workshop

130



15. Appendix: Minutes 

 Day 1: May 3, 2011 15.1

CC: Good morning.  I want to put some ground rules in place.  This is a 
workshop, not a conference.  The agenda is not exhaustive; it is filled with 
discussions.  The speakers have been instructed that they will be 
interrupted.  Conversations are expected.  This applies to all people in the 
room including those in academia, government, and industry.  For those 
with clearance this is all in the public domain; it is not for secure 
information/SSI.  Some of this material is repeated from previous 
workshops.  This is done to bring people up to speed.  Patience is required as 
this is an odd number workshop.  We find that odd numbers are more 
difficult than the even numbers.   This one deals with fusion, fusing 
orthogonal technologies.  When I put this workshop together I thought I 
understood what these three words meant.  The job today is to define these 
words.  Rule #1: It’s all open discussions-are there any questions?   

CC:  The moderator’s job is to make sure the speakers stick to the topic.  If 
they don’t, we will come to the speaker and ask them to make changes on 
the fly.  This isn’t formal; it’s my job to make sure discussions happen. 

MBS:  Good morning, I am Michael Silevitch, the host for this meeting.  We in 
the academic community need to be connected to the user community and 
the customer inside DHS.  These workshops are useful to break down 
barriers that exist.  What I’ve been told by the workshop participants is that 
we are building a community of stakeholders to tackle this problem of 
terrorist threats.  We need to keep focusing these workshops on topics of 
discussion.  My view of fusion is Sensor A communicating what it sees to 
Sensor B in the environment and Sensor B can use this information for what 
it needs.  This is fusion.   

I want to welcome everyone to the workshop.  Take off your ties, interact, 
and give us your passionate ideas.  One thought on what we are missing is a 
seminal journal.  I don’t see the emergence of a peer-reviewed journal in 
security technologies.  One question is if this journal is needed?  Do we need 
one?  Should we create one?  This would be a vehicle for our community to 
help it evolve.  I will leave you with this thought and I’d like to introduce 
Doug Bauer.   

DB:  Good morning.  I’m in the Explosives Division of the Science Directorate 
at DHS.  One of the calls we’ve had from our Undersecretary is to see if there 
are applications in tangential areas that could be brought into our field. 
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ALERT is important because it focuses on what we are doing today.  As we 
bring in information from principally the medical area into our area, ALERT 
is well-positioned because of the relationships it had developed even prior 
to the creation of ALERT.  One of these is the Gordon Leadership Program.  I 
want to thank you for being here.  We have to find multiple ways to grow not 
just by partnerships, but by professional development.  Thanks for 
participating and being a part of it.   

Presentation-Eric Houser 

EH:  I am here to talk about our vision for programs and activities as they 
involve the COE which we hope will expand technology transfer with 
industry.  DHS (TSA, Secret Service, etc.) is going to be asked for equipment 
on a scale we haven’t done before.  To raise the bar we are going to need to 
do sensor fusion.  What is the future role of the COEs despite facing massive 
budget cuts in the near future?  Despite these cuts we are going to be 
massively increasing the funding of COEs.  The reason for this is because the 
philosophy of the COEs is focused on the transition of technologies to 
industry.  Industry and the government are more on the problem side.  To 
solve these problems requires funding primarily from the government.  The 
funding will go to the COEs as a major recipient of this funding.  I am here to 
tell you that despite being squeezed on the funding we are going to increase 
our funding.   

What we’ve done in the past is put out a request for proposals and then sent 
the money out the door.  Going forward we are going to be much more 
collaborative.  The new approach (for TSA) is going to be similar to DARPA’s 
approach (a more collaborative approach).  The COEs will play a key role in 
this effort.  This group will help define the future of technology for S&T.  
There is going to be a twelve to eighteen  months effort and I hope the COE 
will be a part of this.  First we will define the art of the possible, through 
forums like this workshop, and if it is decided we can build something, then 
we are going to fund it.  What this means is there is a new paradigm.  This 
means we have to accelerate the speed at which we operate and to do this 
requires new ways of doing it.  I want to proclaim to you the importance of 
the COE in this process.  Thank you. 

CC: Formal introduction and workshop objectives: we need to secure all 
ports and detect for explosives, weapons, drugs, etc.  The focus of this 
workshop is explosives.  My images are from the web. All presenters, please 
be sure not to use secure/secret images.  You can go on the internet and find 
out how to build explosives pretty easily.  We need to get better at detecting 
these materials.  We need to have better detection performance.  I stress that 
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when you use the word detection you must also consider the false alarm 
rate.  DHS tactics include augment technologies through third party vendors.   

Progress with Tactics (slide) 

SW:  We went out and funded Sandia to collect data.  

CC: In some cases it seemed simple but it is not.   

GZ:  There is a process to make these images available to third parties as 
much as possible.  If there is value to these images it is for third parties to 
add value rather than have a closed system.   

CC:  Everything in this presentation is open for discussion. (Disclaimer) 

Threat Detector-Standalone (slide) 

CC: This is basically the detector model out there.  There is no requirement 
for identification of the type of threat. 

SW: This isn’t true for trace detectors.   

SW:  Last item on slide, external control based on risk---no. 

??:  This isn’t true anymore. 

CC:  What is out there today?  There are a large number of acronyms in this 
field.  Please interrupt if you don’t know what an acronym is.   

Technologies Deployed (slide) 

Bob ?? : Can you explain risk-based? 

CC:  Is the threat higher with one passenger than another type?  For this 
workshop, how risk is measured is out of scope.  In the course of the 
discussion, if the device can be changed based on risk then that is acceptable.   

Receiver Operator Characteristic (slide) 

CC: At some point here the government says you have a detector the arrow 
can’t go up, the ROC can only go down and eventually we will fail; we can’t 
do any better.  This is the scary part, you either have to invent a new 
technology or fuse sensors.  This is what we are discussing. 

???: You are saying we are operating at a point where there is no slack. 
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HM:  There is some slack but not a lot.  Right now if they are operating at the 
requirement and barely passing.  The government would have to change the 
requirement.  The false alarm rate might have to be raised.    

GZ:  You want to operate at the best PD possible. 

CC:  I think the point is these are set at the policy level by TSA and these 
aren’t up for discussion. 

HM:  You are saying that there is an optimum level which the government 
might not set  policy, this is what you are saying? 

???: Yes. 

Possible Technologies to Fuse to Deployed Technologies (slide) 

CC: What are the technologies that can be deployed?   This isn’t an 
exhaustive list only some will be discussed today.   

“Fused” Systems for Checked Bag (slide) 

CC:  At the check point today there is a stand-alone device with a human and 
if it doesn’t pass it goes onto a hand search with no other sensors.  Question, 
is this a fused system? 

SW:  There is some loose coupling going on.   

Bill Baukus: I would argue it isn’t a fused system but rather a tiered system. 

HM:  How would you define tiered?   

BB:  They are working in parallel. 

HM:  I am curious. 

David Wiley: In medical a simple fused sensor is a PET CT.  If you think of 
multiple PET CTs this is the other end of the spectrum.   

CC:  So the decision we made is not to define fusion but rather to admit all of 
these types of fusion and figure out how to do a better job increasing the 
area under ROC.   

Don Brown:  This simple type of fusion sensor can work well.  The question 
is how to fuse them to increase their performance.  This is a quick, fast way 
to do it well in many events.   
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Krauss (DHS):  I do believe it is important to fuse metal detectors and  
??????????  From an efficiency standpoint this is important.  I hope it is not a 
focus on increasing the ROC curve alone.  

Other Examples (slide) 

And Fusion-Correlation (slide) 

Technologies Definitions (slide) 

CC:  Intelligence is out of the scope for this workshop.   

Orthogonal Definition (slide) 

CC:  If I could drop this word for the material for this workshop I would.  If 
I’m looking at trace versus metal detector it or things might be totally 
different.  The questionnaire is a key deliverable, please fill it out.  Please let 
the presenter get through the second slide without interruption.   

Jody O’Sullivan: The out of scope of the human part – if it’s a suicide bomber, 
as in bomb embedded in person, the measurements of that person become 
critical.  The technologies which measure changes in aspect of individual – 
temperature, pulse (human) – are straightforward to measure remotely. 

CC: Agreed, but they’re out of scope for here, concentrating on explosives 
detection. 

Harry Martz: This could be a topic for a future workshop. 

DA: George mentioned that the goal should be to push PD as high as possible, 
but there are cost, space, and time constraints that really limit that.  Three 
times the screening costs is not worth it.  One of the goals with fusion should 
be to use current time/space constraints.  There’s a lot of value in that.  Have 
to think about these constraints in context of ROC curve. 

DB: I’m glad we have a lot of people here from TSA.  So that begs a deeper 
question – should we have fusion, what is the capability that we are moving 
toward and searching? Better detection against larger  number of threats, 
obviously, but I welcome other additions, even if in the written answers are 
in the questionnaires, because your needs determine our focus.  As medicine 
is being driven by physicians, it’s setting the trajectory for the systems that 
we are trying to put in place.  Please lay out your expectations over the 
horizon so that we’re doing something that aligns with what your needs are. 

XF: Fusion is sensor, not algorithm fusion right? 
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CC: Both are permitted. 

XF: Adding more hoops will not be acceptable… but adding features is 
different. 

CC: We don’t want to limit the scope in that sense. 

??: There’s a lot to be gained from a tiered system where you don’t say yes or 
no, you consider the whole spectrum. 

EH: We would rather not test like that but if we have to I think we will. 

Doug Boyd: In my talk I’m going to talk about mental fusion versus 
algorithm fusion.  Mental fusion = radiologist drawing conclusions from a 
bunch of different devices.  Patient normal/sick? Bag normal/threat?  The 
operator has to be considered, what the human does with mental fusion can 
be converted to algorithm fusion by weighting the different  modalities 
depending on the different PDs and PFAs of each site. 

RP: It becomes important to get cooperation. Collaboration is key, especially 
in the fast-paced, noisy checkpoint environment. 

CC: I think the conversation we’re having now is that fusion means different 
things to different people. 

John Reynolds 

JR: This will be a brief review on explosives.  I designed a talk that was 
around detection, focused on the things that I believe you need to know 
about explosives that will impact how you view them and view detection. 

(Shows talk slides) 

JR: For detection, density is really important.  Performance Factors related 
to detection issues (slide) 

PS: For damage from a person, can you give an example of the typical sizes 
that you would expect to be really serious problems versus not as serious? 

JR: It depends on the explosive and how it’s being handled, but a few grams 
would probably hurt somebody.  Our safety limit with a new material is 
starting off with a gram or less of a mixture.  When we know something is 
very dangerous, like TATP, we won’t use because we know even in a few 
milligrams it’ll go off.   

PS: The question was about detection point of view.  If you’re a suicide 
bomber, how much do you need? 
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JR: The target isn’t the bomb, but what it’s going after.  Highly variable, but 
don’t want to talk about quantities in an open forum.  That said, if you look 
at suicide bomber vests, they’re very heavy, have a lot on them, and you can 
imagine there’s a lot in there.  They tend to be very efficient. 

Bert Hesselink: How do you define explosives from other materials? (Didn’t 
hear) Can you tell me on the basis of what you know, are there any 
characteristics? 

JR: Differential scanning calorimety? (??) Sample it, pull it out and you can 
tell it’s an energetic material.  When you do just a spectroscopic 
characterization of it, if it’s a homemade mixture, it may not show you the 
characteristic that you want to have.  The only way that I know that you can 
do a true assessment of whether it will detonate is to make it, build it, and 
try it.  You can do thermal testing, to see if it produces an exothermic when it 
heats up… 

I will be here through the entire conference and will be happy to talk to 
anyone about things like this. 

Harry Martz 

CC: Tim White can’t be here, so harry is going to present his presentation. 

HM: We want to talk about technologies that are currently deployed, 
emerging, and their availability for fusion, plus others.  These technologies 
go around from problem to problem and they all have limitations.  There’s 
room for improvement. 

CC: What’s your definition of a limitation? 

HM:  (gives lots of examples) 

CC: Do X-rays detect explosives. 

HM: That’s a trick question.  Yes.  It detects the x-ray attenuation coefficient.  
If there are a lot of densities, a lot of things that have similar densities, those 
are false alarms.  There’s not a molecular signature so… as we add more 
materials, those technology limitations are becoming critical.  How do we 
overcome that?  It takes time to get technologies in the field.  There are a lot 
of technologies that can be used. 

(Shows summary slide) 

Divided into things used for people and for baggage/cargo. 
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As you can see, if there was a silver bullet, why do we have so many 
technologies?  Because it’s a difficult problem.  People have looked at fusing 
technologies with some success, but no major successes.  Is there something 
we’re missing ?  Is there something that we can do today? 

CC: You should do an example. 

HM: OK, X-Ray Backscatter.  (Shows slide)  You’ll have an X-ray source and 
when the source hits the body, you get these various interactions of x-ray 
with body, you get transmissions, scattering, and then you map that and try 
to make sense of what you’re seeing.  It’s the contrast of the scattered/non-
scattered index to the BMI. 

TG: Are you measuring absorption in that scheme? 

HM: Both.  Metal, typically you don’t get a lot of backscatter.  Fatty tissue 
backscatters a lot.  Muscle backscatters less.  Let me point out that now they 
have backscatters on both sides, which allows them to couple backscatter 
and transmission. 

MS: Are you using the same source for these?  In my sense, that’s one of the 
few ways of detecting stuff that you ingest, in body cavities. 

HM: Yes, and that’s why they’re going to that.  It also increases throughput.  

Marcus Schiefele:  Unfortunately, the dose in backscatter is so low that the 
transmission signal is too low to be of much use to get an image. 

HM: So there’s not enough information to show body cavities. 

MS: Yes. 

CC: A comment – some of the details of the strengths and weaknesses can’t 
be discussed because of classification issues.  Can this technology be 
strengthened by fusing it? 

HM: We’ve done some preliminary analysis of the data.  If you can use from 
prior data, if you go in and know the body mass index (BMI) and map it out, 
you can start to do this in an algorithm plotting a human.  Depending on 
BMI, materials on one person will be dark and on another person will be 
bright.  You have attenuation in, and out, and that complicates things.  This 
could help improve our information.  Will it be enough?  That’s what we’re 
here to figure out. 
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MBS: What if the threat is in pieces?  E.G. parts of an explosive that can be 
assembled.  How can we effectively begin to at least conceptualize a CONOPS 
around that? 

HM:  John brought this up and we haven’t talked about this a lot.  There are 
requirements from the government on what we need to detect.  So it 
depends on amounts, two components, A+B.  In a carry-on you may have to 
look for precursors, not just the two pieces put together.  Hair dye, for 
example… a certain percentage of this would be of concern.   What would be 
nice in a data fusion thing, is if bags come in, below the threat mass, but you 
get several, you look at the properties of that material, you say, something’s 
up, maybe  they’re trying to sneak in small amounts and put that together. 

??: Video analytics too. 

MBS: It’s really human biometrics, or that risk. 

JPSchott: It’s also about connecting the person to the luggage, there’s no 
checking between what they have in their carry-on and checked luggage. 

GZ: Also, for certain objects, the detection is extremely small.  For most 
objects it is fairly significant, the question is, do you do that with a human 
operator or an automated process? 

MBS:  The discussion of CONOPS and strategy is where we really need good 
discussions between TSA and the community.  Otherwise we’ll conceptualize 
these things but who knows if this will be effective. 

Alex Hudson:   There’s a range for optimization in automated algorithms.  
The body type variants we see are huge, and this is an area that is wide open 
for research, since it’s quite a tricky problem that’s worth some initial 
collaboration. 

HM: Please make comments on this we would like to have a nice summary 
for presentation. 

Presenter-Geoffrey Harding (Morpho Detection-Xray Diffraction) 

GH:  I am here to talk to you about an extension of x-ray diffraction, x-ray 
diffraction imaging.  Technology wise we are most advanced with our 
checkpoint imaging.  There is a slight confusion about x-ray diffraction  
imaging.   

Summary/Conclusions (slide) 
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GH: XCI=X-ray Diffraction Imaging.  Morpho Detection is generating a 3rd 
gen. XDI checkpoint? 

??: Is it a silver bullet? 

GH:  That is out of scope.  I would leave it up to the wisdom of the collective 
group. 

False Alarms and the Density Feature (slide) 

GH:  I took this slide from Harry Martz.  The idea is I should increase the 
number of threat classes.  You make it very difficult to find a threat density.  
It causes a higher false alarm rate.  This slide discusses why false alarms 
arise.  This illustrates the additional cost this brings.   

Every Screener Yields Imprecise Features (slide) 

GH:  As you increase the number of threat classes the false alarm/detection 
probability goes up and the rate goes down.  A way to fight this is to use 
either one sensor with multi features or multiple sensors.   

Physics Principle Underlying XDI (slide) 

Data Correction (slide) 

GH:  There are some things you need to adjust for.   

DA:  Can we push into the fusion of this data?   

GH:  We need to push on so we can discuss this. 

CRD Profiles Crystalline Explosives (slide) 

GH: This is a homemade explosive.   

MBS:  What if it isn’t  crystal structure? 

GH:  This is a really interesting question but I have to push on.   

Accelerating Bag Throughput (slide) 

GH:  We have 3 generations here of XRD, the idea is the time to scan can be  
reduced with multiple beams.   

3rd Generation XDI: Check Point  Screener (slide) 

Projection of X-ray Beams on XZ Plane 
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DA:  We want to get into how we use this.  Carl said not to use the word 
orthogonal.  You are obviously trying to put this together…. 

(Lost)  

?? (Female) How does that profile change when you change liquids? 

GH:  Hydrogen peroxide is a very small molecule…They hydrocarbons are 
dominated by a carbon-carbon bond.   

Wiley: Are you capturing volumetric data?   

GH:  We slice the luggage into the slice of sugar cubes and take 
measurements.   

DA:  How do the voxel sizes compare? 

Wiley:  They should be the same.  It provides enormous value?  Do you 
capture a spectrum? 

GH:  Yes.  That is very valuable. 

JW:  In terms of fusing this with other images, what is your output?  A visual 
signal?  How do I as the user look at this? 

Wiley:  It’s complicated? 

GH:  There are peaks you can look at this. 

JW:  But as a user I can’t look at a peak for each sugar cube.  How does the 
signal get used? 

GH:  There is some signal reduction.  There are other people here you can 
talk to.  

DA:  We are going to move on to the next talk. 

Presenter-Alessandro Bussandri  

Quadrupole Resonance 

AB:  This is not a silver bullet we know that.  What we are working on is a 
handheld QR wand which can find an explosive up to 5 inches deep in less 
than 5 seconds.   The application is for security check points including 
threats under clothing and inside body cavities.  For instance you can fuse 
AIT with QR.  The conclusion for this work is QR can be integrated into the 
checkpoint. 

Algorithm Development 
for Security Applications May 2011 Workshop

141



MBS:  How sensitive is this? 

AB:  ?????????? 

HM:  In the past you tried to fuse QR with CT. 

ELM:  10 years ago QR was touted as the next big thing but there were 
concerns about interference with AM. 

AB:  We combined active and passive RFI pacification.   

??(beard/glasses/striped shirt):  (Answers HM’s question)  The basic 
limitation is it can only see a certain subset of explosives.  The question 
becomes,, “Is it worth the money to add another sensor?” 

CR:  Is it temperature dependent? 

AB:  Plus or minus five degree is not a problem.   

ELM:  Is it stationary? 

AB:  Yes but motion is not a problem.  You have to hold the wand still for 5 
seconds.  

MBS:  This can penetrate inside the body and look into cavities.  There aren’t 
too many modalities that allow this.  In terms of AIT fusion this could be the 
important orthogonal technologies. 

SW:  How localized is it?  Can it be integrated? 

AB: The size of the area that you are sensing depends on the coil. The bigger 
the coil will enlarge the area you scan. 

MBS:  How long? 

AB:  5 seconds.  

SW:  Would you say this is targeted to one or two threats or is it more broad-
based?  If this is for an airport screening, how do you take this interesting 
phenomenon and exploit it in the airport environment?  Do you build a 
scanner? 

AB:  We know we can’t build a corral in the checkpoint.  We are looking into 
building a RFI scanner and capture ???????????? Then subtract 
????????????????? 

DA:  The value of adding this depends if it adds capability.  If this does 
something CT doesn’t do well then it makes sense. 
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AB:  Optional integration with trace. 

RM:  Does it detect metal? 

AB: Yes. 

?? How strong is the field? 

Ruth:  If there is metal the system will alarm?  Does this mean any zipper or 
similar item? 

AB:  No, it has to be a larger amount of metal. 

DA:  What does the alarm look like? 

AB:  Red light/green light.   

John B.:  There seems to be some things that will confuse it such as metals.  
This application would work with drugs?  Are the confusants predominantly 
nitrates?  This is a spectroscopic technique.  The only thing you have to do is 
tune your frequency to a different substance such as TNT.   

MBS:  What is the quadrupole you are resonating with? 

AB:  ??????????????? 

AB:  How could quadrupole improve security checkpoints?  It could be used 
as an AIT-guided anomaly resolution tool.  We are working on combining 
active and passive RFI.  How could QR be configured to AIT? First AIT whole 
body can clear most of the body.  AIT concealments=approximate body 
temp.  

Dennis Barket (FLIR) 

DB:  My conclusion is mass spec.  Can replace ___________________  the class of 
detectors I am talking about are trace detectors.  Low vapor pressure 
targets. 

We come from an analytical instrumentation background, mainly chem bio 
for DoD applications.   

What you’re doing fundamentally in one sense is weighing the molecules 
with mass spectrometry.  (Presents: What is Mass Spectrometry slide) The 
takeaway from this slide I’d like you to see is the vacuum environment 
needed.  What’s nice about MS is you can get qualitative/quantitative 
information in the same scan. 
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DA: So what is the resolution?  Because the histogram is misleading.  From 
this type of instrument. 

DB: It’s going to depend on the type of mass spectrometer. 

DA: In the Griffins specifically. 

DB: In the hundreds. 

DA: The peaks are a lot sharper than what we saw from some of the other 
techniques.  You can see there’s a lot more information in the mass spectrum 
than in some of the absorption spectrums. 

Why Use Mass Spectrometry? (Slide) GCMS or LCMS you can get orders of 
magnitude increase on your selectivity.  Some people say the problem with 
MS is that it sees everything, so you have to use front-end techniques to 
separate everything out, reduce noise and isolate. 

DA: How would you propose implementing this in a checkpoint?  Is this a 
direct replacement for IMS or would it integrate? 

DB: It could integrate…  Challenges (slide) 

DA: Are any of these insurmountable in the short-term?   I think looking at 
some of these challenges practically (~5 years) is of value. 

DB: In checkpoint applications, we’re certainly months and years – not five 
years – away.  We need to think about training and ease of use.   

SW: So that makes your tool more effective as a stand-alone advice, but how 
do you fuse this data andintegrate it into another system? 

CC: Can you explain the problem space you’re talking about? 

DB: You’re ionizing the sample and putting it into the form the mass spec can 
look into. 

DB: Can you use the  ??? To look at that piece of baggage without having (??) 
in the middle?  Can we get away from swipes, get into different surface 
sampling techniques?  My position is yes. 

DA: Do we really fix the swipe (?) problem or just shift it into a different 
paradigm with an operator dependence we can’t get rid of? 

DB: We’re going to have to use the swipes for this generation.  It will be 
complimentary to a technique, but it takes us down the road away from 
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them.  They get a bad rap and are costly, things like that, but the fact is they 
work okay. 

DB: Back to Suriyun’s question.  What we do now in the chem.-bio world and 
other applications is the tiered approach, where you have a 
trigger/detect/confirmation.  So we have mass spectrometers for the 2nd and 
3rd tier, and we use different methods for the first tier.  So that’s where you 
get into a little bit of fusion in the chem.-bio world. 

JRey: Some of the oxidizing materials are highly corrosive to some of these 
techniques and you can’t really ionize.  How would you handle that? 

DB: There is no separation here; there is no DC or LC in a way.  If it can be 
thermalized, it can be used here.  If it can be pulled right off the surface… 

JRey: I’m thinking in terms of some of the peroxide mixtures, I think that’s 
very problematic for inspection with mass spectrometers on their own. 

DA: You can see it but it’s hard because it’s low mass, it’s in the background… 

DB: There are tricks that we’re working on 

JRey: With ionizing gas or something like that. 

DA: Back to SW’s question again, how do you envision this integrating?  After 
all this is why we’re here today.  Is it just a tiered approach, or part of an AIT 
system? 

DB: I do think it’s possible in an AIT system.  The issue is going to be the 
thing with throughput, some of the time issues that you have.  If you have 15 
minutes, GCMS can do wonderful things.  But you’ve got 20 seconds. 

SW:  But if you were trying to integrate it into some sort of portal, are you 
taking a sample or classifying the whole person as a threat? 

DB: Depends on the sample.  You’ve got to figure out clever ways to get 
oxidizers into the sniffer system. 

JRey: Certain salts don’t get into the system.  Does the desiccation do that? 

DB: There’s a spray.  One extra step. 

DA: But you’re making a TSA agent handle liquids, which makes them 
uncomfortable. 

SW: We’re trying to figure out a way to cover the whole space.  So if we’re 
trying to fuse them, it sounds like we’re still not there yet. 
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GP: The Desi and Dart (?) are not a thermal process.  We can expand beyond 
those that cannot be thermalized.  There is the possibility with our 
integrated software already available to communicate… 

GZ: ??? 

DB: Right now the community is sorting through those to find out which 
techniques provide the optimized coverage.  I ran through the challenges 
and I think Griffin has answered a lot of challenges specifically for these 
sorts of applications.  That’s right where the state of the art is now and I 
think there’s a long way we can go from that. 

CC: We’ll reconvene at 1:20. 

Orthogonal Technologies (II) 

Herschel Rabitz 

HR:  These are non-linear techniques with many many solutions, some of 
which are more robust than others.  The theory behind this is that in 
principle these reagents (?) exist.  The problem is, how do we find them?  
We’re physicists, we need to borrow from engineering. 

(Technical explanation of quantum control landscapes) 

The issue is, can we find photonic reagents through this adaptive feedback 
process. 

DA: So with these listed silver bullet items, what are the drawbacks going 
forward, realizing it’s not completely mature yet? 

HR: It’s expensive, it’s not robust at this point, and there are large 
engineering issues. 

DA: Define expensive.  CTs are expensive (1.2M) 

HR: We’re cheaper than that. $500K.  But we’re not one to work with the 
engineering issues.  There are some physical technology issues.   

MBS: Is the visible regime sacrosanct, or can you move it to the infrared or 
even the terahertz?  Have you thought through the range? 

HR: It certainly isn’t sacrosanct – one of the messages I want to get across is 
to think broadly about this.  The energy is related to the bandwidth, which is 
enormous.  It’s not limited, that’s a very important point. 

??: Is this a non-penetrating surface phenomenon? 
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HR: Certainly with visible radiation.  Don’t get me wrong about the plasma.  
That’s something we’ve latched on through convenience, but the issue is not 
whether one does or does not use plasma.  Don’t read it because I pushed 
the radar side of this, that’s just where we started. 

JB: So creating a photonic reagent, how do you tailor or tie into the natural 
vibrational/rotational frequencies of the molecule?  How do you create an 
existing reagent to set up natural vibrations for that molecule?  How do you 
arrive at that? 

HR: It isn’t necessarily vibrations, (???) is involved as well.  There’s an 
analogy between orientation and having multiple chemicals involved this 
way.  The principle for discriminating between two molecules is very 
similar.  The pulses that are optimally identified to do the excitation work 
with all the (??) completely orthogonal to the molecule.  It is analogous of 
MNR, and to be generous to those people, they thought about those things as 
well. 

Peter Siegel 

THZ Radar for Standoff Imaging Applications 

I’m going to try to represent the THZ area for you.  You don’t get a lot of 
discrimination with terahertz.  The way we use terahertz is with radar; that 
makes all the difference and it is what we are going to talk about today.  
What you are looking at is a system we are working on at JPL.  Our subject is 
wearing a pipe bomb vest as you can clearly see with and without a shirt.  
Two years ago you could not have seen this.   You can chirp and ???????? At a 
much higher rate than previously.   We are in the frequency range between 
300-3000GHz.  Components are both purchased from industry and 
produced in-house.  Passive THz Imaging is the first thing people try to do.  
This image was done 10 years ago and took about half an hour to produce.  
Here you can see the colder image underneath the shirt.  The contrast is 
really poor; there are systems that do this today but they don’t do a good job 
in my opinion.  Radar has been used for many years doing discriminatory 
imaging.   This shows you the power of the approach.  Here is a mannequin 
picture scanned from bottom to the top using reconstruction by the chirp.   

DA:  A question I have is the images don’t look much different from mm 
images. 

PS:  We are working at 25 meters. 

DA:  Oh.  So the spatial resolution is much better. 
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PS:  It’s just the aperture is much bigger.   In our case one meter aperture 
gives you 1 cm resolution at 25 meters. 

CR:  This is multimonostatic? 

PS: Yes.  For us the whole challenge is not getting the image.  We were 
targeting 1 cm at 25 meters.  The goal is getting image acquisition fast 
enough.   

JB:  I am really interested in the source. 

PS:  We make our own based on amplifiers and multipliers.     

JB:  Are they available? 

PS:  We don’t make them  at JPL but there are companies around the world 
that will make them but it depends on the criteria you need.  Our record is 
2.7 Terahertz but it is not cheap to do this.   

DA:  You said it is not that different from mm wave so you probably wouldn’t 
want to use them together.   

PS:  Fusion comes not from mm and sub-mm but rather from infrared and 
THz.  I think this technology, while not quite ready for the market, has a lot 
of possibilities in this area.  We are looking for funding. 

Presenter: Guang-Hong Chen 

GHC:   

Presenter: Robert Nishikawa 

RN:  My conclusion is improved performance can be obtained through multi-
modality image analysis.  The clinical questions we are addressing have to 
do with breast cancer – is the lesion malignant or benign?   Same 
fundamental problem; is the suspicious object in the image a threat?  CAD – 
Computer-aided Diagnosis… is the equivalent of ATR (Automated Threat 
Recognition). 

DM: Are these mammographers or general radiologists? 

RN: All mammographers.  There are two aspects.  Either they’re not able to 
do it well, or we are not presenting the data to them optimally. 

JW: So the radiologists are only doing diagnostics and not detection? 

RN: Right.   
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JBush: One of the things that have been dramatically coming across here is 
how important the application is.  That said, they also have the FDA… that’s a 
whole different situation than what we have in security.  It gets down to 
diagnosing human situations, so we really have to look at the application. 

RN: That’s very true. 

DA: One of the scary things about this is that the computer has no medical 
knowledge.  It’s just going on ground truth.  Why can’t we outsource image 
interpretation? 

Homer Pien 

HP: I am going to go through a whole bunch of examples.   There is no 
substance to my talk but some generalizations that I want to point you to.  
For our purposes, we do not ask the generic question, “Does this patient 
have a disease?” This is what we’re asking the automated systems to do.  So 
knowing the amount of contrast we put in, we can now start to model, get 
perfusion parameters, etc.  This is also under the assumption that there is an 
increase in vasculature & corresponding blood flow for cancer cells. 

With MRI, what we’re primarily sensing is water molecules.  We can actually 
tell the direction of movement of water molecules.  Then what you end up 
getting is, if you picture a garden hose, most of the molecules are going to be 
traversing along the length of the hose.  So we form a 3-D topography 
picture.  As this thing rotates, you’re going to see a hole.  That’s where the 
tumor was.  Through this technique, we’re able to see the result of the 
neuronal regeneration as a result of shrinking tumors. 

The point is by combining 5, 6, or 7 different channels of data, we get a much 
better idea of how this treatment is working for this patient. 

PET Imaging: You try to inject positron emitters into the body.  So this is a 
positron emitting fluorine.  We then inject this into the body – anything in 
the body that sucks up glucose is going to take that molecule in, like cancers, 
which are hyper-metabolic.  We can then scan for the emitters.   

Summary (slide) 

In essence, TSA doesn’t have the luxury that we do in terms of long imaging 
times personalized to condition of the patient.  We don’t use the same 
imaging and sensor fusion techniques for every patient, “personalized 
medicine/imaging.”  So, to what degree can we act similarly on the security 
domain?  Maybe there are various triggers that say, you should be scanned 
with x-ray backscatter and maybe not. 
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Lastly, the community of people working on medical imaging is huge.  Not 
just because the science is compelling, but because all the advances have 
taken place with open, peer-reviewed literature.  The cream floats to the top 
and best practices are defined that way.  I don’t know how well that 
translates to the security area.  However, in the medical area there are still 
numerous safeguards/privacy guards in place. 

GZ: What source (??) 

HP: Less energy, you’re going to get fewer signals.  We were using a simple, 
seamless, orthogonal CT. 

GZ: We don’t know the linear attenuation of the object in the bag.  But we do 
know the linear attenuation of explosive.  Will that help? 

HP: My gut says yes.  So we can do a gut testing explosive. 

GZ:  But we do that when we do the classification. 

HP: In some form, yes, you’re absolutely right.   

Meindert Niemeijer 

CC: I couldn’t distribute MN’s paper because of copyright issues, but it’s well 
worth reading. 

MN: My main work is in screening for eye disease.  I think there are many 
parallels in trying to automate this screening, but today’s talk will be on the 
more general idea of combining computer-aided detection systems. 

So some algorithms don’t seem to work very well, but in combination they 
yield a lot of information.  It’s unlikely that a single system will be the best 
for any particular class.  It’s likely that many of these medical conclusions 
could be adapted for the security domain. 

To give you a bit of an idea about how performance increases for the 
individual systems, the sold lines represent individual systems.  The best 
combined system is this dash line.  The performance difference between the 
best single and combined system are statistically significant.   

DB:  Do you have an opinion, if we ran the following test, if we ran an 
iterative test and a _________ test, what do you think would be the best, single 
or cumulative test.   

MN:  It is easy to try a whole bunch of them.  The sum  rule is the safe choice. 
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Mark W.:  Did you look at the difference between types 1 and type 2 
classifiers?  

MN:  No, we didn’t.  We treated them as a black box and didn’t analyze the 
output.  We could have boosted the results even better. 

Presenter: Jeremy Wolfe 

JW:  If true fusion is sensor A informs sensor B then I am only going to 
remind you that sensor Z is the human observer.  How can the user make 
use of the results;  a human has to use the sensor results until you can 
automate the whole process.  Today’s talk is one math problem, an old joke, 
and the uses of an analog CAD.  Suppose you have a decent DAC system.  If 
you false alarm 10% of the time, this is similar to current systems you see.  If 
you use this for screening mammography or baggage.  Disease prevalence is 
.003%.  In 1000 case yields you get 3 positives and 110 false marks.  People 
don’t respond  well to low prevalence signals.  Even if you have a nice CAD 
system, if it is being applied in  a system where what you are looking for is 
rare, the human will often miss it.  You could move the CAD criterion.  1000 
case yields equals 10 false marks.  PPV .17 but you are missing 40% of the 
targets.  Summary, the math and the human search engine are working 
against you.   Observers found about 80% of the mark without CAD and 
almost 100% with CAD.  The problem is the targets not marked are missed 
more frequently.  The use of analog CAD combines with peoples’ visual sense 
to give valuable added information.  It is another signal which can be fused.  
Concludes remarks by restating three main points. 

Presenter: Donald Brown 

DB:  There are five recommendations in the report but I will give you a 
couple.  The bottom line is you have to do the systems approach.  I will go 
through the overview of the report.  Bear in mind, this study is four years 
old.  Transportation security needs included hijackings and terrorist threats.  
There are multiple points of vulnerability including planes being shot at 
from outside of the airports.  Shortcomings of existing systems include 
number of EDs, the stand alone nature of detection systems, access-control 
are stand alone systems, and the vulnerability to coordinated attacks. 

MBS:  I don’t understand why coordinated attacks make the system more 
vulnerable.  I don’t really understand how fusion would help this.   

DB:  I will get to this point towards the end of my talk.  We had to define 
terms including data sharing, data integration, data fusion, decision-data 
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fusion, and parametric-data fusion.  I am going to argue the last is very close 
to what was discussed in the medical talks today.   

Three reasons for data fusion include improve detection accuracy while 
decreasing false alarms, reduce footprint at airports, and reduce labor costs.  

Steps in data fusion include data preparation (putting it into a form that will 
enable fusion), data association (linking, correlating, or aggregating data in 
time, space, or other relevant dimensions), and estimation of prediction( 
current or future state assessment).  Decision vs. parametric data fusion.  
Gives example of fusion approaches.   

Current efforts at the DoD-automatic target recognition, joint surveillance 
and target attack radar system, airborne warning and control system, all 
source analysis system, horizontal fusion, advanced research solutions.  
Current efforts in private industry and transportation security 
infrastructure for data fusion, data integration, data fusion (SUB-DAX 
Fusion) 

Opportunities for data fusion-systems engineering for data fusion.  If you 
had to look at the reasons why the DoD fusion efforts failed it boils down to 
bad systems engineering.   Baggage screening, pre-screening of passengers, 
etc. 

 Day 2:  May 4, 2011 15.2

MBS: I have the pleasure to introduce David Luzzi, our Dean of Engineering.  
He would like to say a few words. 

DL: I would like to welcome you to NU.  We seek to be a true partner to the 
government and security on several levels throughout the college.  I 
welcome you to the college and hope you have a tremendous conference and 
workshop.  Just let us know anything you need we will do our best to get it 
done.  Thanks to the staff. 

Carl Crawford – Day 2 Objectives 

CC:  Is there a need for a tutorial on the technologies alone? 

TG: Given the physics presentations… 

(1/2 of audience raises hands to indicate interest) 

CC: ADSA06 will be Nov 8-9.   

ADSA06 (slide) 
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Tim Johnson 

TJ:  I am a spectroscopist, a physical chemist.  I don’t really have a dog in this 
fight – I think Raman spectroscopy is potent but I don’t think it’s the be-all-
and end-all. 

I will tell you honestly, Raman can’t do everything.  (Shows Standoff Raman 
pros & cons slide)   

Raman has achieved to a great degree the smaller, quicker, faster, cheaper 
achievement and standoff detection has been realized.  One other con – it 
can’t analyze metals, because metals have no vibrational spectra.  However, 
it’s not just that it can do one type of chemical – it can do all of them. 

CC: Is it too sensitive? 

TJ: They’re all just chemicals, and each chemical has a unique spectra. 

DB: What if it’s in an aluminum can? 

TJ: Practically, no, the power of the laser required would make it logistically 
impractical. 

DB: Opaque plastic? 

TJ: Depends on how thick, which plastic, essentially the transmissivity of the 
plastic to this particular wavelength. Con to remote standoff sensing – the 
lasers are very powerful and you don’t want to be anywhere near them.  THz 
has really come of age but struggles remotely. 

MBS: THz doesn’t have the specificity, I think, that Raman has. 

TJ: THz does well with crystalline materials, not so well I think with 
amorphous materials. 

(Long technical explanation of standoff detection laws) 

Accurate wavelength calibration is a concern for both manufacturers and 
practitioners of the art.  The takeaway message is, you need to calibrate the 
relative intensity response. 

So Raman.  Not the be all and end all. (Reiterates cons) But for chemical 
detection of liquids and solids it does very very well and standoff has been 
proven. 

TJ: I need to put as a caveat that chemical detection does depend a little bit 
on the strength of the Raman signal. 

Algorithm Development 
for Security Applications May 2011 Workshop

153



??:  Can you comment on the utility of the cars (??) 

TJ: There has been some talk about this.  The beauty of (??) that is very 
exciting for me is that it is in sync with the outgoing laser beams (didn’t 
catch).  This is a very exciting technology.   

Bill Baukus:  Can you talk a little bit about the quantity of the material you 
can see? 

TJ: micrograms down to nanograms easily, given a powerful laser.  Of course, 
there are mechanical issues – keeping optics aligned – and it’s a little easier 
in the lab than the real world.  We really only need about a milligram to get 
great reference material. 

Mathematics of fusing systems 

Sondre Skatter 

SS:  Conclusions (slide) Need a shared quantitative framework to make 
detection systems interoperable, a common mathematical language. 

(Technical explanation) 

The goal is a data fusion framework. (Slide) 

CC: So you’re missing a circle here, which is that you have to make money, 
which is probably bigger than anything else. 

SS: Right, but we can make money and do this. 

Ontology (slide) as applicable to connecting classifiers 

(Technical explanation) 

SS: So there’s a difference between someone examining the available 
evidence and concluding that two sides are equally correct/incorrect, or not 
making a decision due to lack of evidence – even though they result in the 
same effect (inaction, indecision). 

(Algorithm explanation about Bayesian adaptation) 

MBS:  How do you come up with the probability of the bombs?   

SS:  That is what this slide is (Computing the likelihoods P (X|Ei) ADSA06 
(slide)-slide shows two examples.   

Martin Woolf:  You have to be careful picking your priors otherwise you are 
going to bias it. 
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SS:  I agree with you.   

Don B.:  The next step is to look at phase risk, have you done that? 

SS:  No.  Basically you measure the risk and whether you alarm or not is 
based on the overall risk.   

DB:  If you don’t measure the risk though you will have a problem.   

SS: Here we model a histogram and compute the probability.  Serial Update 
of the Risk Values ADSA06 (slide) I know I am running out of time.  One 
more slide and I’m done.   

DAC:  One of the assumptions that it seems you have is you have conditional 
dependence, what happens if you don’t find it? 

Presenters: Ken Jarman and Nat Beagley 

KJ:  I am going to talk about the “gotchas” and some case studies.  
Conclusions, probabilistic integrations provides a versatile functional 
sensors doesn’t always help on method that outputs an intuitive likelihood 
of threat. Integrating nominally orthogonal sensors doesn’t help.  A lot of our 
work is in the area of national security.  One thing we didn’t mention is 
PNNL is in eastern Washington State.  Probabilistic Sensor Data Integration 
what we get from characterization studies is probable output.  We 
characterize a probability distribution of whether or not there is a threat.   
These rules take us from a likelihood of a threat for what we have to what 
we don’t have.   

CC:  How do you go from the sensor? 

KH:  I think of the sensor as the whole package which includes the human.   

CC: And this leads to a decision.  

KJ:  It could be a binary yes/no.  If we have coordinated data allows you get 
rid of the conditional dependence.  If you don’t have enough data you can 
incorporate modeled data.  This is particularly useful in a design system.  
Downside is the Bayesian requires some choice of prior threat probability 
which is challenging for extremely rare events.  Another downside is 
conditional independence assumptions.   

Case Study: Large Event Spectator Screening ADSA06 (slide) 

 This is to illustrate one of the ideas here.  We looked at training data for a 
large event.  Seasonal nuisance factor was introduced we had to adjust our 
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data for this.  Here is the ROC curve for the three sensors.  These are 
coordinated sensors and we could use conditional dependence.  Looking at 
the overall error probability, lower is better.  You can see that sensor 3 is 
insensitive to the environmental but sensors 12 and are very sensitive.  This 
suggests that how you integrate depends on seasonality and you might have 
to throw out some of the sensors.  You have to tune the system. 

NB:  Case Study: Fusion of Classifiers Detection of Tularemia ADSA06 (slide) 

This case looks at introduction of a lethal virus  and looked at it from 4 
sensors.  I will go over this quickly as it’s been gone over by prior discussion.  
(Goes very quickly, tough to keep up).  These are very different data types so 
we had to use different algorithm types.  We modeled each individual sensor 
and came up the probability for each class.  I won’t get it; no specifics now.  
This is a MatLab program I wrote.  You have 4 instruments looking at this 
threat.  You can see the results of adding and subtracting the sensors and the 
results range from 80% down to 44%.  What is happening when you break 
down the data is  

CC: Did you know they were non-orthogonal a priori? 

NB:  No. 

??:  Could the priors been wrong? 

Patel:  Are they averages for one sensor? 

NB:  The % is the weighted average for the samples; it does’t break it down 
by class. 

DAC:  I guess sensor fusion doesn’t work at this level.  You don’t have 
independence at this level. 

NB:  True. The whole point is you need to be careful and not assume because 
you put two sensors together that you get a better result. 

Strelstov:  The system is built to get a result….I think this is what you want to 
look at when you go back. 

NB: I am not going to argue with you.  The other point I wanted to make with 
this data if you look at these three sensors together you get a better result.  
When you incorporate the fourth sensor in an integrated way you do 
improve the system even though you the fourth sensor doesn’t seem to be 
useful. 

SS:  This is what happened with the Netlfix $1 million algorithm contest. 
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MBS:  What is coming through to me is the design of the system a priori is 
that data is orthogonal is needed, if you don’t have this understanding, this is 
what we should go into here. 

NB:  That is what this slide is about (Algorithm and Data Considerations 
ADSA06 (slide) and The Data Reality: ADSA06 (slide) 

Presenter: Larry Carin 

LC:  Good morning, I am going to discuss Compressive analysis.  My 
conclusion s as shown on this slide  is that low-dimensional signal 
representations can and may be sued to mitigate the curse of dimensionality.  
Outline ADSA06 (slide) 

We will show compressive sensor modalities at Duke U..  Dictionary learning 
and decompressive inference.  David Brady is leading a DARPA program 
which the goal is to build a 50 Gigapixel camera.  This picture is from a 2.4 
gigaipixel camera.  We are also working on coded aperture Raman imaging.  
To give you a sense of what can be done, this is a compressive measurement 
of a hyperspectral image.  When you do the inversion properly this is what 
you can do (slide with no title but with 23 images).  These are state of the art 
results.  Moving on to analysis.  We have been working with United 
Technologies Research Center (UTRC).  We have just delivered to them a 
GPU implementation of 32 frames in less than a second.  This is .5% of what 
a conventional camera can do.  OTC is interested in fire suppression imaging 
from a distance.  We are doing CS conversion in real time.  They are going to 
put this into a real camera.  What I am going to talk about now is what we do 
on the math side.  We have been looking at a lot of things but first to give you 
a sense of what we can do is you can exploit a low dimensional structure.  In 
the first image 80% of the RGB pixels are missing so we can recover them.  
How do we do this?  We break the image down into an 8x8bloock.  

Collaborative Filtering ADSA06 (slide) 

Collaboratively we can uncover the underlying dictionary so we can recover 
the image.  It is similar to the Netflix problem.  Though it is massively under-
sampled we can recover the image.   

Hyperspectral Data-2% Observed at Random (slide) This shows you the 
recovery we are able to do.   

??:  Is your dictionary still to be built? 

LC:  Yes.  There is a tradeoff if you make the patches too big you get spectral 
smearing.  For those of you who know HSI data, that is not the point.  One of 
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the first things when working with NGA is though the pictures are nice what 
matters is material characterization.  Mapping (slide).  Here we measure 
100% on left and 20% on right.  We can get the same material 
characterization while collecting a massively reduced amount of data.   

Non-Gaussian Noise (slide) 

Foreground, Background & Tracking (slide) 

LC:  This is a scene at an intersection in Atlanta.  This is our extracted 
background and foreground.  You can see that we can extract the weak 
outliers pretty effectively.  This is a truck moving slowly.  The algorithm 
incorrectly thinks it is part of the background.   

The heart of our work is dictionary learning.  What we are working on is 
geometric wavelets.  What we do is take a dataset and do a multi-scale data 
decomposition.  What we show here is a course defined representation of 
the digit 1.  This is a data agnostic approach.   Last thing I am going to 
discuss is POMDP.  We are asking how do we collect the data in the first 
place.  We do this with the POMDP.  Partially Observed Markov Decision 
Process (slide). This model is work we did that is about 6 years old on 
landmine detection.   

Summary/Conclusions (slide)-reviews this slide that he started presentation 
with.  

Marcus Schiefele: Does your under-sampled image have to be under-
imaged? 

LC:  There is nothing random about the sampling itself.  Once it is designed, 
it is fixed.  It is proven to be optimally random.  Compressive sampling is in a 
way rather old.  What the CS community has done is do what engineers did 
ad hoc in the 1940s.  

SW:  In terms of these scanning machines a lot is done before  the operator 
sees the image, do you have to go straight to the raw data? 

LC:  We are data guys, we will take what you give us.  Typically decisions are 
taken early on that affect the process down the stream.  You have to make 
compromises you don’t want to make.  With CS you can reduce the 
compromises and hopefully make better inferences.  

Presenter: David Perticone 
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Summary: Two detection systems are cascaded when both are required to 
alarm to reject an object.  The outline is a brief discussion of probability and 
example studies of ?????????? 

Cascaded System Architecture (slide)  

Illustration with 100  Bag Set (slide)  

White boxes are goo and white is a miss.  The last box is where the sets are 
combined.  What is the worst case?  None of the misses overlap on the same 
bag.   

Maximum Detection for two P=0/.9 systems.  If the systems are perfectly 
correlated.  As a reminder we make the CTs and also AT which have a higher 
performance than human.  We are trying to move our expertise into cargo.   

Break 

Enabling Technologies 

Michael Barrientos and Ritesh Patel 

MB: We are trying to create the ability for better throughput and better 
utilization of the workforce.  We have been able to enhance and integrate 
technologies into a common display format.  Our current goals are to refine 
the system – we currently have a working project that can actually go out to 
the airports.  With that, Ritesh Patel [will continue speaking.] 

RP:  Our main expertise is in systems engineering and integration.  We’ve 
been working on this integrated checkpoint project for a year and think that 
the System Engineering Approach is the key to an integrated solutions.  We 
are focused on building “systems of systems” and remembering that the 
checkpoint is a decision process with a human factor.  As you fuse data, 
complexity increases. 

CC: What is a TSO? 

RP: Transportation security officer; the people in the airports.  ICP Logic and 
Relevance (slide) 

Now you tag a particular bag, allowing access to it in several areas, 
essentially sharing information, if they need to collaborate they can do that 
over the system as opposed to interacting with the passenger.  So all of this 
data needs to be integrated within the checkpoint context, whether for a TSO 
or for an automated system. 
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Once we had our prototype built, we engaged in several validation sessions.   
We had TSOs participate, use the system and give us feedback.  With that we 
were able to make some changes and incorporate their feedback into the 
system. 

ICP Demo Layout (slide) 

A key difference is that we have a divesture station.  Most passengers don’t 
divest properly, which creates problems later on in the cycle.  So once a 
passenger enters, that information is correlated into the system.  The key is 
to keep the passenger moving and not stop them if they fail at any one of 
these points.  The information is recorded and all of that info is then sent to 
the innovative display.  So at the end all the information is provided to the 
TSO in a cumulative fashion to allow them to make the decision, this 
passenger passed/failed.  I it’s a fail, they will be passed on to a secondary 
operator to allow them to have more information about the results and 
analyze their further decisions. 

The integrated display is what the TSO would see.  (Integrated display slide) 

??: How are you associating the bags with the person? 

RP: Through a bar code.  What happens is that each ticket has a unique code 
that will allow for “tagging” of the carryon items to a specific person.  We 
went to the bar codes because they were the easiest solution at the time.  
There are several ways you can do this. 

??: What about divested items? 

RP: They will be put into a bin and each bin will have a pre-marked bar code.  
There are also systems like the AT (?) where  X-rays that can be integrated 
into the bar code.  They’re not now, but they can be.   The advantage you get 
in throughput is that if the first passenger has a failure, the second 
passenger is stuck.  In this model you can divert a passenger. 

So now the secondary operator does not have to consult with the first 
operator.  They can see all the information that the first operator has.    In 
conclusion, we are working at TSL integration cycle right now and there is 
an opportunity to explore and incorporate some of the algorithms you are 
working on into our prototypes. 

ZY: What’s your projected increase in throughput? 

RP: We have an incomplete model, based on initial data it looks like a 20-
25% increase in throughput. 
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MBS: Is that a marginal increase, a solid increase? 

RP: I think with new ATRs that would automatically identify threats, which 
that number would increase significantly.   

ZY: So what’s the increased cost associated with the increased throughput? 

RP: I don’t see that there’s any major cost increase.  We are not training 
remote personnel, we can better utilize the workforce or even reduce it with 
remote screening.  So there might be some increases based on changes you 
have to make to the system, but that’s happening already. 

RN: One of the problems in the medical field is misidentification of data.  I 
don’t know how it happens but images get mislabeled, and you will need to 
work with that. 

RP: We thought the easiest thing was to look at the bar code on their ticket.  
Of course one person could give their ticket to someone else, but that’s 
where photo ID comes in. 

RN: I’m not saying you need to come up with a solution, but you need to 
think about it, because it will happen. 

CC: What if I forget a drink in my bag? 

RP: In the current model, I’m stuck behind you, I lose two minutes or 
whatever.  In this system, you’re shunted to the side and I proceed. 

CC: Can this work practically in terms of tracking all these people? 

RP: Currently, for scanning, if there is a threat on your body you are patted 
down, wanded, etc.  But if it’s in your bag, the procedure is that you need to 
remove it and rescan it. 

CC: But the whole concept of operations doesn’t necessarily get fixed by 
putting it on the display. 

RP: It depends on how big the queue gets.  Thus far our model is limited and 
we can effectively maintain up to 3 passengers in the secondary queue. 

JW: I think you raise a lot of good questions Carl, some of which are already 
addressed.  Ultimately, we believe by modularizing and standardizing these 
processes it will allow us more flexibility and autonomy to deal with these 
situations. 

Suriyun Whitehead 
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SW: I work at S&T and I’m presenting DICOS on behalf of program manager 
Doug Bauer.  DICOS is Digital Imaging and Communications in Security.  
We’ve talked a lot about fusion integration and it’s going to take some time 
to work our way through it, but in order to do it we need to figure out how 
to get the data from point A to point B.  We think developing standards the 
way they do in the medical industry is a good idea.  This is about a standard 
way of doing things.  It’s all about information sharing and it helps system 
integration. 

This is one of the mechanisms that can be tapped in to help with TSA 
initiatives.  To date we’ve had version one released of the standard, and it 
covers checked baggage and hand luggage x-ray, specifically CT and DR 
related modalities for apps. 

Now the checkpoint is limited in square footage which limits what’s being 
accomplished.  Each of these systems speaks its own language.  We’ve got 
multiple operators/stations and it’s all tiered.  There are a lot of things we 
already have like video etc that we want to integrate to get unified view.   
Need to do more of hooking up systems to get into one place.  So it’s a 
common language.  As air travel is set to increase, we need to do a better job 
of leveraging the resources that we have.  With respect to leveraging DICOS, 
there are a couple different initiatives (slide). 

Everyone is at this conference to see how they can contribute to this space.  
We’re looking to tap into that, whether it’s connecting directly with a vendor 
or plugging models into our system.  So you may need to select specific 
algorithms to apply, slow down a machine.  You need some sort of interface 
to apply to do that.  DICOS Interfaces (slide).  So we want standard formats 
for these things so we don’t have to re-translate it for each vendor, etc.  This 
is a process of continuing improvement.  So instead of visual representation, 
perhaps algorithms work in a different signal space.  We tried to follow the 
medical model of where DICOM is today with images and ATD results. 

Status (slide) I should mention DICOS is really focused on the application 
layer.  It sits on top of all the other DICOM transmission pieces.  It doesn’t 
mean it has to be like that, but it needed to be that way to get off the ground 
really quickly.  We’re developing DICOS v2 , developing AIT related now.  
They’re on about 12-18 month cycles for release of the center. Summary 
(slide) released a slide of DICOS testing tools for testing and it is available 
from NEMA committee or from us.  John Bush over there, Battelle developed 
those tools to do that so you can pick his brain. 
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HP: DICOM has a communication structure with a not insubstantial.  You 
talked about a scenario with different TSOs at different airports potentially 
sharing bandwidth.  How do you balance the increased overhead of 
packaging information, bytes, real-time communication channel with this?  
There are embedded files that have to be parsed, etc; adding 3-4 seconds 
becomes significant. 

CC: I don’t think you’re right and I don’t think we should talk about it here. 

PSiegel: Coming from a space background, I am unnerved by push toward 
larger integration with less autonomy, knowing how unreliable 
computers/networks.  What happens when something goes wrong in some 
part of the network and everyone in the entire queue is stopped dead? 

??: Absolutely there has to be a backup solution, you just can’t have the 
whole network go down. 

GZ: That’s why we still have the TSOs at the checkpoint.  Computer doesn’t 
work, TSO takes over.  We are not doing operations on people based on the 
image on the scanner.  The backup is still human beings.  I don’t see this as 
being a critical point of failure. 

PSiegel: Do the TSOs really have that authority now? 

GZ: Of course! 

JB: The important thing about all this, is you have to have a credible backup, 
no matter what you do.  Those credible backup procedures and systems will 
be identified.  There’s also a blip – it can’t be too good.  So the organization 
has incentive to keep the primary system working. 

SW: And yes, it’s not the silver bullet.  It’s one approach to try to explore how 
to do things a little differently.  We have a lot of analysis on this, because TSA 
is constrained by the size of the checkpoint and air travel is set to increase 
massively.  I’m not laying out a perfect CONOPS, I’m saying these tools are to 
be leveraged as we work on a CONOPS.  This is about making options 
available to our customer, who is trying to find ways to screen efficiently 
and effectively. 

LPerron: Can you expand a little bit on the DICOM testing standard in phase 
2? 

SW: #1, NEMA  is taking inputs from anybody if anyone would like to test it.  
There are offered testing tools at Battelle. 

LP: They’re more for individual components of the big picture. 
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SW: They’re also testing different transmission scenarios.  We want to make 
sure it’s robust and fits the networks that are out there.  We don’t want to 
require huge new systems just to get started. 

DB: Maybe the sequence of the last two presentations have led to a loss of 
emphasis on what we’re tryinging to do here with DICOS.  I don’t want 
people to lose focus on the fact that when we started down the DICOS 
development path, our purpose wasn’t to pursue integration, it was to 
pursue participation and increased innovation with increased ID of threats 
and fewer false alarms.  That’s a different value, integration, than what 
motivated us in the first place. We can’t be blind to efficiency gains and 
lifecycles cost but it is not the main motivation with what we are trying to do 
with DICOS.   

SW:  What I said was that TSA plans to adopt risk-based screening methods 
that will tailor it to individuals with suspicious behaviors. 

DB:  On a bag by bag case? 

SW:  I don’t think they mentioned how. 

DB:  The administrator made that comment because he said why is each 
person subjected to equal screening?  A six year old girl for example?  The 
administrator was reacting to this question; this is the context.   

Presenter: Carl Crawford 

System Requirements and Testing 

CC: Essentially I wanted to discuss the environment in which equipment is 
procured and how this affects fusion.  The bottom line is the environment is 
really set up for fusing.     

Detection Requirements (slide) 

Other Requirements (slide) 

CC:  There is networking to support remote viewing stations.  There are no 
requirements for confidence level of a threat.  Testing is all done in Atlantic 
City at the test facility.  There is no place to test sub systems for fusion.   

TSA Deployment (slide) 

TSA acquisition is based on multiple stand alone technologies such as shoe 
scanners, 
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What has to change going forward to support fusion? Networking has to be 
enabled.  We have to be able to control the system, change the priority.  For 
ATR we have to be able to adjust the confidence level.  You might even have 
to classify the type of threat.   

TSA Changes (slide) 

Procurement has to become fusion centric.  Fusion in the field would have to 
happen.   

Testing (slide) 

TSL might have to start testing components separately.  You would record 
strength and weaknesses then compare. 

HM:  It all depends what the requirements are. 

CC:  You can’t test all fused permutations.   

Possible Issues (slide) 

You will have to put multiple vendors at the same site.  That is it.  Any 
questions? 

?? From TSA: In your No Requirements For slide, you mentioned about not 
having a requirement for a knob.  There is no requirement for knob per se 
but there is a requirement for multiple algorithms.    I just wanted to 
mention. 

Presenter: Doug Boyd 

DB:  All of my images are sourced from the internet. I am constrained by 
what I can discuss.  We are developing algorithms for TSA.  This includes NII 
(non-invasive inspection).  It also includes a common workstation which 
connects to all types of airport imaging equipment, the DICOS network, ATR, 
and fusion (both mental or algorithmic). My conclusions are ATR can 
become competitive with human observers.   

History of TSS (slide) 

MBS: Who are your customers overseas? 

DB:  The first was Israel, the second was Great Britain, and the third was 
France.  China and Europe would be our biggest customers I would say. 

ATR Methods (slide) 
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There are three steps, reconstruction, dual-energy, segmentation and 
classification.  Before you can include this you have to have many views.  For 
2, 3, and 4 views we use discrete reconstruction. This works incredibly well.  
In the medical world there is a common workstation called the PACS.   

HM: Have you thought about/merged the techs? What would your 
comments be on that? 

DB: The answer is no, we have not fused them.  Our common workstation 
does bring all the data into a common box and what we’ve talked about 
could apply to those images in this box. 

MBS: In this difficult funding environment, how is this affecting your 
company as a small 3rd party vendor? 

DB: When you’re awarded a large contract, you have to ramp up to that 
contract – space, staff – when the contract is then canceled you have to 
divest.  So that always causes a certain amount of destruction. 

XF: Are your colors based on classification or? 

DB: That was ad hoc.. None of the above. 

Luc Perron 

LP: The security world is very reactive and we haven’t done any business so 
far in the US… we’re a Canada-based company. (Optosecurity). Started 
operations in 2005 and given challenge by transport Canada to detect guns 
in X-Ray images. 

We don’t necessarily want to replace TSOs or screeners, we want to provide 
a system for them.  So what we are providing is a decision support system.  
From out challenge we have the world’s largest x-ray library of handguns.  
Now the x-ray itself is not necessarily helping us very much because of 
geometric distortions, meaning that the location of the gun in the bag makes 
it look completely different.  Now scanning on different scanners the result 
can look completely different depending on the speed of the scanner belt or 
the sampling.  So you have to go a little deeper than that. 

So we decided we really needed to work with the raw data.  There was no 
DICOS so we created our own format.  Now in order for us to work with 
multiple vendors we have to be as open as possible.  When we capture the 
data, we capture it on memory there, and then when we store it it’s a TIF.  
What this means is the same raw data coming from 4 different 
manufacturers look exactly the same.  Of course not all X-ray machines have 
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the same specs, but they work from the same theory.  Hence, it works with a 
normalizing formula. 

So when we do automated detection, we need to put things in context – 
especially for the liquids.  It’s very easy to distinguish between organic and 
metallic, but trying to distinguish between a safe and unsafe liquid is a little 
more complicated.  So we need to measure density.  But liquid I s never by 
itself – it is in a container.  So we need to figure out what the bottle is made 
out of, its volume, its density… and we need to do all this within a second or 
two.  We convert an X-Ray image into a full 3-D model.  A single view 
machine can even be supported through this. 

So eVelocity is our project.  Solution Overview (slide) 

So with our web-based remote monitoring, we can show images that are 
coming in live.  This is not R&D, these are images coming in live, already 
deployed in an airport in Europe.  Lessons Learned (slide): What we need is 
predictability and reliability, and we’ve proven we’re able to do that.  For 
DHS/TSA – US acquisition rules do not encourage innovation, because it is 
defined for large corporate companies.  If you are outside the box, there is no 
room for you.  You need to do something about it, especially if you want to 
do fusion. 

Dan Harrison: The bags you’re scanning real-time, is this supposed to be 
accomplished in an airport? 

LP: Yes. 

DH: Can I have them? 

LP: Yes… for a price. 

CC: How do you get these images? 

LP: The images we scan in a lab are ours… that is what I showed you.  The 
images from the airport are… the airport’s. 

HM: Does the airport allow these to be shared? 

LP: Yes, with approval.  Most airports agree – we’re helping them, so they let 
us use the images.   

(Certification question) 

LP: When we certified our machine there were three different certifications 
on 3 different platforms.  We are built in on 2 and an add-on on 1.  On the 
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last (Smiths) it’s the combination of the 2 that got certified.  They never 
helped but they never put in any stumbling blocks either. 

RD: You said in order to have efficient ATB, you require predictability.  
Predictability of what? 

LP: The way we run it, we are simulating different scenarios.  For example, 
we need to understand what we’re producing as an output.  We need to 
know what hydrogen peroxide looks like to recognize it.  So far we have 
been pretty good at predicting, so we’re running thousands of text cases, 
automatically, over and over again. 

(Brief argument about who was first to collect liquid data) 

There are standards about image quality, it’s a qualitative assessment.  The 
raw data is exactly the same.  Of course for viewing, the colors are a little 
different, but… 

??: Is there a daily check of the system? 

LP: The X-ray is the same, on the (???) version it’s up to the vendor to do 
that.  It’s just on the algorithm side that we need to do some validation. 

Derek Bale 

CC: We’re jumping to photon counting because it is bringing potential 
additional features in medical imaging.  We want to find out if it is applicable 
to security. 

DB: This technology is beginning to realize its potential.   Conclusions (slide) 

Presenter: Harry Martz 

Review, Next Step, and Discussion (slide) 

HM:  One of the takeaways is it is not clear what fusion means and what to 
fuse. 

MBS:  It really comes down to, “Would it make sense to create a fusion 
experiment and then collaborate on the results of that experiment?”  
Specifically because we helped to create it.  Some of them have been 
algorithms, con ops, and others.   Maybe TSA can help launch such an 
experiment and then we could iterate it. 

HM: Comments on that? 
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??: If you think about con ops it could talk about where we want to be in 5 
and 10 years.  Getting back to MBS’ idea, you’re exactly right, we can say, 
“Where are we in relation to where we want to be?”  Where I think you end 
up is thresholds and then we can get to a common lexicon and all the other 
stuff. 

HW:  In the military, they make a distinction between sensor fusion and data 
fusion.  So it makes the problem easier, I suggest split it between the two. 

HM:  So you are saying divide it between sensor fusion and data fusion? 

HW:  Yes.   

DAC:  About 18 years ago, the JDL hierarchy was created.  In many ways we 
are at the lower level of the hierarchy.   

HM: So you are saying apply this to TSA’s problem. 

DB:  I was on the panel that created this.  Some people suggested that this 
hierarchy was too overarching.  There was actually a fifth level.  It may be 
time to revisit it and bring it back in.  There has been some discussion in 
DoD as to how much this helped or hurt. 

HM:   

DB:  The problem was it tended to pigeon hole too much.  It tended to cause 
people who were creating solutions to segment and the people who would 
use it don’t want it segmented.  They don’t want piece meal solutions.   

CC:  Were they driving to solve a level or a specific problem? 

DB:  Level-that was part of the problem.   

DAC: When we talk about cube fusion, we talked about things at a much 
broader level like trace or QR.  How do you bring this together within 
architecture?   

HM:  Don, can we ask what you think of this?  It is very important to get your 
feedback. 

TSA rep.:  A couple of thoughts.  I talked with someone about whether TSA 
wants fusion.    As the smaller steps are taken we need to figure out how 
these fit into the larger steps.  As far as the comment as TSA needs to figure 
out what they want, I totally agree.  We need to discuss more with more 
people from the community like here.   

HM:  Next slide-Takeaways Continued (slide) 
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Emerging technologies could be deployed with deployed technologies, other 
emerging technologies, and humans.  For technologies discussed in the 
security and medical areas, there was too much focus on strengths, not 
enough on weaknesses, and both are needed to enable ideas on fusion.  
Comments? 

MBS:  If you are going to discuss this you have to focus on the physics.  You 
can drown in the details but at the same time you can lose site of the details.   

HM:  We didn’t lose sight of them discussing the strengths.    At one meeting 
about CT a participant said at the end of it  that we talked as if CT doesn’t 
work. 

RK:  Two projects with regards to humans.  One system delivered to TSA is a 
pilot study on ATRs and how it affects the screeners (didn’t get second 
project). 

Martinez:  I wonder if you want to do a study as to how the workflow will 
affect the screeners.  I work in the medical area and …. 

TSA Employee:  The way TSA deals with it is we try and recognize it and deal 
with it as an issue.  We make a record of what we observe.  It is certainly not 
exhaustive approach.  

Martinez:  I’m talking about ROC curves.   

HM:  You are talking about a new assessment area.  Are we getting feedback 
from the operators and figuring out what would make their job easier. 

Yellow sweater:  It is important to recognize both medical and security are 
trying to get better.  They are very different but at the same time there are 
solutions we can try to adapt.   

HM:  I was looking at it not directly but indirectly.  How did things not work? 

Yellow Sweater(John???):  Medical has been working with CT since 1972 and 
they didn’t standardize until 1994.  22 years.  They are kind of our big 
brother.   

Robert N.:  I agree with John.  I understand what you are saying about 
strengths and weaknesses but I don’t understand yours and you don’t 
understand mine.  This forum isn’t the right place to do this.  We need to sit 
down with our counterpart and figure this out.   

HM:  If this is important enough to the government they need to start this. 
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CC:  WE agree and realize it is very important.  There needs to be 
mentorships.  Eric Houser mentioned it yesterday.  I agree this isn’t the 
forum.   

Purple shirt:  Do we think enough about how the adversary thinks about the 
system?   

HM:  Probably outside the scope of this meeting but it has been discussed.   

DAC:  I think the question raised is deeper.  Are you probing the systems for 
weaknesses?  The systems were made with a certain time in past with 
certain threat in mind.  Most systems are designed with current weaknesses 
in mind.  This is the driver in many ways.  What isn’t working well  can’t be 
found by requirements but by current failures.   

CC: The current technologies work fine.  We want it to work better. 

JB:  I want to argue the current systems don’t work well; not in terms of 
technologies but because they are too slow and are too expensive to work.   

TSA Employee:  We can rewrite the BAA to be more descriptive to make 
people more aware of what TSA is looking for.   

HP:  We could do a Red Team of smart people of how to attack system but 
this meeting is not open to everyone so we can provide this feedback to TSA 
without disclosing weaknesses of system.   

CC: The answer is it can be done. 

Patel: I think Homer’s point is excellent.  We may be able to come up with 
several scenarios the terrorists might come up with but we wouldn’t think of 
everyone thing terrorists might do.  There needs to be a way to incorporate 
the intelligence stream into this process.   

CC:  I will be defensive about not stressing weaknesses.  It’s tough to have 
vendors come and discuss these. 

HM:  I know but this is important. 

Takeaways Continued (slide) 

Mathematics of fusing systems.  There are different places where 
information can be fused, and methods used to fuse information.  It is 
complex math to human fusion.  It is possible to degrade performance by 
fusing systems.  There is no prescription for doing it right.  Third part 
experiences.  Applying their ATR algorithms to incumbent vendors.   
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DAC:  One of the constraints I saw was we didn’t have enough data.  Part of 
this is that we still have stovepipe systems.  We didn’t have the same data 
observed by two or more different systems.  In the absence of joint testing 
we have to make certain assumptions.  This prevents us from fully 
understanding where we are.  This is just the nature of where we are.  We 
need joint data in multiple dimensions that will allow us to mine the data. 

HM:  As Michael said, we could set up an experiment where we decide what 
data we are looking for and decide what we want to do it.   

JW:  Any time you make an assumption – it’s a systems design problem in 
trying to verify that what you are trying to apply will generate positive 
result.  Otherwise, performance degraded.   

??: Some of this jointly distributed data is probably very easy to get if you sit 
down and decide what you need, say, I want to compare this and this and 
this with these factors.  It’s just a little bit of common sense. 

HM: I would agree, say, if you said “this is what we need” we can probably 
figure out how to get them without dealing with a classification issue. 

DM: At what do you want to build in that knowledge base capability while 
you’re developing these systems?  When do you start planning for that? 

TR: I think these are great points that they’re making here regarding getting 
degraded, common sense… on some levels, this is systems engineering. 
That’s what you have to do to solve this problem.  Get the model right by 
taking this from the beginning, lay it out, top down.  But it isn’t cookbook 
engineering; say laid it out, you’ll get it right every time.  It’s not quick, it 
takes some work.  The good news is, if you do it right, it’ll last. 

MBS: I think that one thing that was out of scope – and maybe it shouldn’t be 
out of scope next time – is the human element, like this idea of profiling, or 
the risk element.  It’s probably as amorphous as fusion itself, but by not 
covering it, we leave ourselves a space that should be covered.  Maybe next 
workshop. 

HM: Would it be useful to put out a straw man systems engineering of what 
that is and whether it should be included or not? 

JBush: The point in fact is, it starts with the user.  The user is the driver, not 
some theoretical abstract. 

TG: Right off, we’re talking about two main points, checkpoint and checked 
baggage.  Solving one of those problems doesn’t solve another. 
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JBeaty: So you’re going to start considering the human factor associated with 
measurement.  I don’t think we’ve really spent any time looking at that and 
seeing where we can take it. 

Wrap-up 

Doug Bauer:  We really tried in creating the basis for this particular 
workshop to undertake “reconnaissance work”.  There’s a lot of interesting 
stuff going on here and we don’t quite know what it is, whether it’s in 
reconstruction, new ways we can think about computer assisted diagnosis, 
etc.  But I think what the comments have said as we unfortunately found 
ourselves pressed into time, we got ourselves more and more into a mode of 
presentations, not dialogue, despite the fact that when Carl sent out the 
invitation, he specifically said we want fewer presentations, more dialogue.  
I want to come back to that we have to define the problem that you’re trying 
to solve very carefully.  You have to test and make sure that you’ve still got 
the problem statement right and that it hasn’t varied from when you first got 
into it.  If we take again from medicine the distinction that’s made between 
screening and diagnosis.  Then you dig deep.  Not wide, but deep.   

Example – checkpoint.  Ask how to combine x-ray backscatter with 
quadrupole resonance.  Define the problem and then ask, fusion means what 
here? At what level?  How you do that means you bring a group that can dig 
much deeper than we’ve had permission and capability to dig here.  I think 
until we get to that level, in some safe spot where people can be frank and 
candid about strengths/weaknesses – which were not symmetrically 
revealed here.  My recommendation is we need to think carefully about 
whether we want more workshops or very specific clinical sessions where 
we look at very specific pathologies.  We need to figure out for that in detail.  
We need to do that in a way that protects the nation’s secrets, but we can’t 
hide behind the nation’s secrets as an excuse for inaction. 

MBS: I want to echo the fact that we need to compare apples/apples and 
oranges/oranges.  I think having clinical discussions is a very interesting and 
potentially productive way of proceeding, and then workshops that can 
discuss the conclusions drawn by these clinical discussion groups.  I want to 
thank Carl and Harry for putting together this workshop.  It was a lot of 
effort to bring all these groups together to try and grapple with one of the 
most elusive problems we’re dealing with – can you make it so the whole is 
greater than the sum of the parts?  And the answer is, sometimes you can, 
and sometimes you can’t.  I want to thank my staff for helping to orchestrate 
this meeting and I look forward to the integration phase and then the next 
steps. 
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16. Appendix: Presentations 

This section contains the slides presented by speakers at the ADSA04 
workshop.  The slides appear in the order that talks were given as shown on 
the ADSA05 agenda.  Some of the presentation slides have been redacted to 
ensure their suitability for public distribution. 
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16.2	 Carl	Crawford:	Introduction	and	Workshop	Objectives
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16.3	 John	Reynolds:	Explosives	Review
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16.4	 Harry	Martz:	Existing	technology	overview:	strengths	and		 	
	 weaknesses
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16.5	 Geoffrey	Harding:	X-ray	diffraction	(XRD)
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16.6	 Alejandro	Bussandri:	Quadrupole	Resonance
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16.7	 Dennis	Barket:	Explosive	Trace	Detection	(EDT)
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16.8	 Herschel	Rabitz:	Explosive	trace	detection	(ETD)
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16.9	 Peter	Siegel:	Terahertz	imaging	and	spectroscopy
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16.10	 Guang-Hong	Chen:	Differential	phase	contrast	x-ray	CT
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Conclusion
• System Engineering Approach key to an integrated solution
• Focus on building systems of system
• Checkpoint is a decision process
• Utilize User Centric Design (UCD) principles

- Human factors approach
- TSO task analysis
- Advanced display concepts 

 
Integrated Checkpoint 

Project (ICP)

Presented at ADSA05 workshop 
 
 
 
 

Northeastern University, Boston
May 4th 2011

1 

16.25	 Ritesh	Patel:	Integrated	check	point
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ICP User Requirements
• Capability Shortfalls

• Information sharing environment
• Airport wide linkage
• Dynamic threat model- flexible
• Centralized monitoring 

• Performance Goals
• Threat reduction
• Maximized throughput
• Optimize screening operations
• Screening accuracy
• Privacy concerns

• Operational Needs
• Technology integration
• Integration flexibility
• Network connectivity
• Data Sharing

3 

ICP Background 
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• The Current ICP capability enables information sharing within and 
across the checkpoint 

• Current checkpoint environment isolated 
• ICP could enhance situational awareness through networked data sharing
• ICP Correlates passenger- baggage information  - could add more…
• TSA Officers (TSOs) and others could have better decision support 
• Distributed information means distributed screening action – beyond checkpoint 

• ICP framework enables additional capabilities for data sharing and reach 
back beyond the checkpoint

• External data sources could now be possible as inputs
• Enables Inter-agency collaboration, further augmenting transportation security

• Universal information sharing possibilities 
• Within and across checkpoints
• All levels of the transportation security enterprise – enhancing improved security 

awareness across regional transportation hubs

ICP Capabilities

The Current ICP could:
• Promote information sharing within/across a checkpoint
• Allow information access beyond the checkpoint
• Contribute to inter-agency collaboration
• Connect to external data sources
• Enhance situational awareness 
• Provide better decision support for TSA Officers (TSOs)

ICP Logic and Relevance

5 
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Vendor 
Community 

End Users  
(TSA Officers, Bomb Appraisal, 
Behavior Detection) 

Device 
Interface 

Data Model Middleware 

Integrated  
Displays 

ICP Key Stakeholders

Government 
Agencies –TSA, FBI/TSC, 
NCTC,DHS S&T 

Standards Groups 
 DICOS, Automated 
Threat Recognition 
 
 

8 

Checkpoint Environment – current focus

7 

AT-X 
Interface 

WTMD 
interface 

Display Services

Data Translation Services

TSE Interface Services
AIT 

Interface 

AIT 
Translator 

AT-X 
Translator 

WTMD 
Translator 

Bag 
Display 

Integrated 
Display 

Secondary 
Display 

 
Watch 
Lists 

Interface 
 

 
Standard 
Groups 

Interface 
 

 
Regional 
System 

Interface 
 

External
Services

AT-X WTMDAIT

ICP Framework 
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10 

ICP System Overview  
 

ICP User Validation

Airports Engaged 
SAN - San Diego CA 
SNA- Santa Anna CA 
LGB - Long Beach  
ONT -Ontario CA 
DFW -Dallas TX 
BNA- Nashville TN 
ACY- Atlantic City NJ 

User Interactions 
7  Airport visits 
4  onsite demos 
4  vendors visited 
Usability testing 
Multiple Discussions 
Hands on feedback 

9 
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ICP  System Data  Flow 

12 

ICP Server
Carry on Bag Display

Review Display

Secondary Display

AIT

WTMD

AT-X

12 

•Passenger Photo is ID placeholder
•Can be replaced by other methods 

11 

Divesture 
Station 

Baggage 
X-ray 
ATX 

Secondary Inspection 
  Display 

Baggage  
Display 

WTMD 

Integrated 
Review  Display 

Passenger  
Flow 

ICP Demo Layout

SSD 

AIT 
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ICP  Baggage Display

FOR OFFICIAL USE ONLY 
14 

1. Web based for distributed and 
parallel processing

2. Networked to Vendor machines

3. Data standardization  (DICOS) for 
vendor independence and plug-in 
threat algorithms

4. Supports standard and 
customized threat categories

5. Supports Multi-view Perspectives 
(top, side)

6. Supports Multi-monitors

7. Zoom/Pan Controls

8. Supports touch screen displays

9. High resolution data for best 
detection (manual or auto)

Integrated Display

13 

1. Integrates checkpoint sensors 

2. Security Process Visualization (C-M-S-B)

3. Wireless PDA with touch screen

4. Handles Rules and Lists (No-Fly, Selectee, VMR)

5. Mandatory and Random Inspections

6. Recreates AIT Exact Output 

7. Uses TSL Recommended Generic Icon

8. Observed Inspection (eye)
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16 

ICP Current Activities  
 

15 

Secondary Display

1. Integrates entire checkpoint sensors 
2. Workflow “To Do” checklist for TSO
3. Immediately review failed carry ons
4. Uses Baggge ATX threat categories

5. Recreates AIT Exact Output 
6. Uses TSL Recommended Avatar
7. Integrates passenger meta data
8. Rule integration
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ICP Integration Approach

18 

TSE 

ICP Proxy 
Layer 

Message mediation 
Message transformation
Passenger correlation
ICP services interface

ICP 
Services 

Phase I
(Current Effort)

Barcode
Reader

ICP 
Services 

TSE 

Phase II

Barcode
Reader

Phase III

ICP 
Services 

• Integrate ICP Proxy layer within the TSE.

DICOS  
Messages

XML

XML

• Integrate barcode reader  with TSE.
• Standardize output messages to DICOS.
.

TSE 

ICP
Proxy

17 

ICP 1.0 
Installation 

at TSL   
Oct 25th-28th           

TSE 
Integration at 

TSL            
Dec 13th-16th   

ICP Display 
Integration   
Feb 2-4th

ICP 
Operational 

Testing        
Mar 21-31st

ICP System 
Demo            
Apr 6th 

TSL Integration Schedule

Oct 2010 Dec 2010 Feb 2011 March 2011 April 2011

• ICP increment 1 capability currently deployed at TSL 
• Potential opportunity to explore and prototype DICOS capabilities
• Future capability may incorporate sensor fusion capabilities
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Integrated Checkpoint (ICP)
Data Standards Initiative 
 

Key Objectives:  
•To Enable a Standardized 
Interoperable ICP Message Set to 
improve information flow and 
sharing
• Collaborate with National Electrical 
Manufactures Association (NEMA) 
related to standards such as  Digital 
Imaging and Communications in 
Security (DICOS) 
- to ensure appropriate reuse of 

existing standards
- to ensure developing standards 

match needs of ICP users and 
stakeholders
 

 
20 

ICP DICOS Use Case:  

19 

ICP DICOS Integration  
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22 

Information Exchanges at 
the Checkpoint

FOR OFFICIAL USE ONLY 21 

• Developed ICP data model based on DICOS standard.
• Testing DICOS toolkit with ICP system

• Created DICOS messages from XML templates
• Developing parsers to convert .DCS format into ICP 
• Developing parsers to convert ICP format into .DCS

• Collaborate with National Electrical Manufactures Association (NEMA) 
related to standards such as  Digital Imaging and Communications in 
Security (DICOS) 

- to ensure appropriate reuse of existing standards
         - to ensure developing standards match needs of ICP users and

stakeholders

 

ICP DICOS Integration current 
progress
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24 

 
 Questions ????

Mike Barrientos
mike.barrientos@dhs.gov
Christine Barton
cbarton@spawar.navy.mil
Ritesh Patel
ritesh.patel@navy.mil
Jeff Waters
jeff.waters@navy.mil

Example Dashboard Capability 

Underlying Data Model for ICP Dashboard:
- Images
- Alerts
- Geography
- Screening Info
- Suspicious Activity
- Situation Reporting
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DICOS is
standard interfaces / mechanisms / data formats for
 information sharing
 scan data
 detection results
 instructions

 system integration

an enabler to connect multiple TSA initiatives

adapted from DICOM
 systems and algorithm vendor participation

2

1

S 
Security 

Doug Bauer, Ph.D. 
PROGRAM MANAGER
Explosives Division
Department of Homeland Security

3 May 2011

Overview:
DICOS

16.26	 Doug	Bauer	and	Suriyun	Whitehead:	DICOS
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Airport Screening

4

AIT
Trace

AT/AT2
Passenger
Checkpoint

Vendor 1

Checked Baggage

Vendor 2 Vendor 3

Passenger Record

Algorithms

Further Screening

OK

Detection

Fusion

Aviation Screening Environment
Tradeoffs and Balance

Detection performance is paramount, but security screening equipment 
also represents a balance among the following goals:
 Throughput
 Purchase Cost
 Serviceability
 Reliability

Standalone processing; may involve human operator for detection / 
alarm resolution.

Evolution
 Additional Risk Based Screening
 Accommodate / integrate New Technology

3
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Leveraging DICOS
Vendor-independent (common)
 Workstations
 Networks

Third-party involvement
 Reconstruction
 ATR 
 Display
 OSARP assist
 Maintenance
 TIP
 Data mining
 System fusion

6

Continual improvements to:
 Detection
 Efficiency

Facilitate more rapid innovation 
through broader participation

Local Info Review

EDS

CATX Term. 1
CATX Term. 2

CATX Term. 3

CAT2

Message Router

Message Router

Message Router

ABC

DEF

Remote Info Review

GHI JKL

Regional Centers

Airport Screening

5

Detection

Fusion

Efficiency
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Acquire 
Raw Data

Reconstruct 
Image

Classification

TSO
etc…

DICOS Interfaces

8

AA

KK KK KK

BB CC

Acquire 
Raw Data

Reconstruct 
Image

Classification

TSO
etc…

From Scan to Resolution

7

Raw sensor 
data 

processing

Processed 
Data

Detection
Results
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DICOS “AA” Interface
Standard format for raw data
 detector, sensor, projection, and corrected data

Enables multiple suppliers / deployment of
 new raw data processing techniques for mining the data
 Tailored outputs for inputs to algorithms
 Compressive sensing

10

DICOS “BB” & “CC” Interfaces
Standard format for screening images and ATR / ATD detection 
results

Enables multiple suppliers / deployment of
 detection algorithms; tailored algorithm libraries

(standalone configuration or centralized on the network)
 workstation displays for OSR, conforming to a single design

9
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Status
Phase I

 DICOS v1 released for
 Checked Baggage
 Carryon Baggage
 Threat Detection Report Format

 DICOS roadmap

 Data transmission proof of concept.

Phase II

 Test DICOS v1.

 Develop and Release DICOS v2
 AIT (XBS, MMWave, TX, THx, IR, QR)
 Updated Threat Detection Report Format
 Address deficiencies uncovered in testing DICOS v1.

 Data transmission use cases.

12

COMPLETED

EDS, AT, TRX…

Underway

DICOS “KK” Interface
Standard format for control of scan, of algorithm selection, and 
information routing.

Enables dynamic adjustments to screening system configuration
 triggered by risk basis, security posture
 control of scanner to change scan, image quality, 

throughput, algorithm sequence
 adjust operating point and ROC curve.

11
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Summary
DICOS development supports a risk based screening approach 
and systems of systems deployments.

DICOS testing tools available.

DICOS v2 development underway.

14

TSA Initiatives: Risk Based Screening
TSA plans to implement a new “risk-based” screening method 
over the next year that will tailor-fit airport security procedures to 
individuals based on intelligence and suspicious behavior.

13

House Homeland Security subcommittee on Transportation Security (2/11/2011)Challenge:
 Rolling out tailored adjustments to screening procedures and 

systems in a timely, responsive and consistent manner.
 Maintaining vigilance over threat space when tools are less 

adaptable.

Potential Approach:
 Leverage greater flexibility and automated configuration 

adjustments; real-time triggering of screening systems.
 Automated selection from a robust and dynamic library of 

algorithms.
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The Science and Technology Directorate (S&T) strongly agrees that standard 
data formats are a key enabler to improving the capabilities of scanning 
devices. 
 
To accelerate standard image format and data interchange interfaces for 
Security Screening technologies, S&T has partnered with the Transportation 
Security Administration (TSA) to invest in the Digital Imaging and 
Communications for Security (DICOS) project.  By providing an industry-wide 
standard, DICOS will lower barriers to entry and enable new entrants and 
qualified businesses of all sizes to contribute to the development of security 
screening technologies.  Investments in DICOS are designed to enable future 
procurements to separately source the best hardware systems and the best 
algorithms to secure the checkpoint, checked baggage, and cargo domains. 

Tara O’Toole, M.D., M.P.H.
Under Secretary for Science and Technology

August 2010
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16.27	 Carl	Crawford:	Certification	and	qualification	testing
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16.28	 Doug	Boyd:	Telesecurity	sciences
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16.29	 Luc	Perron:	Optosecurity
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16.29	 Derek	Bale:	Endicott	Interconnect
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16.30	 Harry	Martz:	Review,	Next	Steps	and	Discussion
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