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Accessible Property Screening (APS) Capability Maturation Roadmap 

APS Roadmap 
Overview 

The TSA Accessible Property Screening (APS) Capability Maturation Roadmap depicts the functions and efforts required to enhance future carry-on screening 
detection capabilities. These capabilities aim to enhance screening detection, increase throughput, and enable screening automation.  
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Capability Achievements 

Phase 1 
(CPSS Increment 1) 
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(Future CPSS Increments) 

Phase 3 
(Future CPSS Increments) 

Phase 4 
(Pre-Planned Cap. Improvements)* 

IOC FOC 

(*) Pre-Planned Capability Improvements to APS are enhancements to the solution beyond the intended solution performance envelope required to achieve FOC 
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